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«Auch i Netz hinterlasst

man viele Spuren»

Daten, die in der digitalen Welt gespeichert sind, werden genauso vererbt wie Vermégens-

werte oder Gegenstéande. Deshalb muss man die Daten I6schen und Listen tiber Nutzer-

konten, Passworter usw. fiihren, die man einer Vertrauensperson weitergeben sollte.
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VON URS MANSER * UND RETO INEICHEN *

Seniorinnen und Senioren sind lingst in der digitalen Welt
angekommen. Sie hinterlassen ihre «Fussabdriicke» auf
dem PC, dem Laptop, dem Internet, der externen Fest-
platte, dem USB-Stick, dem Fotoapparat, der Filmkamera
und dem Handy, auf Facebook oder Instagram. Woran
selten bis nie gedacht wird: Daten werden genauso vererbt

wie Gegenstinde oder Vermdgenswerte. Dabei gilt zu be-
denken: Benutzerkonti «tiberleben» den Versterbenden. Ein
E-Mail-Account kann also zum Beispiel noch Jahre spiter
aktiv sein. In abgespeicherten E-Mails konnen vielleicht
vertrauliche Informationen verborgen sein, welche der Be-
nutzer vielleicht auch nach seinem Tod vertraulich wissen



méchte. Zudem darf nicht vergessen werden, dass Verbind-
lichkeiten, etwa online abgeschlossene Vertrige oder ent-
geltliche App-Abonnements fiirs Handy, integral auf die
Erben tibergehen. Solche Vertrige miissen von den Erben
ordentlich gekiindigt werden, sonst laufen diese Verbind-
lichkeiten einfach weiter.

Im Hinblick auf das eigene Ableben gilt es daher einiges
zu beachten. Es ist zu empfehlen, eine Liste zu fithren, auf
welcher Nutzerkonten, Abonnemente und weitere entgelt-
liche und unentgeltliche Verbindlichkeiten aufgefiihrt sind.
Dasselbe gilt fiir Zugangsdaten und Passworter, die aber in
jedem Fall separat und sicher aufbewahrt werden miissen.
Nur so ist es moglich, dass nach dem Ableben mit diesen
Daten ein verntinftiger Umgang gefunden werden kann.

Nur, wer soll denn das tun? Selbstverstandlich ist dies
eine Aufgabe fiir eine Vertrauensperson. Diese muss nicht
zwingend ein Erbe oder eine verwandte Person sein. Viel-
leicht ist es sogar besser, eine unabhingige Vertrauensper-
son mit dieser wichtigen Aufgabe zu betrauen. Es bestehen
dafiir auch bereits verschiedene Dienstleistungsangebote
im Internet.

Datentrager weitergeben, die vernichtet werden sollen
Der Auftrag zum Umgang mit diesen Daten kann dieser
Vertrauensperson bereits zu Lebzeiten und fiir die Zeit nach
dem Ableben auch testamentarisch erteilt werden. Da sol-
che Auftrdge nicht angenommen werden miissen, emp-
fiehlt es sich, in der Reihenfolge ihrer Aufzahlung, jedoch
einzeln, Ersatzpersonen zu benennen.

Die Vertrauensperson soll beispielsweise als Vermécht-
nis simtliche Datentrager erhalten, deren Daten der Erblas-
ser zu vernichten wiinscht. Vielleicht ist aber auch genau
das Gegenteil erwiinscht. Etwa die Daten eines heimlichen
Schriftstellers, der sein Werk erst nach seinem Ableben der
Allgemeinheit zugéinglich machen maochte, oder die Daten
eines Ahnenforschers, der den Stammbaum seiner Familie
seit 500 Jahren akribisch erforscht hat. Solche Daten ein-
fach zu l6schen, wire wohl weder sinnvoll noch dem mut-
masslichen Willen des Erblassers entsprechend. Also
kommt man nicht umhin, die Datenbestinde zu unter-
scheiden in «vertrauliche», «zu vernichtende» oder fiir die
Nachwelt «zu erhaltende» Daten. Letztere speichert man
idealerweise auf einem USB-Stick, der zusammen mit dem
Testament an einem sicheren Ort aufbewahrt werden soll.

Da auch ein USB-Stick fehlerhaft sein oder werden
kann, empfiehlt es sich, die zu erhaltenden Daten mehrfach
abzuspeichern oder — wenn méglich — zusitzlich auszudru-
cken. Sicherheitshalber werden solche Daten in einem Safe
aufbewahrt oder bereits zu Lebzeiten einer Vertrauensper-
son iibergeben. Fiir zu vernichtende Daten setzt man idea-
lerweise eine unabhingige Vertrauensperson ein, etwa den

DIGITALES ERBE

Treuhdnder oder den eingesetzten professionellen Willens-
vollstrecker. Dies gibt die Gewissheit, dass nicht aus «Gwun-
der» in den Daten herumgestébert wird. Im Idealfall werden
personliche Daten — wie vertrauliche E-Mails oder Fotos —
sowieso regelmissig und zu Lebzeiten gel$scht.

Zugangsdaten rechtzeitig und sicher aufbewahren

Der Umgang mit den auf der sogenannten Hardware
gespeicherten Daten ist verhaltnisméssig einfach. Schwieri-
ger wird es mit Daten, die irgendwo im digitalen Netzwerk
gespeichert sind, etwa in einer Cloud, einem externen
Server oder in E-Mail-Accounts. Wie werden diese Daten
geloscht? Was passiert mit diesen Daten und den entspre-
chenden Logins nach dem Tod?

In diesen Fillen sind vorab die Bestimmungen der be-
teiligten Online-Dienste (Google, Amazon, Apple etc.) zu
berticksichtigen. Diese nehmen jedoch hiufig nur be-
schrinkt oder gar keine Riicksicht auf erbrechtliche Fragen
und erschweren es deshalb den Erben hiufig, an die Daten
der Erblasser zu gelangen oder diese gar zu 16schen. Insbe-
sondere in diesen Fillen lohnt es sich deshalb, rechtzeitig
die Zugangsdaten (Speicherorte und -inhalte sowie Logins)
sicher aufzubewahren und mittels testamentarischer
Anweisungen einer Vertrauensperson zuginglich zu ma-
chen. Dazu eignen sich heute insbesondere digitale Pass-
wortmanager (z.B. KeepassXC oder dhnliche), mit welchen
neben den eigentlichen Logindaten auch zusitzliche
Informationen und Unterlagen sicher und verschliisselt
gespeichert werden kénnen.

Oft werden diese mittels eines Master-Passwortes und
eines zusitzlichen digitalen Schliissels in einer separaten
Datei gesichert, weshalb alles zusammen der Vertrauens-
person (z.B. Treuhénder oder Willensvollstrecker) zukom-
men muss, um dann die Verwendung der Daten entspre-
chend dem Willen des Erblassers sicherstellen zu koénnen.
Damit werden zwar zum Teil die allgemeinen Bestimmun-
gen der Onlinedienste umgangen, aber solange der Zugang
zu den Daten moglich ist und die Daten im Sinne des
Erblassers verwendet werden, ist darin kaum ein Problem
zu erblicken.

* Reto Ineichen, lic. iur. ist Rechtsanwalt,
Notar, Mediator, Fachanwalt SAV Strafrecht
sowie IT-Spezialist. Er ist regelméassig
ehrenamtlich fUr die unentgeltliche Rechts
auskunft von Pro Senectute Kanton
Luzern tatig.

* Urs Manser ist Rechtsanwalt und Notar
in Luzern. Er ist regelmassig ehrenamtlich
fir die unentgeltliche Rechtsauskunft von
Pro Senectute Kanton Luzern tatig.
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