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Fortschritte in der Käfighaltung
Stell Dir vor, Dich interessiert, was an anderer Stelle im Be-

trieb vor sich geht. Oder Du möchtest einfach mal mit einem
Kollegen aus einer anderen Abteilung klönen. Plötzlich stellst
Du fest: Du kommst nicht mehr durch die nächste Tür. Du
hast nämlich abseits Deines normalen Arbeitsplatzes nichts
mehr zu suchen.
Eine Hamburger Firma hat dieses Problem ganz raffiniert ge-
löst. In jeder Abteilung sind die Wände mit einer bestimmten
Farbe gestrichen, die Overalls der Beschäftigten einer Abtei-
lung haben die gleiche Farbe. Daß die Farben nicht durchein-
anderkommen, wird durch automatische Kameras überwacht.
Allerdings sollen schon Kollegen ihre Overalls untereinander
getauscht haben In einem anderen Betrieb war die Metho-
de, verschiedene Abteilungen durch verschiedenfarbige Klei-
dung voneinander fernzuhalten, erfolgreicher. Den Mitarbei-
tern im Lager war der Termin für eine Betriebsversammlung
nicht durch Aushang angekündigt worden, mangels Kontakt zu
anderen Kollegen erfuhren sie auch auf mündlichem Wege
nichts davon.
Vorgeblich dienen die Zugangskontrollsysteme dem Schutz vor
Eindringlingen, die Böses im Sinn haben. Aber ist es denn ein
Zufall, daß durch solch ein System die lückenlose Kontrolle
der Bewegungen aller Mitarbeiter innerhalb des Betriebes er-

möglicht wird? Daß jeder durch einfaches Löschen der Zu-
gangsberechtigung ausgesperrt werden kann?
Die meisten Zugangskontrollsysteme arbeiten mit einem ma-
schinenlesbaren Werksausweis. Diese Ausweise sind, je nach
Art der Codierung, mehr oder weniger fälschungssicher. Auch
kann jeder, der den Ausweis findet oder auf andere Art in sei-

nen Besitz gelangt, mit seiner Hilfe die Türen öffnen. Darum
werden besonders sicherheitsempfindliche Bereiche oft noch

zusätzlich durch Code-Schlösser, die sich erst nach Eingabe
einer bestimmten Buchstaben-/Zahlen-Kombination öffnen,
geschützt. Aber auch bei diesem System hängt der Grad der
Verläßlichkeit am guten Willen des zugangsberechtigten Be-

nutzers, denn wer hindert ihn daran, die Kombination weiter-
zugeben oder wegen seines schlechten Gedächtnisses irgendwo
aufzuschreiben, z.B. an die Wand neben das Code-Schloß,
der Einfachheit halber? Um ganz sicher zu gehen, setzt man
dann doch lieber ausgesuchtes, verläßliches Sicherheitsperso-
nal ein und benutzt die Bildvergleichssysteme. Zum Glück
ist es nämlich noch nicht soweit, daß der Rechner automatisch
und zuverlässig den Eintrittbegehrenden mit seinem Bild ver-
gleichen kann. Die heute eingesetzten halbautomatischen
Systeme haben die Bilder aller zugangsberechtigten Personen

gespeichert. Steckt nun jemand seinen Ausweis in den Leser,
so erscheinen gleichzeitig sein abgespeichertes Bild und das

aktuelle, von der Videokamera an der Tür aufgenommene auf
dem Monitor des Kontrollpersonals.
Es ist auch ein großes Problem, daß durch eine geöffnete Tür
mehr als eine Person gehen können. Das ist eigentlich nur
durch ein Zwei-Türen-System, eine Art Schleuse, oder durch
Drehkreuze zu verhindern. Und je aufwendiger ein System ist,
desto klarer wird dem Benutzer, daß es zu seiner Überwachung
dient. Man sollte sowieso auf den zugangsberechtigten Benut-
zer, das schwächste Glied in der Sicherheitskette, mehr Rück-
sieht nehmen. Am besten wäre doch ein System, das auf der

Erkennung persönlicher Merkmale beruht, bei dem der Benut-
zer also nichts unternehmen muß, um die Türen zu öffnen,
sondern automatisch erkannt wird. In diese Richtung wird
natürlich geforscht, eine englische Sicherheitstechnik-Firma
gibt als mögliche Methoden der Zukunft Identifikationen
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durch Geruch, außersinnliche Wahrnehmung oder visuelle

Wiedererkennung an. Auch an der Sprechererkennung for-
sehen Philips und das Bundeskriminalamt und wahrschein-

lieh noch viele andere eifrig. Aber ist es dem Benutzer denn
zuzumuten? Ein Sicherheitsfachmann hat da Zweifel: „Zw-
gang-skonlroZispsle/ne, die mil Fingerabiirwck- oder Sprach-
erkenn««# arbeifen, sind zwar noeb niebf im FeZciverswcb er-

probt, werden aber s/cber/icb kommen. Sprecberfcennwng bat
den Forlei/ der /reien Fände, aber wer wird sebon bereil sein,

Insbesondere infolge einiger Fälle erpresserischen Menschenraubes
ist in jüngerer Zeit auch in der Öffentlichkeit erneut die Frage disku-
tiert worden, ob es möglich ist, einen Menschen aufgrund seiner Stimme
sicher zu identifizieren. Für Zwecke der Zugangskontrolle im Rahmen
von Objektschutzmaßnahmen sowie auch für Identitätsprüfungen z.B.
bei Geldauszahlungsautomaten gilt diese Aufgabe als bereits hinrei-
chend gelöst. So ist unlängst von der Firma Philips GmbH, Bremen,
ein ASV-System' „Phides" vorgestellt worden, das Personen anhand
von „Stimmproben" überprüft und das nach Herstellerangaben jedes
heute verwendete Zugangskontrollsystem zu ersetzen vermag. Wesent-
liehe Neuerung dieses ASV-Systems ist es, daß die Zugangsberechtigung
nicht mehr nur an die Kenntnis eines bestimmten Code-Wortes, sondern
unmittelbar an die Identität des Trägers der zu überprüfenden Informa-
tion geknüpft ist: das System trifft aufgrund von Charakteristika der
Stimme seine Entscheidung.
Die Fehlerrate des ASV-Systems „Phides" liegt unter der von der US-
Luftwaffe geforderten Fehlertoleranz für automatische Zugangskon-
trollsysteme. Täuschungsversuche z.B. mit tragbaren HiFi-Tonband-
geräten können das System nicht überlisten, dessen gesamte Steuerung
von einem Mikroprozessor übernommen wird. „Phides" benötigt für
eine Sprecherverifikation eine „Stimmprobe" von etwa fünf Sekun-
den Dauer und für die Überprüfung eine weitere Sekunde. Die Anlage
ist gegen Informationsverluste bei Stromausfall gesichert.
Inzwischen hat auch das im Bundeskriminalamt seit 1978 bearbeitete
Forschungsprojekt „Entwicklung eines Computersystems zur Erken-

äe« wtww/hör/icbe« Fec/esfrom zwr Fer/ü#wn# zw sleZZen, cZer

benöf/#f wire?, wiw iZi'e o/jfene Für zw sebülzen? Fine Für kann

geb/Jhet wercien, wenn ein Compwleroperalor sieb nü'berf «ncZ

z.5. .Fbwbarber' sagt. Aber, wm iZie o/fene Für zw siebern,

mwß tier A/arm nwr genawso/ange wnleriirüefcf werden, bis der

z«#a«#sberecbli#fe ßenwfzer am anderen Fnde der ScbZewse

angekommen isf. Aönnen Sie z'bn sieb vorsfeZZen, wie er beim

Fwrcbgeben, wm einen AZarm zw verhindern, dawernd ,i?ba-

barber, Fbabarber, Fbabarber, Fbabarber' vor sieb bin sagt?"

nung nicht-kooperativer Sprecher und zum Stimmvergleich in der
Kriminalistik" weitere Fortschritte gemacht. Ziel dieses Projektes ist

es, Verfahren zu erarbeiten, mit deren Hilfe Tonbandaufnahmen, wie
sie bei Erpressung, Geiselnahme, Bombendrohung oder verbal-erotischer
Belästigung anfallen, einer Person zugeordnet werden können. Es geht
also darum, einen Verdächtigen aufgrund der aufgezeichneten Stimme
als den Sprecher, d.h. als den Täter, zu identifizieren oder aber auszu-
schließen. Wie früher berichtet^, ist es gelungen, mit kooperativen
Sprechern außerordentlich hohe Wiedererkennungsraten zu gewinnen.
Nunmehr stehen geeignete Verfahren zur Verfügung, mit denen ent-
sprechend ausgebildete Fachleute durch Feststellung von Sprecher-
Eigenarten zu Ergebnissen gelangen können, die praktisch verwertbar
sind. Jedoch ist für diese Verfahren vorerst noch keine statistische

Absicherung mit Werten möglich, die für eine forensische Gutachten-
erstattung zu fordern ist. Als Ermittlungshilfen kommen die Verfahren
durchaus bereits in Betracht. Demzufolge besteht einer der Schwer-

punkte der weiteren Arbeit an dem Projekt darin, die Verfahrensquali-
tät im Hinblick auf Objektivität und Anwendungsbreite der Gutachten-
erstellung noch zu verbessern.

1 ASV Automatische Sprecher-Verifikation.
2 In DIE POLIZEI 1978, S. 298: „BKA: Angewandte Mustererken-

nung".

aus: „Die Polizei" 3/81
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