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Ulrich Briefs

Zum Dilemma der

Gewerkschaften auf dem

Gebiet des Datenschutzes

„Neue Technologien" —

neue oder auch alte Gefahren: Beispiele

Ein Unternehmen läßt sich vom Computer auswerfen, wo die
Frauen über 35 Jahren, die bei ihm beschäftigt sind, wohnen,
und stellt daraufhin den Betrieb bestimmter Werksbusse ein.
Die Folge: die meisten der Frauen kündigen „freiwillig", da

sie keinen Wagen haben und nicht auf den schlecht ausgebau-
ten öffentlichen Nahverkehr ausweichen können. Der Betrieb
hat auf diesem Wege Kündigungsschutzgesetz und „Mitbestim-
mungsrechte" des Betriebsrats umgangen.
„Schwarze Listen" mit den Namen derjenigen „Arbeitnehmer",
die sich bei ihrem „Arbeitgeber" mit z.B. aktiver gewerkschaft-
licher oder auch politischer Arbeit mißliebig gemacht haben,
die etwa an spontanen Arbeitsniederlegungen organisierend
mitgewirkt haben, werden mit dem Computer von Betrieb zu
Betrieb überspielt. Der relative „Schutz", den der Beschäftigte"
bisher durch praktische Schwierigkeiten der Betriebe hatte,
entfällt bei einer sich zu flächendeckenden Netzwerken hin
entwickelnden Datenverarbeitung: „Schwarze Listen" der
Ruhrindustrie können jetzt auch leichter im Rhein-Main-Gebiet,
im Stuttgarter Raum usw. praktiziert werden.
Kandidaten für die Wahlen zu den Betriebs- und Personalräten,
den am ehesten demokratischen Wahlen in der BRD, werden
seit geraumer Zeit unter Zuhilfenahme der „neuen Technolo-
gien" von den Geheimdiensten überwacht. Diese Überwachungs-
maßnahmen werden z.T. von Beamten geleitet, die in der „gro-
ßen deutschen Zeit" vor 1945 an der Deportation und Ermor-
dung von Millionen Menschen aus allen europäischen Ländern,
darunter auch vielen Gewerkschaftern, mitgewirkt haben —

selbstverständlich nur in Erfüllung ihrer Beamtenpflicht. Wie
oft mag diesen Beamten durch den Kopf gegangen sein, wie
viel wirkungsvoller sie ihre Tätigkeit im „Dritten Reich" hätten
gestalten können, hätten sie die „neuen Technologien" zur Ver-
fügung gehabt?
In den USA wird heute schon in der Regel der Beschäftigte,
der eine Arbeitsstelle antritt, anhand seiner „Kreditdaten" bei
den der Schufa* entsprechenden US-Organisationen überprüft.
Die Gefahren, die mit den „neuen Technologien" für die Be-

schäftigten insgesamt und gerade für politisch und gewerk-
schaftlich aktive Beschäftigte entstehen, und die Vielfalt die-
ser Gefahren sind offensichtlich. Andere — aktuelle — Gefah-

ren, wie z.B. daß die durch die „neuen Technologien" notwen-
dig werdenden Datenschutzvorkehrungen (wie das BDSG) nun
ausgerechnet gegen die Gewerkschaften genutzt werden, sind
hiermit noch gar nicht angesprochen.

Die Schufa ist die Schutzgemeinschaft für allgemeine Kreditsiche-
rung, über die der Datenaustausch zwischen Kreditinstituten usw.
über ihre Kunden abgewickelt wird.

Die Gewerkschaften in der BRD, die sowieso in ihren Rechten
— z.B. dem Streikrecht — stärker beschnitten sind als in ande-
ren vergleichbaren Ländern, sehen sich zusätzlichen Gefabren
gegenüber, die aus der Entwicklung und Ausbreitung der „neu-
en Technologien" und den damit geschaffenen „Informations"-
möglichkeiten (in Wirklichkeit Kontroll- und Überwachungs-
möglichkeiten) in einem Gesellschafts- und Wirtschaftssystem
herrühren, das durch Manipulation und Unterdrückung, durch
Ausbeutung und Entfremdung in den Betrieben wie in der po-
litischen Öffentlichkeit geprägt ist.

Vom „normalen" und „mißbräuchlichen" Gebrauch
von Personendaten

Der größte und problematischste Bereich mißbrauchträchtigen
Umgangs mit Personaldaten liegt zweifellos in den Betrieben
selbst. Hier sind allerdings zwei „Tatbestände" zu unterschei-
den:
1. Der „normale", von der Rechtsordnung geschützte Gebrauch

von Personendaten. Das ist der normale unternehmerische
Gebrauch von Informationen über die abhängig Beschäftig-
ten im Rahmen des bestimmenden Verhältnisses von (abhän-
giger) Lohnarbeit und dem über diese Lohnarbeit verfügen-
den Kapital (bzw. seinen Treuhändern, dem Management).
Dieser Tatbestand entsteht also durch die laufende Disposi-
tion anhand von Informationen über die Beschäftigten, über
ihren Einsatz, ihr Entgelt, die konkrete Verausgabung ihrer
Arbeitskraft usw.

Fluktuatioi
Art der Veränderung

B
Versetzungen, ausgelöst primär durch
01 Fuhi ungskräfteplanung/Fuhrungsnathwuchsplanung
02 Innerbetriebliche Stellenausschreibung (regional

und überregional)
03 Initiative des Mitarbeiters
04 Initiative der Firma
09 sonstige Sachverhalte (jedoch nicht „Versetzungen"

aul KST 960, 961 und 965)

Ziel der Voränderung
Ooo

ob

07
D»
09
Bu

m

Versetzung innerhalb des Werkes/
der Niederlassung

Versetzung in inländisches Werk

Versetzung in Niederlassung
Ühertntl in Beteiligungsgesellschaften
Übertritt in Vertretung
Übertritt in Unternahmen der Automobil-
industrie
Übertritt in sonstiges Unternehmen der
metallverarbeitenden Industrie
Übertritt in Unternehmen einer anderen
Branche
Übertritt in den öffentlichen Dienst
einschließlich Lehramt
Aufnahme der Arbeit im eigenen oder
elterlichen Beirieb
keine weitere Tätigkeit
freiwillig zur Bundeswehr, Entwicklungs-
hilfe etc.
vorübergehend arbeitslos

B19 Sonstiges Ziel
99 Ziel unbekannt
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2. Der von diesem normalen Gebrauch von Personeninforma-
tionen abweichende mißbräuchliche Gebrauch solcher In-
formationen, wie z.B. die unerlaubte Weitergabe von Daten
an Dritte usw. — der „Mißbrauch" also, der z.B. durch das

BDSG verhindert werden soll. Diese Verhinderung des Miß-
brauchs erfolgt allerdings auch im Interesse der Betriebe
selbst, nicht nur oder oft auch gar nicht im Interesse der
Betroffenen!

Die Grenzen zwischen „normalem" und „mißbräuchlichem"
Gebrauch sind allerdings fließend und eigentlich willkürlich.
Sie wechseln z.T. mit der Veränderung der politischen Rah-
menbedingungen. Im NS-Regime gehörten Daten, ob jemand
Fremdarbeiter, Gefängnishäftling oder KZ-Häftling, „arischer"
oder „nicht-arischer" Arbeiter war, zu den damals normalen
Daten, die im Rahmen des konkreten Lohnarbeit-Kapital-Ver-
hältnisses der NS-Zeit in den Betrieben für Dispositionen ohne
Bedenken verwendet wurden.
In der gegenwärtigen ökonomischen Entwicklung tritt an die
Stelle solcher brutaler Unterscheidungsmerkmale die Erfassung,
Speicherung und Verarbeitung von viel subtileren Daten, wie
der nebenstehende Fluktuationsschlüssel von Daimler-Benz
zeigt. Natürlich werden auch Daten erfaßt, ob jemand deutscher,
türkischer oder jugoslawischer Arbeiter ist. Natürlich haben
die Betriebe, wie der Fall Daimler-Benz zeigt, ein gewaltiges In-
teresse daran, über die Beschäftigten, ihren Gesundheitszustand
usw. möglichst lückenlose Daten zu erfassen und auszuwerten;
solche Daten entsprechen eben dem konkreten Lohnarbeit-Ka-
pital-Verhältnis unserer Zeit.
Was neu ist gegenüber der NS-Zeit, was jetzt möglich wird

schlüssel
Gründe der Veränderung

oo nicht erläurerungsbedürftige Veränderungen

01 Alter bzw. Minderleistung wegen des Alters
02 Berufs- bzw. Erwerbsunfähigkeit
03 Krankheit
04 familienbedingt (Heirat, Kinder)
05 Weiterbildung

TO

>

06 Änderung des Wohnorts a

— 07 freiwillige Rückkehr ausländischer Mitarbeiter
08 Fehlen (Ablauf) der Aufenthalts- oder Arbeitserlaubnis
09 Rückkehr in den alten oder erlernten Beruf
10 Aufnahme der Arbeit im eigenen oder elterlichen Betrieb

—
19 sonstige private Gründe —

20 Arbeitsverweigerung
21 Tätlichkeiten/Beleidigu ngen Ol

c
22 Diebstahl xj

23 unentschuldigtes Fehlen -Q

B 24 unbefriedigendes Verstehen mit Vorgesetzten
c
tu

B 25 unbefriedigendes Verstehen mit Kollegen "rö

X
B 26 unbefriedigendes Verstehen mit unterstellten Mitarbeitern 4>

B _ 27 ungenügende Arbeitsleistung
28 Unzuverlässigkeit

— 29 sonstige verhaltensbedingte Gründe

B 30 anderwärts besserer Verdienst
B 31 anderwärts bessere Aufstiegsmöglichkeiten
B 32 zu wenig Verantwortung
B 33 Bintönige oder aus ähnlichen Gründen unbefriedigende Arbeit O)

c
B 34 ungünstige Arbeitszeit "ü

0)

B 35 mangelnde Weiterbildungsmöglichkeiten
X
l/>

B 36 unzureichende Zukunftssicherung ä>

-Û

B 37 nicht realisierte Verset Zungswünsche to

B 38 Versetzungen gegen den eigenen Willen
B 39 büromäßige Unterbringung (Großraumbüro/Schreibzimmer)
B — 40 schlechter Arbeitsablaüf

mit den „neuen Technologien", ist die schnellere, detailliertere
und immer lückenloser werdende — im Kapitalinteresse eben
wirksamere — Erfassung und Auswertung von allen möglichen
Daten über die Arbeitskräfte.
Die grundlegende Logik ist jedoch nach wie vor dieselbe: aus
den Arbeitskräften mehr herauszuholen, sie stärker unter Druck
zu setzen, sie an der Gegenwehr zu hindern usw., um eben
mehr Wert für das Kapital zu schaffen. Die Kontinuität der Lo-
gik zeigt sich auch vielfältig auf der Seite der Agenten des Ka-
pitals, die diese Entwicklung vorantreiben: vom Ex-SA-Führer
Schleyer über Generalstabsoffiziere a.D. wie Overbeck (Mannes-
mann AG) und Lötz (u.a. Volkswagenwerke AG, mit einem
der am weitesten fortgeschrittenen Personalinformationssyste-
me) bis zum Leiter der Harzburger Führungsakademie Höhn,
einem Mitglied des Freundeskreises von Heinrich Himmler und
ehemaligen SS-Offizier, der einmal gesagt hat, ein guter Organi-
sator müßte zwei historische Organisationen kennen, die der
preußischen Armee und die der katholischen Kirche.
Ebenso historisch wandelbar ist, was „normaler" und was
„mißbräuchlicher" Gebrauch von Personendaten im Bereich
der öffentlichen Gewalten ist: Die Einschränkungen der Rechte
der Bürger im Zusammenhang mit den „Anti-Terror"-Gesetzen
zeigen, wie schnell das, was zunächst noch als „Mißbrauch"
der öffentlichen Gewalten betrachtet wird, zum „Normalfall"
werden kann.
Bei den „neuen Technologien" müßten sich diejenigen, die be-

haupten, das Wohl der Menschen in der Gesellschaft zu verfol-
gen, eigentlich ständig den Kopf darüber zerbrechen, ob sie mit
den „neuen Technologien" nicht die Infra-Struktur für einen
neo-autoritären Staat schaffen lassen. Dazu gehören bei dem
hohen Maß an Integriertheit der westdeutschen Gewerkschaf-
ten auch eine Reihe von Gewerkschaftsführern, die ihr Wirken
ja nur allzu gerne als „staatsmännisch" verstehen möchten. Sie

müßten sich fragen, ob sie damit nicht technologische Systeme
entstehen lassen, die in und nach unerwarteten oder bewußt ge-
schaffenen politischen Krisensituationen genutzt werden kön-
nen — z.B. von faschistoiden Kräften. Wahrscheinlicher ist
allerdings, daß sich der Wandel zu neoautoritären Formen des

politischen Lebens eher schleichend und gefördert durch die
heute etablierten politischen Kräfte vollzieht — in jedem Fall:
die technologische Basis dafür wird zügig ausgebaut.

Datenschutz als gewerkschaftliche Aufgabe?

Es ist also offensichtlich, daß diese Entwicklung vielfältige
gesellschaftspolitische Gefahren entstehen läßt. Wie stehen die
Gewerkschaften zu diesem Problem?
Die gewerkschaftliche Politik auf dem Gebiet des Datenschut-
zes ist in diesem Konflikt von „normalem" und „mißbrauch-
lichem" Gebrauch von persönlichen Daten gefangen: Infolge
der sozialpartnerschaftlichen Tradition, infolge der bewußten
Hinnahme unternehmerischer Organisationspraxis als rational,
zweckmäßig und überlegen, infolge der fast bedingungslosen
Anerkennung der bestehenden staatlichen Ordnung sind die
Gewerkschaften in der BRD bislang offiziell lediglich auf die
Abwehr von Mißbräuchen im Rahmen eines „normalen", un-
bestrittenen Gebrauchs von „Arbeitnehmerdaten" durch den

„Arbeitgeber" bzw. von Bürgerdaten durch den Staat hin orien-
tiert.
Viele der Anträge auf Gewerkschaftstagen der letzten Jahre

zum Problembereich des Datenschutzes gehen auf den Miß-
brauch von Daten der Beschäftigten in den Betrieben ein und
fordern die Verhinderung dieses Mißbrauchs durch Verschär-
fung der gesetzlichen Bestimmungen (vgl. die in der Datern
schutzfibel des DGB abgedruckten angenommenen Anträge
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von Einzelgewerkschaften und des DGB). Mehrere Veröffent-
lichungen von Gewerkschaftsvorständen fordern, daß die Be-
triebe die Daten der Beschäftigten nur im Rahmen der Zweck-
setzung des Arbeitsverhältnisses verwenden dürfen. Was aber
ist die Zwecksetzung des Arbeitsverhältnisses anderes als Aus-
beutung? Weitere Anträge auf Gewerkschaftstagen wenden
sich insbesondere gegen das Unterlaufen von „Mitbestimmungs"-
rechten und anderen gesetzlichen Bestimmungen sowie gegen
die Nutzung der Datenschutzvorschriften durch die Betriebe
gegen die Gewerkschaften. Die DGB-Datenschutzfibel — eine

gute Zusammenfassung des fortschrittlicheren gewerkschaft-
liehen Denkens auf der Sachbearbeiterebene — zeigt eine ganze
Reihe von Mißbräuchen auf. Sie skizziert auch den gefährlichen
gesellschaftspolitischen Hintergrund dieser Entwicklung im Be-

reich der Informationstechnologien und wird insofern auch per-
spektivisch. Sie leitet eine Reihe von praktischen Forderungen
ab, z.B. daß die Ernennung des betrieblichen Datenschutzbe-
auftragten nicht gegen das Votum des Betriebsrates erfolgen
darf. Die wirklich perspektivische Frage aber muß ausgeklam-
mert werden, ob die Besonderheit der „neuen Technologien",
die Verschärfung von Überwachung und Manipulation, nicht
zwangsläufig dazu führen muß, die Organisation der Arbeit
und der Betriebe durch das Kapital und im Interesse des Kapi-
tals in Frage zu stellen und alternative Organisationsformen zu
entwickeln — wie z.B. Selbstverwaltung der Beschäftigten. Die
gewerkschaftliche Position in bezug auf den Datenschutz
krankt im Grunde an ihrem Bemühen, Mißbräuche eindämmen
zu wollen, ohne zu sehen, daß die notwendige Gmndlage dieser
Mißbräuche, die ständige Unterwerfung der lebendigen mensch-
liehen Arbeit unter das Kapital, immer wieder zu solchen Miß-
bräuchen führen muß. Sie krankt daran, daß sie nicht sehen

will, daß den relativ kleinen Mißbräuchen ein gewaltiger grund-
legender ständiger „Mißbrauch" zugrunde liegt.

Im Grunde versucht die gewerkschaftliche Position, am „Daten-
schatten" herumzukurieren, läßt aber die Person und ihre Ver-
hältnisse, die den Datenschatten werfen, außer acht. Hinzu
kommen die üblichen Mängel gewerkschaftlicher Politik in der
BRD: Appelle an den Staat, Verzicht auf den Einsatz der eige-
nen Mittel, damit Verzicht auf das Ingangsetzen entsprechen-
der Lernprozesse der Masse der Beschäftigten, Vermeidung
offensiver und öffentlicher Diskussionen über die Probleme des

Datenschutzes und Verzicht auf die Aktivierung der autono-
men Kräfte zum Widerstand bei den Beschäftigten selbst.
Der Datenschutz kann in einem Rechtssystem, dessen oberster
Existenzzweck der Schutz des Eigentums und damit der Schutz
des Kapitals und damit der Schutz des Verhältnisses von Lohn-
arbeit und Kapital ist — ähnlich wie „Mitbestimmung" —, nur
etwas Fremdes, Aufgepfropftesund damit im wesentlichen Un-
wirksames sein. Mit ihrer Selbstbeschränkung auf Forderungen
an den Staat schränken die Gewerkschaften notwendigerweise
ihre eigene Wirksamkeit ein. Bei der Auseinandersetzung mit
der verschärften Kontrolle und Überwachung durch staatliche
Organe dagegen verhalten sich der DGB und eine Reihe von
Einzelgewerkschaften eher zurückhaltend. Immerhin haben
einige Einzelgewerkschaften gegen die geheimdienstliche Über-
wachung von Betriebsrats- und Personalratskandidaten pro-
testiert.

Zu gewerkschaftlichen Alternativen beim Kampf
gegen die Kontroll- und Überwachungssysteme

Die auf der Grundlage der „neuen Technologien" entwickelten
neuen Kontroll- und Überwachungsmöglichkeiten machen neue
und bewußtere Antworten der Gewerkschaften notwendig. Da-
zu gehört in den Betrieben der Abbau sozialpartnerschaftlicher
Vorstellungen (weil der andere Sozialpartner" ja diese Ent-
Wicklung in seinem Interesse vorantreibt); dazu gehört im Be-
reich der „politischen" Diskussion die Infragestellung der in
den Gewerkschaften vorherrschenden naiven Loyalität gegen-
über den staatlichen Gewalten und die Entwicklung eines Be-
wußtseins, das mit aller Energie die Freiheitsrechte der Be-

schäftigten und ihrer demokratischen Organisationen verteidigt
bzw. zurückgewinnt (z.B. bei den Streikrechten).
Unbedingt notwendig ist — neben der „Mitbestimmung" — der
Aufbau einer zweiten Flanke durch Ausbau der Vertrauensleu-
tearbeit, durch ständige Diskussion der sich abzeichnenden Ge-
fahren und durch Mobilisierung der Beschäftigten für die Ver-
teidigung ihrer Rechte im Betrieb und im „politischen" Be-
reich. Notwendig ist dabei insbesondere auch das Aufzeigen
des Zusammenhangs von betrieblicher und politischer Repres-
sion mit den Mitteln der „neuen Technologien".
Als konkrete inhaltliche Notwendigkeiten ergeben sich für die
Gewerkschaften:

- Der Schutz von Daten der Beschäftigten im Betrieb durch
Nutzung der kargen Möglichkeiten der Mitbestimmung
einerseits (etwa § 87 BetrVG bei Zugangskontrollsystemen)
und durch Entwicklung einer ständigen Konfliktstruktur
mit wachen und bewußt die Entwicklung verfolgenden,
diskutierenden und bekämpfenden Belegschaften anderer-
seits; Musterbetriebsvereinbarungen, die mobilisierend wir-
ken, Schulungsveranstaltungen, Öffentlichkeitsaktionen,
Kampagnen, ständige Diskussionen zwischen gewerkschaft-
lieh organisierten Produzenten der „neuen Technologien"
(Programmierer u.a.) und den betroffenen Belegschaften,
ständiger überbetrieblicher Erfahrungsaustausch, Erfahrungs-
austausch zwischen Kollegen aus verschiedenen Branchen,
innerhalb der Großkonzerne usw. sind hierzu unerläßlich.

„Es giZzt natzzr/ic/z keine« Grzznd, warzzm der nezze 7ota/i-
farismzzs dem a/te« g/eic/ze« .so//te. Eïn Regiere« mitte/s
Knzzppe/n zznd Rrse/ziejSMHgskommando's, mitte/s kzznsf-

/ic/zer /fzzngersnot, Massenver/za/tzzngezz zznd Massende-

porta tione« ist nic/zf nzzr M«nze«,se/z/ic/z (darzzzn sc/zert
sic/z /zezztzzztage niemand vie/); es ist ZzeweisZzar /eistzzngs-
zzn/ä/zzg - zznd in einem Zeifa/ter /ortgesc/zritfener Tee/z -
nz'k ist Reistzzngszzn/a/zzgkeif die Rzznde wider den //ei/zgen
Geist. Rïn wirk/ic/z /eistzzngs/àTzzger tota/ifarer Staat wäre
einer, worin diea//mäc/zfzge£'xekzztivepo/itisc/zerA/ac/zt-
/za/zer zznd i/zre Armee von .Manager« eine Gevö/kerzzng
von Zwangsar/zeitern Zze/zerrsc/zen, die gar nic/zt gezwzzn-
gen zzz werden Zzrazzc/zen, weit sie i/zre Rk/averei /ie/zen. "

„Die Rie/ze zzzr Rk/averei kann nic/zt /est verankert sein,
wezzzz sie nic/zt das Rrge/znis einer tie/ge/zenden person-
/ic/zen Revo/zztz'on in den Gemzzfer« zzzzd Rei/zer« der
Mensc/zen ist. Gm die /zer/zeizzz/zz/zre«, Zzedar/ es zznter
anderem der /o/gendezz RVztdeckzzzzgen zznd Rr/indzzn-
gen: [...] einer vo// enfwicke/ten IPissensc/za/f von den
Unterschieden der Afensc/zezz, die es den von der Regie-
rzzng Zzeste/iten Managern ermög/ic/zt, /edem Zze/ieZzzgen

/«dividzzzzm seinen oder i/zren R/atz in der gese//sc/za/t-
/ic/zen zznd wirtsc/za/t/ic/zen Rangordnzzzzg azzzzzweisen

(kantzge R/7öcke in nznden Göc/zern nezgen zzz ge/ä/zr-
/ic/zen Gedanken zz/zer das Gese//sc/za/fss_ysfem zznd stek-
ken /eic/zt andere mit i/zrer Ünzzz/rieden/zeit azz); [...]"
ALDOUS HUXLEY Im Vorwort zu 5Wzö«e «eue We/Z, 1949
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— Die offensive Behandlung der sich im Bereich der staatlichen
Gewalten entwickelnden Überwachungs- und Kontrollmacht
durch ständige Diskussion-dieser Entwicklung in der Öffent-
lichkeit und in den Betrieben, durch Aufdecken von kon-
kreten Fällen der Zusammenarbeit von Personalabteilung
der Betriebe und Geheimdiensten, wie sie z.B. in Hamburg
sichtbar geworden sind, durch die Schärfung des Bewußt-
seins bei der breiten Mitgliederschaft für die sich in diesem

Zusammenhang ergebenden zukünftigen Gefahren und die

ständige Diskussion mit den gewerkschaftlichen Vertretern
in staatlichen und sonstigen Gremien, in den politischen Par-

teien, in Organisationen wie dem RKW (Rationalisierungs-
kuratorium der deutschen Wirtschaft) über ihre dortige Ar-
beit.

— Der Schutz der gewerkschaftlichen Organisation und ihrer
Rechte vor dem Einsatz der Bestimmungen des Datenschutz-
gesetzes gegen sie; rechtliche und auf die Arbeit in allen
möglichen Gremien orientierte Maßnahmen genügen hierzu
nicht, sie sind allzu häufig unwirksam angesichts des Grund-
Charakters „unseres" bürgerlichen Rechtssystems: auch hier
ist die Schaffung von Gegendruck erforderlich; die verstärkte
Einbeziehung der Beschäftigten in die innergewerkschaft-
liehe Diskussion, ihre ständige Mitwirkung an gewerkschaft-
liehen Aktionen und Entscheidungen öffnen ihnen schnell
die Augen für die Gefahren, welche z.B. durch die mit Hilfe
des BDSG versuchte Unterbindung der Informationsweiter-
gäbe aus den Betriebsräten an die Gewerkschaftsorganisatio-
nen mit sich bringt.

— Ein offener, verständiger und bewußter Umgang mit perso-
nenbezogenen Auswertungen auch in den Gewerkschaften
selbst: Listen z.B. mit Namen von ausgeschlossenen Mitglie-
dem und Angaben über den Ausschlußgrund können Be-
rufsverbote zur Folge haben, wenn sie in die Hände der Un-
ternehmen fallen.

— Die (Weiter)entwicklung von Formen ständiger Zusammen-
arbeit und kritischer Diskussion mit anderen fortschrittlichen
Organisationen auf dem Gebiet des Datenschutzes wie z.B.
mit der Deutschen Vereinigung für Datenschutz, etwa in
Form von Zusammenarbeit bei Schulungsaktionen, Öffent-
lichkeitsveranstaltungen, gesetzesvorbereitenden Maßnah-
men (Anhörungen der Parlamente), Rechtsschutzmaßnah-
men bei Datenschutzfällen, Beratungen über staatliche För-
derungsprogramme wie z.B. das Programm „Informations-
techniken" mit wissenschaftlichen Gesellschaften, etwa der
Gesellschaft für Informatik, mit autonomen Gruppen fort-
schrittlicher Techniker, Juristen, und die Gewährleistung
von Kontakten und gemeinsamen Aktionen von diesen

Gruppen und den betroffenen Beschäftigten.
In jedem Fall wird die bisherige, überwiegend defensive, wenn
nicht in größeren Teilen der Gewerkschaften sogar eher nicht
den Mißbrauch, sondern den Schutz gegen den Mißbrauch
sabotierende Vorgehensweise mehr und mehr problematisch.
Für eine perspektivische Lösung müssen sich die Gewerk-
Schäften bewußt den grundlegenden Problemen der Wirtschafts-
und Gesellschaftsordnung und ihren konkreten Auswirkungen
auf die Betroffenen zuwenden. An die Stelle der traditionellen,
ökonomistisch verengten Praxis der Gewerkschaften muß die
umfassende und gesellschaftspolitisch bewußte Bekämpfung
der Ursachen der Gefahren und die Entwicklung von Alterna-
tiven stehen.
Diese Alternativen, die in der ständigen Diskussion der Betraf-
fenen in und mit den Gewerkschaften zu entwickeln sind, müs-
sen vorsehen:
— Inhaltliche Vorstellungen über das, was zu verhindern ist,

z.B. Persönlichkeitsprofile auf der Grundlage von Personal-
Informationen der Betriebe, und über das, was zu fördern

ist, z.B. die Nutzung personenbezogener Informationen ge-

gen steuerflüchtige Unternehmer und zur Kontrolle von Ka-
pitaltransaktionen großer internationaler Konzerne.

— Vorstellungen über die alternative Organisation der Betrie-
be, d.h. die Beseitigung des Mißbrauchs personenbezogener
Daten in den Betrieben durch die Beseitigung des Miß-
brauchs der Arbeitskraft, d.h. umfassende Demokratisie-

rung und Selbstverwaltung der Betriebe, d.h. die Schaffung
einer wirksamen Arbeiterkontrolle über alles das, was in
Form von Informationen im Betrieb irgendwie erfaßt und
verwendet wird.

- Die Entwicklung wirksamer Vorstellungen über den Schutz
persönlicher Freiheitsrechte und über die Gewährleistung
politischer Ausdrucks- und Diskussionsmöglichkeiten gegen-
über der zunehmenden staatlichen Repression im „politi-
sehen" Leben. Das bedeutet die Gewährleistung einer viel-
fältigen, wirklich politischen Diskussion, die den Massen
der abhängig Beschäftigten Möglichkeiten zu einer freien
und autonomen Meinungsbildung und -äußerung über wirk-
liehe Alternativen gibt.
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