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Chronik

Sicherheit

Sicherheit

Sicherheit in Biiro und

Verwaltung

Sicherheit beginnt wie immer
mit einem Problem. Deshalb begin-
nen auch wir mit einem echten Fall:
«Eine Mitarbeiterin, die in einem
Grossraumbiiro ihren Arbeitsplatz
hatte, deckte ihre elektrische
Schreibmaschine zu, vergass jedoch,
sie abzuschalten. Durch den Hitze-
stau unter der Abdeckhaube entstand
ein Schwelbrand. Dieser entziindete
die Schreibmaschinenunterlage, die
Plastikabdeckhaube und griff auf Ak-
tenstapel iiber, die sich auf dem
Schreibmaschinentisch befanden.
Herunterfallendes Papier entziindete
den Teppichboden und fithrte auch
dort zu einem Schwelbrand... Ein
anderer brennender Papierstapel
strahlte Hitze aus, die auf die Ma-
gnetplatteneinheit des Biirocompu-
ters zerstorerisch wirkte. Durch
Rauch, Gas und Hitzeabstrahlung
wurden der Bildschirmplatz, die Zen-
traleinheit und ein Diskettendoppel-
laufwerk zerstort. Gleichfalls zerstort
wurden 44 Disketten, die zum Teil
auch Datensicherungsbestéinde ent-
hielten. Schaden ca. Fr. 100000.-.
Fatal war die Zerstorung der Daten-
trager. Sie enthielten die Kundenda-
tei, den Status in Arbeit befindlicher
Montageauftrige, einen Teil der Ser-
vicedatei und eine Reihe von Neben-
dateien. Insgesamt benétigte der Be-
trieb etwa drei Monate fiir die Re-
konstruktion der Daten.»!

So hat Sicherheit viele Aspek-
te, auch in einem Biiro oder einer
Verwaltung. Brandschutz und Mass-
nahmen gegen Einbriiche zéhlen da-
zu, und sie folgen auch in der Priori-
tét direkt der Unfallverhiitung. Der
Grund dafiir ist sehr einfach und so-
fort einleuchtend: Uber Nacht kann
ein Brand wie in unserem Beispiel
Geschiftsunterlagen von grossem
Wert vernichten. Erst die notwendige
Wiederbeschaffung zeigt, wieviel ei-
gentlich direkt vernichtet wurde.
Dariiber hinaus kommen die indirek-
ten oder Folgekosten.

Es braucht aber gar nicht im-
mer ein «Nachtbrand» zu sein. Noch
ein Beispiel: «Erfolgreich bekampfte
eine Mitarbeiterin mit dem im Gross-
raumbiiro aufgehdngten Pulverlo-
scher einen Papierkorbbrand. Der
vom dem Brand nicht betroffene Bii-
rocomputer, der in der Nahe des Pa-
pierkorbs stand, erlitt Totalschaden.
Das Léschpulver, welches sich in ei-
ner sehr feinen Pulverwolke verteilt,
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hatte sich auf den Platinen und in den
Diskettenlaufwerken so fest gesetzt,
dass der Versicherer auf Totalscha-
den erkannte.»?

Ohne weiter auf Beispiele
einzutreten, erkennt man, dass die
Behauptung, Biiros und Verwaltun-
gen seien in stairkerem Masse gefahr-

det, als dies gemeinhin zugestanden
wird, eben doch zutrifft. Wir haben
uns die Milhe genommen, aus unzih-
ligen Fillen und der Erfahrung die
héufigen Folgen von Brianden und In-
trusion (unberechtigtem Zutritt in al-
len Schattierungen) tabellarisch zu-
sammenzufassen:

Tabelle 1:
Hiufige Folgen von Brinden Intrusionen Fol-
gen
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Handelshaus X | X X | X | x | x X
Treuhandbiiro/Steuerberater | X | X X XX
Notariat/Grundbuchamt X | x X X X X
private Verwaltung X | X [X X X | x (X)
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offentliche Verwaltung X [ X |X X | X | x |Xx X
mit Schalter (x)

Die Ursachen dafiir sind viel-
seitig. Brand allein kennt schon Dut-
zende: elektrische Biirogerite, Hei-
zungen und Installationen, unsorgfil-
tiger Umgang mit Raucherwaren und
die unvermeidliche Kaffeekiiche fiih-
ren die Liste an. Als Ausnahmefall
gilt Brandstiftung, hier meist auf Ra-
chegefiihle zuriickzufithren und oft
mit Intrusion verkniipft.

Was ist dagegen zu tun? Kei-
ne isolierte Massnahme, sie wére nur
etwas «Halbbatziges». Sicherheits-
probleme miissen in der Gesamt-
schau gepriift werden, um eine opti-
male Losung zu finden. Deshalb ist es
notwendig, hier erst noch den Be-
reich der Intrusionsrisiken naher un-
ter die Lupe zu nehmen.

Intrusion

Unter diesem Sammelbegriff
verstehen wir Einbruch, Einschlei-
chen, auch Zutritt mit Nachschliissel,
auf konventionellen oder ungewohn-
lichen Wegen (zum Beispiel Rififi-
Technik) und selbst durch kontrol-
lierte Zutrittséffnungen. Die Motive
derartiger Zutritte liegen entweder in
der Absicht der direkten oder indi-
rekten Bereicherung oder auf emo-
tionaler Ebene als Rache oder Hass.
Immer haufiger sind solche Handlun-
gen auch mit Notigung und Erpres-

(nach Cerberus)

sung verbunden. Dabei wird, wenn
substantielle Beute in Aussicht steht,
auch nicht vor der Drohung mit der
Waffe zuriickgeschreckt. Statistische
Angaben sind nur beschréinkt verfiig-
bar, alle aber weisen darauf hin, dass
die Delikte zahlreicher und grausa-
mer werden.

Wie weit ist eigenes Personal
in die ganze Angelegenheit verwik-
kelt, gegenwirtiges oder viel haufiger
fritheres, oder Zulieferer und Abhol-
kunden?

Sicherheitsprobleme verlangen

Gesamtschau

Nur durch eine gesamtheitli-
che Schwachstellenanalyse und eine
entsprechende Risikobewertung ge-
langt man zu einer optimalen Lo-
sung. Optimal heisst aber bereits in
dieser Phase auch realistisch. Was
immer man vorschldgt, muss
a) den Betriebsfluss nicht ernstlich
hemmen (man muss mit den Sicher-
heitsmassnahmen auch leben
konnen);
b) in einem gesunden Verhéltnis zum
erhofften Erfolg stehen (kein «Ver-
haltnisblodsinn);
¢) auch organisatorisch und psycholo-
gisch realisierbar sein (dabei sind bei-
leibe keine Samthandschuhe gefor-
dert!).

Betrachtet man diese drei
Grund-(Gegen-)Forderungen, so er-
kennt man, dass die optimale Sicher-
heit
— ein Ziel ist, das nicht in einem Tag

erreicht wird;
— keine 100%ige Sicherheit darstellt;
— auch betrieblich vertretbar und fi-
nanziell verkraftbar sein wird, weil
den Massnahmen echte Risiken ge-
geniiberstehen.

Das Massnahmenpaket

Es ware vollig verfehlt, nun,
wohl der Bequemlichkeit halber, so-
fort zu elektrischen oder elektroni-
schen Sicherheitsgeridten zu greifen.
Echte Sicherheit ist eine sinnvolle
und optimale Kombination von
— baulichen Massnahmen;

— betrieblich/organisatorischen
Massnahmen;

— Zusatzmassnahmen, meist mit Hil-
fe elektrischer oder elektronischer
Geriite.

Damit wird auch sofort klar,
dass Sicherheit eben auch ein klares
Konzept bedingt. Entscheidend sind
unter anderem
— Zugang und Nachbarschaft des zu
schiitzenden Gebaudes;

— das Gebéaude selbst;

— der Raum, in dem sich grossere
Werte befinden;

— darin die besonders hohen Wert-
konzentrationen.

Diese einfache Gliederung
gilt sowohl fiir den Brandschutz wie
fiir den Schutz gegen Intrusion. Die
Aussage mag iiberraschen, aber in
vielen Fallen beginnt auch ein Brand
im Um- und Angelande, wo zwar sel-
ten hohe Werte liegen, dafiir aber
rasch alles brennt wie Zunder. Bei-
spiele: Holzlager, Kunststofflager
usw., alles nur «unter Dach».

Tabelle 2

Anstieg der Diebstéhle in der BRD:
1963 943429 Fille

1973 1675662

1982 2775777

Bauliche Vorkehren

Durch Verwendung geeigne-
ter Materialien wird versucht, die
Brandintensitat tief zu halten und
gleichzeitig die Qualmbindung zu
vermeiden. Dazu miissen die Bautei-
le auch nach dem Brand noch eine
minimale  Festigkeit  aufweisen.

Quellen: «Innere Sicherheit» Nr. 63, Infor-
mation des Bundesministers des Innern
«Protector» Nr. 4/1983,S. 4
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Sicherheit

Spdtere Anderungen am Bau, na-
mentlich betriebsbedingte Durchbrii-
che zwischen zwei Brandabschnitten,
sind dann aber meist dafiir verant-
wortlich, dass sich eine Gefahr weit
tiber den Ort der Entstehung hinaus
rasch auf andere Bereiche ausbreitet.
Solche ungiinstige Bedingungen ent-
stehen meist nach Umbauten, Schaf-
fung herunterhangender Decken oh-
ne konsequente Bildung von Ab-
schnitten oder nach Einbau von Liif-
tungs-, Versorgungs-, Entsorgungs-
und Transportkanidlen und derglei-
chen.

«Gesunde» bauliche Vorkeh-
ren sind aber in gleicher Weise auch
eiste Voraussetzung fiir einwandfreie
Sicherheit gegen Intrusion! Man
muss sich die Situation doch ganz ein-
fach einmal drastisch vor Augen hal-
ten: Wo einen Einbrecher nicht zu-
riickhélt oder nichts seine Handlun-
gen wesentlich verzogert, wird ihn
auch wenig zuriickhalten, seine Ab-
sichten in die Tat umzusetzen. Und
es verbleibt so zu wenig Zeit, um
nach seiner Entdeckung auch recht-
zeitig = erfolgreich intervenieren zu
konnen.

Zu den iiberzeugenden bauli-
chen Vorkehren gehort aber auch ein
einwandfreies Schliesssystem, das,
kombiniert mit entsprechenden be-
trieblichen und organisatorischen
Massnahmen, bereits einen fiir den
Normalfall recht brauchbaren Grad
an Sicherheit bietet. Dazu gehort
auch, dass der Kassenschrank oder
der Wandtresor sicher mit dem Ge-
béude verbunden ist!

Betrieblich-organisatorische

Massnahmen

Gerade am vorangehenden
Beispiel wird klar, dass keine der
Massnahmen fiir sich allein eine be-
friedigende Losung zu geben vermag.
So miissen bauliche Massnahmen in
erster Linie durch betrieblich/organi-
satorische ~ Massnahmen  erginzt
werden.

Bei diesen handelt es sich pri-
mér um Regeln und Verhaltensmass-
nahmen. Man kénnte sie wie folgt
gruppieren:

Fiir den Brandschutz
— Tiiren/Offnungen zwischen Brand-
abschnitten miissen sich jederzeit
schliessen konnen.
- Regeln fiir die Aufbewahrung von
unerledigten Akten (in Arbeit) aus-
serhalb der Geschiftszeit miissen er-
stellt werden.
— Strikte Weisungen fiir Raucher
und die Beseitigung von Raucherab-
fallen sind notig.
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— Es soll eine Meldepflicht fiir festge-
stellte Méngel an elektrischen Anla-
gen und dergleichen festgehalten
werden.

- Kontrollgidnge des Nachts miissen
alle Rdume befassen.

Usw.

Fiir den Schutz gegen
Intrusion
- Einhaltung des Schliessplanes
— Zutritt fiir betriebsfremde Perso-
nen, namentlich fir héufig wieder-
kehrende Besucher, Lieferanten oder
Abholer ist zu regeln.
- Regeln fiir die Aussenlagerung von
Waren und Geriten und die sinnvolle
Uberwachung solcher Depots sind
aufzustellen.
- Grundsitze fiir die Befahrung des
Betriebsareals mit betriebsfremden
Fahrzeugen sind notig, ebenso die
Durchfithrung  einer periodischen
Kontrolle.
— Die Beschrankung des Zutritts zu

gewissen Bereichen wie EDV,
Hauptbuchhaltung, Forschung,
Marktstrategie usw. sollten keine
Diskussion hervorrufen.

- Ein periodischer Wechsel des Auf-
bewahrungsortes von Zutrittscodes
und dergleichen nach Austritt von
Geheimnistrigern und die Anderung
von Schliisselkombinationen sind
ebenfalls zu priifen.

Diese betrieblich/organisato-
rischen Massnahmen miissen natiir-
lich immer verhaltnismassig bleiben.
Die obenerwihnten Beispiele gelten
nur als Anregung, aber selbst diejeni-
gen, die etwas extravagant klingen,
sind im Lichte der Erfahrung keines-
falls mehr so ausgefallen. . .

Elektrische und elektronische

Zusatzmassnahmen

Als Zusatzmassnahmen sind
Sicherungen zu betrachten, die ent-
weder eine Gefahr automatisch er-
kennen und Alarm ausldsen oder die

o

personliche Alarmierung im Notfall
erleichtert.

Ganz harmlos fing es an, aber schliesslich
wurde daraus ein ausgewachsener Brand,
der Millionenschéden zur Folge hatte, weil
niemand die Gefahr beizeiten erkannte.

(2}

Und wo das Feuer nicht hinreicht, fliesst
das Loschwasser und verwandelt jede mo-
derne Biirolandschaft in ein Triimmerfeld.

(3]

Die EDV-Abteilung ist in mehrfacher Hin-
sicht ein Objekt, das des Schutzes bedarf:
Zutritt nur fir autorisierte Personen, un-
beaufsichtigte Funktion wiahrend der
Nacht (zum Beispiel Printer), Gefdhrdung
durch Uberhitzung, Gefahr fiir Bander
und Speicher. Mit dieser Anlage ist ein
iberzeugender Anfang gemacht: das Ul-
traschallgerdt iiberwacht den Raum bei
Abwesenheit des Personals.

(4]

Bibliothek und Besprechungszimmer. Hier
wird ganz einfach kein «Besuch» ausser-
halb der kontrollierten Zeiten gewiinscht,
deshalb erfolgt die Uberwachung mit ei-
nem passiven Infrarotgerit (rechts neben
Gemalde).

Werk, Bauen+Wohnen Nr. 1/2/1984
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Brande

Diese entstehen beileibe nicht
nur bei Nacht, des Nachts aber wer-
den sie meist lange nicht entdeckt
und nehmen deshalb vielfach grosse-
re Proportionen an. Analog entste-
hen Brinde zu jeder Tages- und
Nachtzeit oft in wenig begangenen
Rédumen, namentlich Abstellkam-
mern und dergleichen, und sie fiihren
vielfach wegen der spiten Entdek-
kung zu grésseren Schéden.

Eine massgebliche Vereinfa-
chung der Uberwachungsarbeit er-
gibt sich durch die Verwendung auto-
matischer Brandmelder in Biiro oder
Betrieb. Die 24-Stunden-Uberwa-
chung gibt vermehrte Sicherheit und
schiitzt vor Katastrophen.

Intrusion

Hier sind zwei Fille zu unter-
scheiden
- Uberfall
Verlangt heute zum Menschenschutz
sofortigen Alarm. Wo er fehlt,
kommt zur Einschiichterung die No-
tigung, zur Notigung die Entfiihrung,

zur Entfithrung . . .

- Einbruch

Uberwachung ausserhalb der Be-
triebszeit nach klarem Konzept.
Es gilt,

— durch mechanischen Widerstand
die Zeit zur Alarmierung und zur In-
tervention der Polizei zu gewinnen;

- die durch gewaltsames Eindringen
verursachten Schiden dank frithem
Alarm gering zu halten; (

— Zugriff zur eigentlich erhofften
Diebesbeute zu verunméglichen;

- bei Sabotageabsichten durch friih-
zeitige Intervention rechtzeitig entge-
genwirken zu konnen.

Die dazu erforderlichen Mit-
tel — jeweils nach Ausschopfung der
im baulichen und betrieblichen Be-
reich moglichen Massnahmen — dek-
ken den gesamten Bereich im Sinne
eines klaren Verteidigungskonzeptes:

Umgelinde (Perimeter)

(unsichtbar) IR-Lichtschran-
ken, im Boden verlegte elektrohy-
draulisch wirkende Systeme usw.

Umfassungsmauer

(Peripherie)

mit Fenstern, Tiiren usw.:
Tiir- und Fensterkontakte, Uberwa-
chung der Liftungsschéichte, Boden-
winde und Decken werden durch
Kérperschallmelder iiberwacht.

Raum

Je nach Bedingungen unsicht-
bare Infrarotschranken, Infrarotpas-
siv- oder Ultraschallgerite.
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o

Objekt

Auch hier gilt wiederum zu-
erst der mechanische und betrieblich/
organisatorische Schutz: zum Bei-
spiel Safes sollen fest verankert wer-
den. Die Verwendung eines Code-
schlosses ist keineswegs iibertrieben.
Dazu kann als Zusatzsicherung ein
Geréduschmelder eingesetzt werden,
der jede «Bearbeitung» mit Einbre-
cherwerkzeugen erkennt und Alarm
auslost.

Wesentliches dazu

Grundsatzlich ist der Auf-
wand, der fiir die Sicherheit vom Bii-
ro oder Betrieb gemacht wird, eine
Frage des Masses. Auszugehen ist
stets vom echten Risiko: wie schwer
trifft es mich, wenn... und welche
Verantwortung trage ich. Denn das
ist notgedrungen damit verbunden.
Und in der Beantwortung dieser ei-
nen Frage liegen bereits so viele
ernsthafte Moglichkeiten der Brand-
verhiitung, der Verhinderung von In-
trusionen mit allen damit verbunde-
nen Schidden und Verlusten. Aber:
wir miissen ebenso ernsthaft dahin-
tergehen!

Ohne grossen Aufwand, da-
fiir aber mit viel Fingerspitzengefiihl
sind schon beachtliche Verbesserun-
gen durch betriebliche und organisa-
torische Massnahmen zu erzielen.
Oft ziehen sie, um richtig wirksam zu
werden, allerdings gewisse bauliche
Massnahmen nach sich. Zusammen
werden sie den Grundstock Ihrer Si-
cherheit bilden.

Was bedeutet Thnen diese?

— die  Bewahrung  vorhandener
Werte?

- die Aufrechterhaltung der Bedin-
gungen fiir einen ungestorten Be-
trieb?

o

Auf diesen einfachen Nenner
gebracht, nicht eben viel. Und doch
enorm viel, wenn Sie auch nur eine
der beiden Moglichkeiten auslassen!

Darum ist es entscheidend,
dort, wo Ortliche oder betriebliche
Verhiltnisse in IThrem Unternehmen
gezwungenermassen Liicken oder
Schwichen im Sicherheitsnetz verur-
sachen, diese mit Hilfe elektrischer
oder elektronischer Zusatzmassnah-
men wirksam zu schliessen.

Was geschieht bei Alarm?

Vor der eigentlichen Planung
muss allerdings Klarheit dariiber ge-
schaffen werden, was man bei Alarm
iiberhaupt vorkehren kann und soll.
Die praktischen Moglichkeiten einer

Intervention sind meist wegleitend
fiir das Verhalten bei Alarm. So lasst
ein Uberfall manchmal einen stillen
Alarm ratsamer erscheinen, als eine
lautstarke Sirene in Betrieb zu set-
zen. Die Frage kann nicht generell
beantwortet werden; die Antwort
darauf muss die Polizei unter Beriick-
sichtigung aller Umstinde erteilen.
Dabei muss man sich aber stets auch
fragen, ob ein Eingreifen jederzeit si-
chergestellt ist und wie es im Ernstfall
geschehen wird. Ohne sinnvolle und
realistische Reaktion auf einen
Alarm kann man einer Sicherheitsan-
lage kaum mehr als abschreckenden
Wert beimessen. Damit aber wire

(5]

Die Funktion eines modernen Brandmel-
ders ist hochst einfach: Rauch dringt in den
Melder ein und lost dort Alarm aus. Die
Umsetzung der physikalischen Grosse
«Rauch» in ein elektrisches Alarmsignal
kann auf verschiedene Weise erfolgen, am
haufigsten jedoch durch Beeintrichtigung
des Stromflusses in ionisierter Luft oder
durch Ablenkung von Lichtstrahlen in ei-
ner verdunkelten Kammer.

(6]

Modernster passiver Infrarotmelder, kaum
wesentlich grosser als eine Zigarettenpak-
kung. Er empfingt kontinuierlich die IR-
Abstrahlung ruhender Korper und reagiert
kréftig, sobald ein bewegter Korper ein-
dringt, der das «IR-Volumen» schlagartig
«verstarkt».

(7]

Mit zeitgemassem Werkzeug wurde auch
dieser Tresor erfolgreich gedffnet. Kaum
ein Problem, wenn man dazu ungestort ei-
ne Weile daran arbeiten kann. Und die
«Spezialisten» arbeiten schnell!

Fotos: Cerberus

Werk, Bauen+Wohnen Nr. 1/2/1984
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Firmennachrichten

der Erfolg fiir einen Kriminellen le-
diglich eine Frage der Nerven und
der geschickten Maskerade . . .

Es gibt viel zu tun

Rom ist nicht an einem Tag
erbaut worden, aber man hat den
Anfang gewagt und dann weiter ge-
baut. In gleicher Weise miissen Sie in
Threm Interesse den Anfang fiir eine
massive Reduktion Ihrer Risiken wa-
gen. Fir die Praxis bedeutet dies,
nach einem klaren Plan zu arbeiten
und das Gesamtprojekt nach Priori-
titen in iberblickbare und auf ver-
daubare Einzelabschnitte aufzuglie-
dern, die jeweils wieder einen in sich
geschlossenen Bereich umfasst.

Ein Wort zur Notstromversor-

gung

Eine Sicherheitsanlage, die
durch blossen Kurzschluss zum Bei-
spiel im Lichtnetz ausser Betrieb ge-
setzt werden kann, verdient ihren
Namen nicht. Deshalb gehort die
Notstromversorgung so notwendig
dazu wie die Alarmgerite und die
Uberwachung aller Leitungen.

Was genau die optimale Lo-
sung des Sicherheitsproblems dar-
stellt, muss in jedem einzelnen Fall
gepriift werden. Verkehrslage, Zu-
trittsmoglichkeiten, Art des Baues
und Art der Nutzung, aber auch Art
der Kundschaft spielen hier eine Rol-
le. Die Zusammenarbeit mit einem
erfahrenen Spezialisten bringt rasch
eine auch auf die Dauer praktikable
und sinnvolle Losung.

W.G. Peissard, 8708 Mannedorf

Firmen-
nachrichten

Eine neue Idee fiir optimale

Arbeitsplatzbeleuchtung:

ID-indirekt/direkt

Die neue Idee basiert auf der
Arbeitsraum- und  Arbeitsplatzbe-
leuchtung in einem. Dabei geben
freistehende Leuchten Licht nach
oben ab, das dann von der Decke re-
flektiert wird und dem ganzen Raum
eine angenehme Grundhelligkeit
gibt. Zugleich strahlen diese Leuch-
ten aber auch nach unten und ge-
wiihrleisten so eine perfekte, direkte
Beleuchtung der Arbeitsplitze.

Ein flexibles System

Dieses total flexible Beleuch-
tungssystem erfordert keine Installa-
tionsarbeiten und daher keine Be-

schidigung von Decken und Win-
den, da es frei im Raum beliebig
adaptiert werden kann und einfach
an der Steckdose angeschlossen wird.

Neue Varianten fiir Planer

Die Mobilitat der ID-Leuch-
ten erdffnet dem Beleuchtungsplaner
sowohl bei Neubauten als auch bei
der Altbausanierung interessante Al-

ternativen. Speziell bei Altbauten mit
attraktiven Stuckdecken ergeben sich
klare architektonische Vorteile, da
durch die Verwendung des Indirekt/
direkt-Systems die Struktur der Dek-
ke noch hervorgehoben wird.

Wirtschaftlich durch

Energieersparnis

Das von Zumtobel entwickel-
te ID-System ist mit energiesparen-
den Lampen bestiickt, die in Verbin-
dung mit den leistungsfihigen Vor-
schaltgeriten eine hohe Lichtausbeu-
te garantieren. Dadurch eriibrigen
sich auch zusitzliche Arbeitsplatz-
leuchten. Die etwas hoheren Investi-
tionskosten fiir dieses System werden
durch die Energieersparnis und durch
den Wegfall weiterer Leuchten mehr
als kompensiert.

Anspruchsvolles Design

Zumtobel présentiert das
neue ID-System mit drei Modellen.
Das hohe Niveau des Designs zeich-
net sich durch dezente und zuriick-
haltende Linien aus. Die drei Grund-
modelle in Stehlampenform werden
dabei jeweils durch Varianten als
Wand- und Hiéngeleuchten erginzt,
was eine harmonische Anpassung an
die verschiedensten Einrichtungsstile
erlaubt.
Zumtobel AG, 8153 Riimlang
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