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Exklusiv: Syrienkrieg
Nach exklusiven Quellen überschritten amerikanische, britische

und jordanische Truppen Mitte Mai 2017 die syrische
Grenze bei al-Tanf, um die Freie Syrische Armee im Kampf

um die jordanisch-syrische Grenzregion zu unterstützen.

Al-Tanf ist ein taktisch bedeutender

Grenzübergang am jordanisch-syrisch-irakischen

Dreiländereck mitten in der Wüs¬

te. Von den ersten Mai-Tagen an zeigten
Luftbilder, dass die Amerikaner, die Briten
und die Jordanier im so genannten
«Pfannenstiel» von Jordanien Hunderte von
Fahrzeugen zusammenzogen. Israelische

Experten fragten: «Steht ein Einmarsch
kurz bevor? »

Die Invasion begann am 15. Mai 2017

und umfasste zum Gros der jordanischen

Truppen je eine amerikanische und briti-

Strasse von Bagdad nach Damaskus.

sehe Kompanie. Die für Präsident Asad

kämpfende Hisbollah antwortete mit der

Verlegung von rund 1200 Mann, gegliedert

in zwölf Kompanien, in den Süden.

Offensichtlich ging es den Gotteskriegern

um den Schutz der Stadt Deir-ez-Sur. Die

Herrschaft über die Grenzstelle al-Tanf
und über die geschichtsträchtige
Touristenstadt Palmyra hatte der ISIS schon

2016 an Aufständische verloren.

In Damaskus traf am 17. Mai 2017

eine hochrangige irakische Militärabordnung

ein, obwohl Syrien und Irak seit Jahren

im Streit verharren. Die Iraker
beredeten die neue Lage bei al-Tanf zuerst mit
der syrischen Armeeführung, dann aber

auch mit der russischen Mission in Damaskus

und dem iranischen Pasdaran-Aussen-

posten in Syrien.
Dem alliierten Einmarsch waren die

gross angelegten amerikanisch-britisch-jor-

Übergang al-Tanf (Kreis). Nördlich
Amman Aufmarsch USA, GB, Jordanien.
Gelb Strasse Nr. 1 von Bagdad nach

Damaskus/Amman. Schwarz Grenzen.

danischen Manöver «BISSIGER LÖWE»

vorangegangen. Dank nahezu einheitlichem

Material funktionierte die Interoperabilität.

Gleichzeitig startete Israel auf
dem Golan und in Galiläa eine umfassende

mehrtägige Truppenübung mit
Panzerbrigaden.

Trump verriet Geheimnis

In einer Unterredung mit dem russischen

Aussenminister Sergej Lawrow und dem

Botschafter Sergej Kyslyak verriet Präsident

Trump Geheimnisse. Während die

westliche Presse noch spekulierte, ob aus

Jordanien oder Israel, spezifizierten zwei

gute israelische Quellen den Tatbestand.

Demnach berichtete Trump seinen
russischen Gesprächspartnern von Israels

Fähigkeit, gegnerische Kommunikationen
und Signale abzufangen. Dieser Zweig des

militärischen Nachrichtendienstes gehöre

zu den sensibelsten Bereichen in der

geheimdienstlichen Arbeit überhaupt.
Dass Israel in einem frühen Stadium

die geheimsten feindlichen Übermittlungen

abschöpfen könne, ohne dass das der

Gegner feststelle, das gebe dem Land

einen unschätzbaren taktischen Vorteil.

Inbegriffen sei auch die Fähigkeit, gegnerische

Operationen nachhaltig zu stören,
indem die feindlichen Kommunikationen
unterbrochen werden.

Bis Trump das den Russen ausplauderte,

hätten die Russen nichts von Israels

Fähigkeit gewusst. Ebenso waren sich die

Russen nicht gewahr, dass Israel die Ergebnisse

mit den USA teilte. All das erfuhren

Lawrow und Kyslyak am 10. Mai 2017 im
Weissen Haus unaufgefordert aus erster

Hand. Laut israelischen Fachleuten schadete

Trump Israel auch im Kampf gegen
den Terror enorm: «Er zerstörte uns mehrere

Jahre harter Arbeit.» Ebenso gefährde
der Präsident Agenten, die sich tief in den

feindlichen Geflechten bewegten und

wertvolle Nachrichten generierten.

Cyber: Lösegeld-Attacke
Am 12. Mai 2017 führten Hacker den bisher

grössten Lösegeld- und Erpressungsangriff

auf Tausende von Empfängern.
Rund 75 000 Opfer waren von der gross

angelegten Attacke betroffen. Schwergewichtig

lagen die Ziele in Grossbritannien,

Spanien, Russland, der Ukraine und

Taiwan. Die Angreifer verschafften sich mit

gefälschten Rechnungen, Stellenangeboten

und Sicherheitswarnungen Zugang zu

den Opfern.
Die digitalen Gangster verlangten

Lösegelder im Bereich von 300 bis 600 $.

Es soll vorgekommen sein, dass sich

Firmen loskauften und ihre Apparate wieder

in Betrieb nahmen. Eine Gruppe mit dem

Tarnnamen Shadow Brothers soll das

Werkzeug zum Angriff von der amerikanischen

National Security Agency (NSA)
gestohlen haben. Einzelne Firmen identifizierten

das Werkzeug als Variante der
verbreiteten Schadware WannaCry. fo.

U. Mai 2017: Fahrzeuge von USA, GB

und Jordanien südlich an der Grenze.
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