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3. Bericht der Aufsichtsstelle
fiir Datenschutz

3.1 Einleitung

3.1.1 Auf einen Blick

Das Jahr 1994 war flr die Datenschutzaufsichtsstelle gepragt
durch von aussen an sie getragene Aktivitéten, vorab durch die
Beratung der Verwaltung in Datenschutzfragen. Einen Schwer-
punkt bildete sodann die Umsetzung des Informationsgesetzes.
Dieses Gesetz fuhrt zu einem Abbau des Datenschutzes. Als
schwerer Mangel war die Handhabung der EDV-Systeme AST
und NESKO durch die Steuerverwaltung zu vermerken.

3.1.2 Interkantonale Zusammenarbeit

Die 1993 noch vom eidgendssischen Datenschutzbeauftragten or-
ganisierte schweizerische Konferenz der Datenschutzbeauftragten
konnte 1994 nicht wiederholt werden. Es scheint, dass die Bil-
dung einer von den Kantonen getragenen Tragerschaft mehr als
die zur Verflgung stehende Zeit beansprucht. Mit den Daten-
schutzbeauftragten von Baselland, Luzern und Zlrich konnte eine
Arbeitsgruppe zur Behandlung von in allen Kantonen aktuellen
Fragen gebildet werden. Das Beispiel einer an die Datenschutz-
aufsichtsstellen aller Kantone gerichteten Anfrage betreffend die
Schaffung einer zentralen schweizerischen Quellensteuerdaten-
bank zeigte, dass nur ein Zusammenarbeiten es erlaubt, die aller-
orts knappen Mittel nicht noch durch Doppelspurigkeiten zu ver-
schwenden.

3.1.3 Zusammenarbeit mit dem eidgendssischen

Datenschutzbeauftragten

Die vom eidgendssischen Datenschutzbeauftragten ausgehende
Information der Offentlichkeit bewirkt auch im Kanton Bern ein zu-
nehmendes Bewusstsein fur Datenschutzfragen. Gesprache mit
Betroffenen zeigen, dass Datenschutz als Gesamtthema und nicht
in kantonale und eidgenossische Zustandigkeiten aufgegliedert
wahrgenommen wird. Wichtig waren die vom eidgendssischen
Datenschutzbeauftragten herausgegebenen Leitfaden, Merkblatter
und Empfehlungen.

Mehrere Sozialdienste machten die kantonale Datenschutzauf-
sichtsstelle darauf aufmerksam, eine private Krankenkasse melde
den Sozialdiensten jeweils nicht nur die diese betreffenden
Aussténde von Krankenkassenpramien. Es werde vielmehr eine
Liste dieser Ausstéande flir den ganzen Kanton Bern zugestellt.
Auf Intervention des eidgendssischen Datenschutzbeauftragten
sicherte die betroffene Krankenkasse zu, ihre unverhéltnismassige
Datenbearbeitung in Zukunft zu andemn.

Ungeldst blieb die durch die neue Analysenliste des eidgendssi-
schen Departements des Innern ausgeldste Datenschutzproble-
matik: die Analysenliste verpflichtet insbesondere auch Institute
der medizinischen Fakultat der Universitat Bern zu einer Abrech-
nung zuhanden der Krankenkassen mit einem Zahlencode. Wer
die einschrankungslos zugéangliche Analysenliste kennt, kann an-
hand einer Rechnung nicht nur erkennen, dass beispielsweise ein
HIV-Test vorgenommen worden ist, sondern er erkennt auch des-
sen Ergebnis. Der Patient, der (theoretisch) dafiir sorgen kdnnte,
dass eine entsprechende Rechnung einzig dem Vertrauensarzt

der Krankenkasse zugeht, erkennt die Aussagekraft der Rech-
nung jedoch regelmassig nicht.

Zusammengefasst zeigt sich, dass Datenschutzprobleme gerade
auch Schnittstellenprobleme sind.

3.1.4 Internationales Recht

Datenbearbeitungen machen auch an der Landesgrenze nicht
halt. Erstaunt hat aber, dass das elektronische Versenden von
Briefen (E-mail) von einer in der Stadt Bern gelegenen kantonalen
Amtsstelle zu einer anderen in der Stadt Bern gelegenen kantona-
len Amtsstelle Uber ein Rechenzentrum in Warwick, England,
fuhrte. Grund fur diesen Umweg bildete der Umstand, dass das
Rechenzentrum in Warwick offenbar als glinstigstes in der Lage
war, die gesendete Mitteilung in die vom Empfangersystem ver-
langte «Sprache» zu Ubersetzen. Die Benutzer des Systems waren
Uber diesen Umweg und die damit verbundenen rechtlichen Pro-
bleme (Datenlbertragung ins Ausland) nicht im Bild.

3.2 Aufgabenumschreibung, Prioritdten, Mittel

8:2.1 Prioritaten

Wie im letzten Bericht ausgeflhrt, erlaubt die mangelnde perso-
nelle Dotierung es der Datenschutzaufsichtsstelle nicht, alle ge-
setzlichen Aufgaben in genlgender Art und Weise wahrzuneh-
men. Umso wichtiger ist es, die Tatigkeit der Datenschutzauf-
sichtsstelle auf diejenigen Bereiche zu konzentrieren, wo eine
grosstmogliche Wirkung erzielt werden kann. Als solche Bereiche
nannte die Datenschutzaufsichtsstelle im letzten Jahresbericht:
1. die allgemeine Gesetzgebung vor der Gesetzgebung in Spezial-
erlassen, 2. generelle Weisungen vor Einzelféllen, 3. Beratung und
Instruktion vor Inspektion und 4. Einzelprobleme mit vielen Betrof-
fenen vor Fallen mit wenigen Betroffenen und geringer Wieder-
holungschance. Interessant sind in diesem Zusammenhang die
Ausfuhrungen des eidgendssischen Datenschutzbeauftragten in
«Der Schweizer Treuhander» Uber seine Prioritdten. Dabei ging es
dem eidgendssischen Datenschutzbeauftragten nicht um eine
Darstellung der Probleme mit Breitenwirkung, sondern um eine
generelle Prioritatensetzung. Dies ergab folgende Reihenfolge:
1. Register, 2. Information, 3. Kontrollaufgaben und 4. Beratung.
FUr das Register der Datensammlungen besteht fir den Kanton
eine andere Ausgangslage (vgl. Ziff. 3.3). Die Information stellt so-
dann ein Arbeitsmittel dar, das gerade auf die umschriebenen
Problembereiche mit Breitenwirkung anzuwenden ist. So war
etwa die Information Uber die neue Informationsgesetzgebung
(vgl. Ziff. 3.56.2) in hoher Prioritdt wahrzunehmen. In Anbetracht
des Umfanges der Kontrollaufgabe ist eine Beratung die ins-
gesamt wirkungsvollere Massnahme. UnUbersehbar ist jedoch,
dass insbesondere Kontrollen gegentiber EDV-Grosssystemen im
Kanton Bern in ungentgendem Masse erfolgen (vgl. Ziff. 3.9.1).
Die gegebene Prioritatenliste darf daher nicht dazu fuhren, dass
Kontrollen Uberhaupt nicht mehr stattfinden.



126 Aufsichtsstelle fur Datenschutz

3.2.2 Eigenverantwortung der Dienststellen

Anlasslich der Behandlung der Aufsichtsbeschwerde betreffend
Datenschutzaufsicht bei der Volkszahlung (vgl. letzten Bericht) hat
die Geschaftsprufungskommission die Hauptverantwortung der
datenbearbeitenden Stellen unterstrichen. Die datenbearbeitenden
Stellen nehmen diese Verantwortung unterschiedlich wahr: Positiv
zu verzeichnen sind fir 1994 etwa die Bemuhungen der psychia-
trischen Kliniken Waldau und Minsingen mit einer eigenen Daten-
schutzregelung, einem internen Datenschutzbeauftragten und
einer Datenschutzkommission. Positiv zu erwahnen ist die Be-
reitschaft des Regierungsstatthalteramtes Bern zur Erstellung
eines (Pilot-) Registers der Datensammlungen eines Regierungs-
statthalteramtes, das Engagement des Amtes fur Wald und Natur
fir das A-jour-Bringen des Registers der Datensammlungen, die
Publikation des Merkblattes Datenschutz in der Schule im amtli-
chen Schulblatt durch die Erziehungsdirektion oder die neuerlas-
senen Weisungen fur den schuldrztlichen Dienst der Gesundheits-
und Fursorgedirektion. Das Gegengewicht liefern negative Er-
scheinungen: Der Umgang der Steuerverwaltung mit den EDV-
Grosssystemen NESKO und AST (vgl. Ziff. 3.9.1) zeugt kaum von
hoher Eigenveranwortung. Nachdenklich stimmt, dass nur gerade
zwei von acht Stellen (sieben Direktionen und die Staatskanzlei) es
trotz des eingerdumten Zeitraumes von zwei Jahren schafften, die
vom Regierungsrat in seinem Beschluss vom 9. Dezember 1992
petreffend Mindestanforderungen an die Datensicherheit gestell-
ten Anforderungen (Klassifizierung der bestehenden Informatik-
anwendungen, vgl. Ziff. 3.4) zu erflllen. Der Frage, wie sich die
FUhrung in den Negativféllen verhalten habe, kann nicht ausgewi-
chen werden. Zumindest in einem Fall scheint die Knappheit der
Mittel fur die FUhrung Anlass gewesen zu sein, Einsparungen auch
durch Ignorieren von Datenschutz- und Datensicherheitsvorgaben
zu machen. Ein Denkanstoss durfte der Hinweis eines Chefs eines
(positiv aufgefallenen) Spitals sein, vorab ein in der Forschung téati-
ger Mitarbeiter erlaube es der Spitalfihrung, die Korrektheit der
EDV-Anwendungen zu Uberprifen. Ohne diesen Mitarbeiter wére
die FUhrung bereits mangels Fachwissens mit der flihrungsméssi-
gen EDV-Betreuung Uberfordert. Es scheint nicht ausgeschlossen
zu sein, dass in andern kantonalen Stellen bei der gleichen Uber-
forderung der Flhrung keine in der Forschung tatigen (und somit
von den EDV-Verantwortlichen unabhangigen) Mitarbeiter vorhan-
den sind. Nicht zuletzt auch im Interesse der EDV-Verant-
wortlichen selbst durfte eine Starkung der Flhrung am Platze sein.

3:2.3 Verhaitnis Informatikmittel /

Mittel fiir Datenschutz und Datensicherheit

Der Informatikplan 1994/1997 vom 20. Oktober 1993 weist auf
Ende 1994 hin einen Informatikaufwand von jéahrlich rund 115 Mil-
lionen Franken aus. Der Aufwand ist damit gemass derselben
Quelle seit 1990 ann&hernd verdoppelt worden. In der gleichen
Zeit blieben die Gesamtkosten flr die Datenschutzaufsichtsstelle
grob geschéatzt konstant bei jahrlich 0,25 Mio. Franken. Es ist
davon auszugehen, dass der ausgewiesene Informatikaufwand
auch Kosten fur Datenschutz- und. Datensicherheitsaufwand ent-
halt. Anhaltspunkte dafir, dass diese Kosten Uberproportional ge-
stiegen wéren, fehlen allerdings. Das Datenschutzgesetz auferlegt
es der Datenschutzaufsichtsstelle, die Anwendung der Vor-
schriften Uber den Datenschutz und die Datensicherung zu tber-
wachen. Die hierzu erforderlichen Mittel durften vorab in Relation
zum Informatikaufwand richtig bemessen sein. Zusétzlich ist die
Tendenz einzelner Dienststellen, das Problem der Mittelknappheit
zulasten von Datenschutz und Datensicherheit zu I6sen, beson-
ders im Auge zu behalten.

3.3 Register

Von den im Jahre 1990 gemeldeten rund 1000 Datensammiungen
der Kantonsverwaltung waren Ende 1994 deren 511 mittels des
Registerprogramms  «Sisyphus» erfasst. Die Meldungen des
Amtes fUr Wald und Natur wurden diesem nach der Erfassung mit
dem System «Sisyphus» zur Uberpriifung und Ergénzung unter-
breitet. Es ergab sich, -dass 4 Jahre nach der Ersterhebung bei
rund einem Drittel der gemachten Meldungen ein Mutationsbedarf
bestand. Die vorlibergehende Installation des Systems «Sisyphus»
bei der betroffenen Dienststelle zur Ersterhebung der Register-
meldungen hat sich im Rahmen eines Pilotversuchs beim Regie-
rungsstatthalteramt Il von Bern bewahrt.

3.4 Datensicherheit

Auf Ende 1994 hin lief die Frist ab, die der Regierungsrats-
beschluss 4637 vom 9. Dezember 1992 betreffend Mindestanfor-
derungen an die Datensicherheit den Direktionen und der Staats-
kanzlei gesetzt hatte. Geméass Ziffer 6 des Regierungsrats-
beschlusses waren innert der gesetzten Frist bestehende Infor-
matikanwendungen zu klassifizieren und durch die Realisierung
der vorgeschriebenen Mindestmassnahmen zu schitzen. Einzig
die Staatskanzlei sowie die Polizei- und Militardirektion verflgten
fristgerecht Uber wenigstens eine grobe Klassifizierung. Die Justiz-,
Gemeinde- und Kirchendirektion und die Erziehungsdirektion ver-
fugten wenigstens Uber eine Informatikstrategie. Die Ubrigen vier
Direktionen verflgten weder Uber eine Informatikstrategie noch
Uber eine Klassifizierung. Ziffer 4 des erwahnten Regierungsrats-
beschlusses sieht vor, dass, kénnen die gestitzt auf die Klassifi-
zierung erforderlichen Sicherheitsmassnahmen unter anderem aus
zeitlichen Grinden nicht realisiert werden, der Regierungsrat zu
entscheiden habe. Die betroffene Direktion hat in diesem Falle zu
erlautern, aus welchen Grinden die verlangten Massnahmen nicht
vollzogen werden konnten und welche Ersatzmassnahmen vorge-
sehen sind. Nachdem nun nicht einmal die Klassifizierung innert
Frist vorgenommen worden ist, sind die Realisierungschancen
dieser Ziffer kaum gestiegen.

3.5 Gesétzgebung

3.5.1 Auswirkungen des eidgendssischen
Datenschutzgesetzes

Im Unterschied zum eidgendssischen Datenschutzgesetz kennt
das kantonale Datenschutzgesetz keine Regelung betreffend Per-
sonlichkeitsprofile. Dieser Mangel hat sich insbesondere im Hin-
blick auf das Informationsgesetz als nicht ohne Bedeutung erwie-
sen. Eine dem Bundesrecht entsprechende Lésung (Gleichstel-
lung der Personlichkeitsprofile mit den besonders schitzenswer-
ten Daten) ist anzustreben. Die im letzten Bericht angedeutete
Problematik betreffend Fahndungsdaten konnte — soweit zurzeit
beurteilbar — bei der Ausgestaltung des Gesetzes Uber das Straf-
verfahren und des Polizeigesetzes geltst werden.

3.5.2 Ubrige kantonale Erlasse

Das Inkrafttreten der Artikel 3a, 3b, 9a der Personalverordnung
darf als erfreulich bezeichnet werden. Die Feststellung von Verhal-
ten und Leistung mit technischen Mitteln, das Aufbewahren von
Personaldaten sowie der Umgang mit graphologischen Gutachten
sind pragmatisch geregelt.
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Sehr viel Zeit beansprucht hat die Gesetzgebung Uber die Infor-
mation der Bevdlkerung. Vorab das Mitwirken bei der Ausarbei-
tung der Verordnung Uber die Information der Bevolkerung und
der Checklisten fur die Anwender hat gezeigt, dass die Infor-
mationsgesetzgebung zu einem Abbau des Datenschutzes fuhrt.
Es wére ausgerechnet dem Informationsgesetz zu winschen ge-
wesen, dass Uber diesen Umstand Parlament und Bevdlkerung
offener informiert worden waren. Der Gesetzgeber hat es unterlas-
sen, Widerspriche zwischen Informationsgesetz und Daten-
schutzgesetz zu beseitigen. Sodann ist darauf hinzuweisen, dass
es Verwaltungsstellen in Zukunft nicht mehr moglich ist, Privaten
zuzusichern, sie betreffende Informationen wlrden (ausser es
handle sich um besonders schiitzenswerte Daten) nicht an Private
weitergegeben. In folgenden Bereichen gefahrdet die Infor-
mationsgesetzgebung den Datenschutz besonders: Einsichts-
begehren mUssen nicht begrindet werden. Der Grundsatz, dass
jedes Bearbeiten von Personendaten zu einem bestimmten Zweck
erfolgen muss, wird damit nicht gestéarkt. Einer Datenweitergabe
durch die einsichtnehmende Privatperson setzt einzig das eid-
gendssische Datenschutzgesetz Grenzen.

Die Informationsverordnung sieht vor, dass ein Betroffener im Re-
gelfall vor der Auskunftserteilung durch die Behdrde nicht ange-
fragt wird. Ein Betroffener merkt daher nichts von Abklarungen
durch Dritte. Anderes gilt einzig, wenn es um besonders schit-
zenswerte Personendaten geht oder in Zweifelsfallen. .Private
haben mit der Informationsgesetzgebung neu die Mdglichkeit zu
einer gezielten Recherche Uber andere Privatpersonen. Insbeson-
dere kénnen sie bei kantonalen und kommunalen Stellen gleich-
zeitig Akteneinsicht begehren und Auskunftsbegehren stellen.
Einer Behorde ist es zudem nicht moglich, festzustellen, bei wel-
cher andern Behdrde der Private Uber eine bestimmte Person be-
reits recherchiert hat.

Erklartes Ziel des Datenschutzgesetzes war es, den Adresshandel
einzuschranken. Die Informationsgesetzgebung bietet neu die
Maoglichkeit zur gezielten Werbung. So sind insbesondere kanto-
nale Stellen zur Bekanntgabe von Listenauskinften (z. B. alle
Tankstellenhalter) grundsétzlich verpflichtet.

Wer Staat und Gemeinde bisher Informationen Uber sich selbst
lieferte, konnte im Regelfall darauf vertrauen, dass diese Infor-
mationen nicht an private Drittpersonen weitergegeben wurden.
Auf den 1. Januar 1995 hin éandert dies, und zwar gerade auch fur
sich bereits beim Staat oder bei einer Gemeinde befindende
Daten. Die Verwaltung kann der Gefahr eines Vertrauensverlustes
in erster Linie durch eine ausgedehnte Information der Betroffenen
Uber die neue Rechtslage begegnen. Vorab sind die Betroffenen
Uber das Recht zur Datensperre zu informieren. Seit dem 1. Au-
gust 1994 ist es moglich, Uber Telefonnummer 111, gestutzt auf
die Autonummer, den Fahrzeughalter auch eines im Kanton Bern
eingelosten Fahrzeuges mitgeteilt zu erhalten. Dieses Vorgehen
nimmt im kleinen die Neuerungen der Informationsgesetzgebung
voraus. Zu Recht kritisierte der TCS die fehlende Information der
betroffenen Autofahrer. Es scheint angezeigt, aus dieser Kritik
auch im Hinblick auf die Informationsgesetzgebung Lehren zu
ziehen.

3.6 Information

Das Amt fiir Information und Offentlichkeitsarbeit rdumte der Da-
tenschutzaufsichtsstelle in der Personalzeitschrift BE-Info eine Da-
tenschutzseite ein. Damit ist es moglich, das Staatspersonal stén-
dig fur Datenschutzanliegen zu sensibilisieren. Der Datenschutz-
beauftragte unterrichtete sodann an der héheren Fachschule fur
Sozialarbeit sowie am Weiterbildungskurs flr bernisches Ge-
meinde- und Staatspersonal. Neben diversen Referaten ist das
Mitwirken anlésslich der Informationsveranstaltung betreffend Ein-
fihrung des Informationsgesetzes flr das Staatspersonal zu er-
wahnen.

3.7 Gemeinderechtliche Korperschaften

1994 konnten 18 neue Datenschutzreglemente genehmigt wer-
den. Auf Ende Jahr verfligten damit 186 Gemeinden Uber ein ei-
genes Datenschutzreglement. Mit den Datenschutzbeauftragten
von Bern, Biel und Thun konnte ein Zusammentreffen zur gegen-
seitigen Information organisiert werden. In Anbetracht des im Hin-
blick auf das Inkrafttreten der Informationsgesetzgebung zu be-
treibenden Aufwandes war es nicht mdéglich, die nach wie vor als
dringend nétig erachtete Kurzinformation zuhanden der Gemein-
dedatenschutzaufsichtsstellen zu erarbeiten. Besonders erfreulich
ist, dass das Regierungsstatthalteramt Il von Bern im Rahmen der
nach Gemeindegesetz vorzunehmenden Inspektionen der ge-
meinderechtlichen Korperschaften einen Schwerpunkt auf den
Bereich Datenschutz legte. Schliesslich gelang es, die Arbeiten
am Kreisschreiben G Nr. 11 (Aktenaufoewahrungsfristen) abzu-
schliessen.

3.8 Arbeitsgruppen

Der Datenschutzbeauftragte wirkte in folgenden Bereichen in
Arbeitsgruppen mit: gemeingeféhrliche Eingewiesene, Polizei-
gesetz, Umsetzung der Informationsgesetzgebung, Kreisschrei-
ben G Nr. 11.

3.9 Besonderes

3.9.1 EDV-Systeme AST und NESKO
der Steuerverwaltung

Die Steuerverwaltung hat in den letzten Jahren sukzessiv Ge-
meinden umfassende Zugriffsrechte auf die EDV-Systeme AST
und NESKO gewahrt. Im nachstens erreichten Endausbau werden
rund 150 Gemeinden Zugriff auf die Systeme haben. Die Systeme
stehen damit allen Gemeinden mit rund 2000 Einwohnern oder
mehr offen. Das System NESKO erlaubt es im wesentlichen, die in
den Steuerregistern der Gemeinden enthaltenen Daten (vorab
steuerpflichtiges Einkommen und steuerpflichtiges Vermogen) aller
Gemeinden des Kantons abzurufen. Das System AST erlaubt es
samtlichen angeschlossenen Gemeinden, kantonsweit sémtliche
Steuerausstande bis Ende 1992 abzurufen. Die Systeme NESKO
und AST waren 1991 der Datenschutzaufsichtsstelle flir das Regi-
ster der Datensammiungen gemeldet worden. Die Steuer-
verwaltung flllte den Erhebungsfragebogen betreffend die regel-
massigen Empfénger der Daten nie aus. Auch meldete sie die lau-
fend erfolgende Aufschaltung von Gemeinden der Datenschutz-
aufsichtsstelle nicht. Ein Anschluss von Gemeinden an die Sy-
steme NESKO und AST erlaubt es der Steuerverwaltung, die Ge-
meinden fUr eine Vorerhebung der Steuerdaten einzusetzen.

Das Vorgehen der Steuerverwaltung verletzt den vom Daten-
schutzgesetz ausdrlcklich wiederholten verfassungsrechtlichen
Grundsatz der Verhaltnismassigkeit krass. Eine Gemeinde von
2000 Einwohnern hat auch unter Berlcksichtigung der Steuer-
teilungsfélle niemals den Bedarf, die Steuerregisterdaten - ge-
schweige denn die Steuerausstande — der Ubrigen Bevolkerung
des gesamten Kantons zu kennen. Die Steuerverwaltung hat zu-
gesichert, das System AST auf Ende Mérz 1995 hin, ausser flr
grosse Gemeinden mit sehr haufigen Steuerteilungsfallen, ausser
Betrieb zu nehmen. Fir das System NESKO scheint zumindest
die Mdéglichkeit zu bestehen, eine Protokollierung der erfolgenden
Abrufe (mit allfalliger Sanktionierung bei Missbrauch) einzurichten.
Das Vorgehen der Steuerverwaltung zeigt die Schutzlosigkeit des
Blrgers gegentber einer missbréuchlichen Datenbearbeitung
durch die Verwaltung. Ein Birger war nicht in der Lage, zu mer-
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ken, in welchem Umfange die Steuerverwaltung mit den ihr Gber-
lassenen Daten Missbrauch trieb.

Dieses Vorgehen — im Zusammenhang mit der wohl gréssten
Datensammlung des Kantons — darf kaum als ermutigend be-
zeichnet werden. Beunruhigend ist insbesondere der Umstand,
dass es eine erhoffte Rationalisierung war, die die Datenschutz-
bedenken in den Hintergrund treten liess. Dieser Vorteil genlgte,
um die unverhaltnismassige Datenbearbeitung zuzulassen. Es ist
nicht daran zu zweifeln, dass diesem Vorgehen interne Bedenken
entgegenstehen mussten. Noch im Jahre 1989 machte jedenfalls
die Rechtsabteilung der Steuerverwaltung eine Gemeinde darauf
aufmerksam, das Bekanntgeben von Steuerausstédnden an eine

andere Gemeinde konne als Amtsgeheimnisverletzung strafbar
sein. Die Datenschutzaufsichtsstelle hat die Steuerverwaltung dar-
auf hingewiesen, die gleichen Straffolgen kénne auch ein unver-
héltnismassiges Zuganglichmachen von Daten auf elektronischem
Wege haben.

18. Januar 1995

Der Datenschutzbeauftragte: Siegenthaler
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