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Datenschutzim
Crowd-Energy-Umfeld

Datensicherheit | Die fortschreitende Dezentralisierung der Energieproduktion
fordert neuartige Konstrukte wie Eigenverbrauchsgemeinschaften, welche sich
quasi autonom versorgen. Wie sind solche Gemeinschaften rechtlich zu behan-
deln, und welche Leitlinien mussen ihnen auferlegt werden? Ein Ansatz.

TEXT MICHELE BALTHASAR

ie zunehmende Dezentralisie-
D rung der Stromproduktion, die
grosseren Speichermoglichkei-
tensowie die damiteinhergehende Ent-
wicklung von intelligenten Netzen und
intelligenten Messsystemen ermogli-
chen neue Kooperationskonzepte, wie
etwa das vom Internationalen Insti-
tut fiir Management und Technologie
der Universitat Fribourg entwickelte
Crowd-Energy-Konzept (vgl. Kasten).
Anwendungsfall eines solchen Kon-
zeptes, beziehungsweise dessen
Grundelement, die iGSL-Zelle, sind
Eigenverbrauchsgemeinschaften
(EVG). Zur technischen Umsetzung
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von EVGs werden eine oder mehrere
Stromerzeugungsanlagen, eventuell
ein Batteriespeicher, intelligente Mess-
systeme und gegebenenfalls Warme-
pumpen und weitere Elemente der
Gebdudetechnik eingesetzt. Intelli-
gente Uberwachungs-, Visualisie-
rungs- und Regelungsanwendungen
(Software oder Apps) verbinden die
Komponenten und unterstiitzen die
Bewirtschaftung.

Mit dem ersten Massnahmenpaket
der Energiestrategie 2050, welches am
1.Januar 2018 in Kraft tritt, werden
EVGs in der Schweiz geférdert und
umfassend gesetzlich geregelt. Gemiss

Art.15des Entwurfs der Energieverord-
nung vom 1. November 2017 (E-EnV) ist
der Zusammenschluss zum Eigenver-
brauch zuléssig, sofern die Produkti-
onsleistung der Anlage bei mindestens
10 % der maximalen Netzanschlusska-
pazitat liegt.” EVGs konnen am geoff-
neten Markt teilnehmen, sofern der
jahrliche Stromverbrauch der EVG die
Schwelle von 100 MWh iibersteigt.

Datenschutz und -sicherheit
spielen eine zentrale Rolle

EVGs verlangen nach einer Vielzahl
von Daten (zum Beispiel Abrech-
nungsdaten oder Prognosedaten).
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Diese werden mittels Informations-
und Kommunikationstechnologie
(IKT) aufgezeichnet, ausgetauscht
und verkntipft.

Durch die vermehrten Schnittstellen
im Netz steigen allerdings die Verletz-
lichkeit und Verwundbarkeit sowie die
Gefahr, durch gezielte Angriffe gescha-
digt zu werden. Aufgrund beispiels-
weise einer Distributed-Denial-of-Ser-
vice-Attacke oder einer Infektion mit
Malware konnte die Kontrolle iiber die
EVG verloren gehenund zu einem loka-
len Blackout fiithren. Aus den gesam-
melten Prosumer-Daten konnen aber
auch Informationen tiber das Nutzer-
verhalten der Mitglieder einer EVG
abgeleitet werden, was die EVG zu
einer Quelle fiir zahlreiche Risiken wie
etwa Betrug oder Einbriiche macht.
Der Schutz und die Sicherheit von
Daten spielt deshalb eine zentrale Rolle
flir EVGs.

Sinn und Zweck einer Leitlinie

Fiir Privatpersonen und Gewerbebe-
triebe sind EVGs eine Herausforde-
rung. Sie verfiigen kaum tiber Kompe-
tenzen, um sich vor den genannten
Risiken zu schiitzen. EVGs sollten des-
halb, analog zu einer Datenschutz- und
Datensicherheitsrichtlinie fiir Unter-
nehmen, operationelle Regeln zum
Schutz und zur Sicherheit von Daten
einfithren, an die sich alle halten miis-
sen und die sie gegebenenfalls wieder
abandern konnen. Ziel einer Leitlinie
ist, die Privatsphare von Personen zu
schiitzen und Personlichkeitsverlet-
zungen zu verhindern beziehungs-
weise abzuwehren sowie die sich aus
den Gesetzen ergebenden Rechte der
Betroffenen zu wahren.

Rechtsgrundlagen

Hinsichtlich der anwendbaren Rechts-
grundlagen ist zwischen Daten, die
einen Personenbezug haben (zum
Beispiel Abrechnungs- oder Messda-
ten), und solchen, die in der Regel kei-
nen Personenbezug aufweisen (zum
Beispiel Prognosedaten oder Ein-/
Ausspeisedaten), zu unterscheiden.
Fiir Personendaten gelten die Daten-
schutzgesetzgebungen. Fiir Daten, die
keinen Personenbezug aufweisen, ist
die Datenschutzgesetzgebung nicht
anwendbar, sondern es kommen all-
gemeine nationale und internationale
Empfehlungen sowie Branchenstan-
dards zur Anwendung. [1, 2, 3]
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Ein Beispiel, wie eine EVG aufgebaut ist.
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Regelungen zum Schutz personenbe-
zogener Datenund zur Datensicherheit Crowd Energy
in der Schweiz finden sich im Bundes-
gesetz vom 19.Juni 1992 lber den Voraussetzung und Funktion
Datenschutz (DSG) [4] sowie in der In einer Crowd Energy biindeln die

Verordnung vom 14.Juni 1993 zum Individuen und Organisationen ihre
Bundesgesetz iiber den Datenschutz Energieressourcen mittels Informa-
(VDSG) [5]. Das DSG bezweckt den tions- und Kommunikationstechnolo-
Schutz der Personlichkeit und der gie. Grundelement einer Crowd Ener-
Grundrechte von natiirlichen und juris- gy bildet eine iGSL-Zelle. Dabei stehen
tischen Personen, deren Daten bearbei- «i» fiir «intelligent», «G» fiir «Genera-
tet werden. tion» (Erzeugung), «S» fiir «Storage»
Auf europdischer Ebene gilt (Speicherung) und «L» fiir «<Load»
ab 25.Mai 2018 die EU-Daten- (Last beziehungsweise Bedarf). In
schutz-Grundverordnung vom 27. April einer iGSL-Zelle wird Strom erzeugt,

2016 (DSGVO) [6] unmittelbar in allen gespeichert und verbraucht. Sie ist
EU-Mitgliedstaaten. Mit der DSGVO die kleinste Einheit in einer Crowd und

soll einerseits der Schutz von perso- kann zum Beispiel ein Gebaude sein.
nenbezogenen Daten innerhalb der
Européischen Union sichergestellt und Crowd Energy entsteht, wenn
anderseitsderfreie Datenverkehrinner- mindestens zwei iGSL-Zellen mittels
halb des europdischen Binnenmarktes Informations- und Kommunikations-
gewahrleistet werden. Neu konnen bei technologie miteinander kooperie-
Verstossen gegen die DSGVO Geld- ren, indem sie Informationen und
bussen von bis zu 20Mio.€ oder im Strom austauschen. Uberschiissiger
Fall eines Unternehmens von bis zu Strom wird anderen iGSL-Zellen,
4% seines gesamten weltweit erzielten dem lokalen Energieversorger oder
Jahresumsatzes des vorangegangenen einem anderen Energielieferanten
Geschiftsjahres verhdngt werden. zur Verfligung gestellt. Stromdefizi-
Aufgrund des «Marktortprinzips» ist te werden von anderen iGSL-Zellen,
die DSGVO unter Umstanden auch fiir anderen Energielieferanten oder dem
EVGs in der Schweiz anwendbar.? lokalen EVU ausgeglichen.

Am 15.September 2017 hat der Bun-
desrat die Botschaft zu einer Totalrevi- Das Ziel einer Crowd ist die Etablie-
sion des Datenschutzgesetzes verab- rung eines komplett dezentralen
schiedet.? Diese beabsichtigt, sich den Energiesystems, in dem Prosumer
Anforderungen der DSGVO anzuna- auf Basis vordefinierter Vertrdge und
hern. Auch in der Schweiz werden des- ohne Intermediére automatisiert
halb die strafrechtlichen Sanktionen Energielieferungen untereinander
ausgebaut mit moglichen Bussen bis zu ausfiihren. [9]

250000 CHF bei Verletzung der Aus-
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Auch Eigenverbrauchsgemeinschaften miissen dem Datenschutz und der Datensicherheit Rechnung tragen.

Niederspannungs-
netzwerk

Elektrizitatsverbindung

IKT Netzwerk

Zelle - Crowd

Schema einer Crowd Energy.

kunfts-, Melde- und Mitwirkungs-
pflichten. Das revidierte Datenschutz-
gesetz (E-DSG) wird voraussichtlich im
Laufe des Jahres 2019 in Kraft treten.
Neben diesen allgemeinen daten-
schutzrechtlichen Gesetzgebungen
treten mit der Umsetzung der Energie-
strategie 2050 auch spezialgesetzliche
Regelungen zum Datenschutz und zur
Datensicherheit in Kraft. So sieht etwa
Art. 17 Abs. 4 des Entwurfs des Strom-
versorgungsgesetzes vom 1.September
2016 (E-StromVG) vor, dass beim Erlass
von Vorschriften zum Betrieb intelli-
genter Messsysteme beim Endverbrau-
cher in besonderem Masse auf deren
Vereinbarkeit mit den Bestimmungen
iber den Datenschutz zu achten ist.
Nach Art. 8d Abs. 5 des Entwurfs der
Stromversorgungsverordnung vom
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Zelle - Crowd

verbindung zwischen Crowds

Crowd Management
 Kommunikationsverbindung

Elektrizitatsverbindung
zwischen Crowds

b
Kommunikations-

1. November 2017 (E-StromVV)
gewihrleistet der Netzbetreiber die
Datensicherheit von Mess-, Steuer- und
Regelsystemen und beachtet dabei ins-
besondere die Art. 8-10 VDSG sowie
allfallige internationale Normen und
Empfehlungen anerkannter Fachorga-
nisationen.

Weitere Vorschriften im Zusammen-
hang mit der Verwendung der aus intel-
ligenten Messsystemen gewonnenen
Daten sind in Art. 8c und d E-StromVV
enthalten. Diese lassen die Erhebung
und die Bearbeitung der im Minimum
notwendigen Daten in der entspre-
chenden Auflésung und Periodizitit
durch die Netzbetreiber grundsitzlich
zu. Eine automatische Weitergabe die-
ser detaillierten Informationen ist
jedoch ausgeschlossen. [7]

In Anbetracht der voraussichtlichen
Entwicklungen der Gesetzgebungistes
sinnvoll, beim Erlass einer Leitlinie
zum Datenschutz und zur Datensicher-
heit die zukiinftigen gesetzlichen Ent-
wicklungen bereits miteinzubeziehen.
Fir EVGs relevant ist vor allem die
Datenschutzgesetzgebung. Die nach-
folgenden Grundsitze einer Leitlinie
richten sich deshalb nach dem E-DSG.

Wesentlicher Regelungsgehalt
einer Leitlinie nach E-DSG

Gegenstand der Leitlinie ist der Schutz
von Personendaten bei deren Bearbei-
tung innerhalb der EVG. Unter den
Begriff «Personendaten» fallen alle
Angaben, die sich auf eine bestimmte
oder bestimmbare Person beziehen.
Als Bearbeiten gilt jeder Umgang mit
Personendaten, unabhangig von den
angewandten Mitteln und Verfahren,
insbesondere das Beschaffen, Spei-
chern, Aufbewahren, Verwenden, Ver-
andern, Bekanntgeben, Archivieren,
Loschen oder Vernichten von Daten.
Der Geltungsbereich der Leitlinie
erstreckt sich iiber alle Akteure einer
EVG, die Personendaten bearbeiten
(«Auftragsbearbeiter») und tber die
Personendaten bearbeitet werden
(«betroffene Personen»). Die einzelnen
Vorgaben der Leitlinie miissen entspre-
chend der Rolle des betreffenden
Akteurs ausgelegt und umgesetzt wer-
den. Bearbeiter von Personendaten
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sind in erster Linie Provider von IT Ser-
vices und Netzbetreiber. An diese rich-
tet sich daher die Leitlinie vorrangig.
Prosumer und Verbraucher diirften
sich wenig mit der Bearbeitung von
Personendaten befassen. Vielmehr
werden deren eigene Daten bearbeitet.
Thnen dient die Leitlinie vor allem als
effektives Instrumentarium, um Per-
sonlichkeitsverletzungen zu verhin-
dern, beziehungsweise abzuwehren
sowie die sich aus dem Gesetz ergeben-
den Rechte geltend zu machen.

Die Datenarten/-kategorien der
Leitlinie sind insbesondere folgende:
Personenstammadaten, Kommunikati-
onsdaten (zum Beispiel Telefon,
E-Mail), Mess- und Abrechnungsda-
ten, Auskunftsangaben von Dritten
(zum Beispiel aus Offentlichen Ver-
zeichnissen).

Die Leitlinie regelt auch die Orga-
nisation der Mitglieder einer EVG
(insbesondere Prosumer und Verbrau-
cher). Diese diirften in der Regel eine
«einfache Gesellschaft» im Sinne von
Art.530ff. des Schweizerischen Obli-
gationenrechts bilden. [8] Im Aus-
senverhaltnis ist deshalb die einfache
Gesellschaft als «Verantwortliche»
zu qualifizieren. Sie vertritt die EVG
gegen aussen und entscheidet tiber den
Zweck, die Mittel und den Umfang der
Bearbeitung von Personendaten. Im
Innenverhiltnis ist jedes Mitglied fiir
seine Personendaten in IT-Systemen,
Applikationen und Komponenten etc.,

fiir die rechtmissige Bearbeitung der
Daten und die Einhaltung der Daten-
schutz- und Datensicherheitsvorgaben
verantwortlich.

Es ist vor allem bei grossen EVGs
zu empfehlen, einen Datenschutzbe-
auftragten zu benennen, der die Ein-
haltung der datenschutzrechtlichen
Vorgaben tiberwacht und als Ansprech-
stelle fiir alle Fragestellungen im
Zusammenhang mit dem Datenschutz
gilt. Ein weiterer Vorteil der Benen-
nung eines Datenschutzbeauftragten
liegt darin, dass auf eine vorgiangige
Stellungnahme des eidgendssischen
Datenschutz- und Offentlichkeitsbe-
auftragten verzichtet werden kann,
sofern eine Datenschutz-Folgenab-
schitzung zu erstellen ist.

Verzeichnis der Bearbeitungsta-
tigkeiten: Die Verantwortliche der
EVG, die einfache Gesellschaft, und
die Auftragsbearbeiter (insbesondere
Netzbetreiber und Service-Provider)
flihren ein Verzeichnis ihrer Bearbei-
tungstatigkeiten.?

Beider Bearbeitung der Personenda-
tensind folgende Bearbeitungsgrund-
sdtze einzuhalten: Rechtmassigkeit,
Treu und Glauben, Verhaltnismés-
sigkeit, Zweckbindung, Transparenz,
Richtigkeit und Datensicherheit.

Datenschutz durch Technik und
datenschutzfreundliche Voreinstel-
lungen: Die Datenbearbeitung ist bei
der Planung der EVG technisch und
organisatorisch so auszugestalten, dass

ENERGIEZUKUNFT | DOSSIER

die gesetzlichen und regulatorischen
Datenschutzvorschriften eingehalten
werden. Zudem miissen die techni-
schenund organisatorischen Massnah-
men insbesondere dem Stand der Tech-
nik, der Art und dem Umfang der
Datenbearbeitung sowie den Risiken,
welche die Bearbeitung fiir die Person-
lichkeit und die Grundrechte der
betroffenen Personen mit sich bringt,
angemessen sein. Die EVG als Verant-
wortliche ist verpflichtet, mittels geeig-
neter Voreinstellungen sicherzustellen,
dass die Bearbeitung der Personenda-
ten auf'das fiir den Verwendungszweck
notige Mindestmass beschrankt ist,
soweit die betroffene Person nicht
etwas anderes bestimmt.

Bearbeitung durch Auftragsbear-
beiter: Die Bearbeitung von Personen-
daten kann vertraglich oder durch
Gesetzgebung -beispielsweise im Rah-
men eines Outsourcings - einem Auf-
tragsbearbeiter (zum Beispiel einem
Cloud-Anbieter) tibertragen werden,
wenn die Daten so bearbeitet werden,
wie die Verantwortliche es selbst tun
diirfte, und keine gesetzliche oder ver-
tragliche Geheimhaltungspflicht die
Ubertragung verbietet. Dabei muss
sichdie EVG als Verantwortliche verge-
wissern, dass der Auftragsbearbeiterin
der Lage ist, die Datensicherheit zu
gewahrleisten.

Bekanntgabe von Personendaten
ins Ausland: Personendaten diirfen
ins Ausland bekannt gegeben werden,

Protection et sécurité des données dans I'environnement de Crowd Energy
Une ligne directrice pour les communautés d'autoconsommateurs

La décentralisation croissante de la production d’électri-
cité, les plus grandes possibilités de stockage, ainsi que le
développement des réseaux et systémes de mesure intelli-
gents qui vont avec permettent de nouveaux concepts de
coopération, tels que celui de Crowd Energy.

Les communautés d’autoconsommateurs (CA) sont un
exemple d’application de ce concept. Pour la mise en ceuvre
technique des CA, on a recours a une ou plusieurs installa-
tions de production de courant électrique, éventuellement &
une batterie, a des systémes de mesure intelligents et, le cas
échéant, 3 des pompes a chaleur et & d’autres éléments de la
technique dubétiment. Des applicationsintelligentes de sur-
veillance, de visualisation et de régulation (logiciels ou appli-
cations) connectentles composants et soutiennentlagestion.

Les CA nécessitent une multitude de données (par
exemple des données de décompte ou de prévisions).
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Celles-ci sont enregistrées, échangées et reliées au
moyen des technologies de I'information et de la com-
munication. Toutefois, étant donné le nombre accru
d’interfaces dans le réseau, la vulnérabilité augmente,
deméme quelerisque d’étrelésé par desattaques ciblées.
Cependant les données collectées auprés des prosom-
mateurs peuvent également fournir, par déduction, des
informations sur le comportement d’utilisateur des
membres de la CA, ce qui fait de cette derniére la source
de nombreux risques, tels que la fraude ou des effrac-
tions. La protection et la sécurité des données joue par
conséquent un rdle central pour les CA. Grice a une
directive contraignante qui comprend des régles opéra-
tionnelles pour la protection et la sécurité des données,
il est possible de protéger la sphére privée des personnes
impliquées. MR
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wenn der Bundesrat festgestellt hat,
dass die Gesetzgebung des betreffen-
den Staates oder das internationale
Organ einen angemessenen Schutz
gewihrleistet. Dies ist bei einer Daten-
bearbeitung in EU-Mitgliedstaaten
regelmissig der Fall, nicht so jedoch
bei Drittstaaten. Hier ist die Angemes-
senheit im Einzelfall zu priifen. Wer-
den Personendaten an EU-Mitglied-
staaten Ubermittelt, ist zudem die
Anwendbarkeit der DSGVO zu priifen
und gegebenenfalls DSGVO-konform
zu handeln.

Die Verantwortliche und die Auf-
tragsbearbeiter gewidhrleisten durch
geeignete technische und organisato-
rische Massnahmen eine dem Risiko
angemessene Datensicherheit. Diese
Massnahmen sollen sicherstellen,
dass Verletzungen der Datensicherheit
vermieden werden. In Frage kommen
hierbeiinsbesondere Zugriffs-und Zu-
gangskontrollen. Beispielsweise miis-
sen der Zugang zu den peripheren
Geriten oder Einrichtungen, wie etwa
den intelligenten Messgerdten, und
der Zugriff auf die gespeicherten
Daten angemessen geschiitzt werden.
Auch Transportkontrollen konnen
notig sein. Bei der Ubermittlung sowie
beim Transport von Datentragern, die
Personendaten enthalten, sind ent-
sprechende Schutzmassnahmen (bei-
spielsweise Verschliisselung) anzu-
wenden. Insbesondere soll verhindert
werden, dass die Personendaten unbe-
fugt gelesen, kopiert, verandert oder
geloscht werden konnen. Auch
Bekanntgabekontrollen (Datenemp-
finger, denen Personendaten auf elek-
tronischem Weg [zum Beispiel via
E-Mail] bekannt gegeben werden, sind
vorgingig zu identifizieren), Speicher-
kontrollen (die Einsichtnahme, Veran-
derung, Eingabe oder Loschung von
Personendaten durch Unbefugte ist zu
verhindern) und Benutzerkontrollen
(die vorgegebenen Massnahmen und
Kontrollen zum Schutz vor unberech-
tigter Benutzung von IT-Systemen
sind zu befolgen) miissen hier beriick-
sichtigt werden.

Die Massnahmen sind auch ange-
messen auf das Schutzziel der Verfiig-
barkeit auszurichten. Dies, weil es bei
der EVG um die gesicherte Versorgung
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mit elektrischer Energie wahrend
24 Stunden pro Tag, 7 Tagen pro Woche
und 365 Tagenim Jahr geht. Systemaus-
falle sollen keinen oder maximal einen
beschrankten Lieferunterbruch zur
Folge haben.
Datenschutz-Folgenabschitzung:
Werden die Personendaten iiber einen
langeren Zeitraum erhoben, wie dies
etwa bei den Messdaten der Fall sein
diirfte, kann damit auch Profiling
betrieben werden. Profiling ist die
Bewertung bestimmter Merkmale
einer Person auf der Grundlage von
automatisiert bearbeiteten Personen-
daten, insbesondere, um die Arbeits-
leistung, die wirtschaftlichen Verhalt-
nisse, die Gesundheit, das Verhalten,
die Vorlieben, den Aufenthaltsort oder
die Mobilitat zu analysieren oder vor-
herzusagen. Die typischerweise zu
erstellenden Verbraucherprofile diirf-
ten als Profiling qualifiziert werden. Sie
bringen ein hohes Risiko fiir die Per-
sonlichkeit oder die Grundrechte der
betroffenen Person mit sich. Es ist des-
halb in solchen Fillen eine Daten-
schutz-Folgenabschitzung zu erstel-
len. Diese umschreibt die geplante
Bearbeitung, die Risiken fiir die Per-
sonlichkeit der betroffenen Person
sowie die Massnahmen, die vorgese-
hen sind, um das Risiko einer Verlet-
zung der Personlichkeit der betroffe-
nen Person zu verringern.
Auskunftsgesuche, Recht auf
Berichtigung und Ldschung: Jede
betroffene Person kann schriftlich Aus-
kunft dariiber verlangen, ob und, wenn
ja, welche Personendaten tiber sie bear-
beitet werden. Der betroffenen Person
steht unter Beachtung des Verhiltnis-
massigkeitsgrundsatzes zudem das
Recht auf Berichtigung, Sperrung und
Loschung ihrer Personendaten zu.

Eine Datenschutzweisung
muss «gelebt» werden

Abschliessend ist anzufiigen, dass mit
der Einfiihrung einer Datenschutzwei-
sung die Grundlagen zum Schutz der
Privatsphére und der Verhinderung von
Personlichkeitsverletzungenzwar gelegt
sind. Ein effektiver Schutz ist allerdings
nur gegeben, wenn eine solche Daten-
schutzweisung auch «gelebt» wird, das
heisst, die darin enthaltenen Grund-

satzeinderjeweiligen EVG auch konkret
umgesetzt werden. Nur so kann sich
diese effektiv vor den Risiken schiitzen,
die aufgrund vermehrter Schnittstellen
im Netz auf sie zukommen. Gleiches gilt
im Ubrigen auch fiir die ebenfalls noch
zu erlassende Leitlinie zum Schutz von
Daten, die keinen Personenbezug auf-
weisen und die sich auf Empfehlungen
und Branchenstandards stiitzt.
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" Ein Netzbetreiber kann allerdings den Anschluss an
das Netz verweigern, wenn aufgrund des Anschlusses
unverhdltnismdssige Massnahmen fiir den sicheren
Netzbetrieb ergriffen werden miissten oder wenn der
Endverbraucher keine Gewahr fiir einen funktionieren-
den internen Betrieb geben kann (Art. 3a E-StromVV).

2 Aufgrund des Marktortprinzips findet die DSGVO auch An-
wendung auf die Verarbeitung von personenbezogenen Da-
ten von betroffenen Personen, die sich in der EU befinden,
durch einen nicht in der EU niedergelassenen Verantwortli-
chen und Auftragsverarbeiter, wenn die Datenverarbeitung
damit im Zusammenhang steht, betroffenen Personen
Waren und Dienstleistungen anzubieten (Art. 3 DSGV).

¥ Die Totalrevision erlaubt, das revidierte Datenschutz-
iibereinkommen SEV 108 des Europarats zu ratifizieren
sowie die Richtlinie [EU] 680/2016 zu iibernehmen. Denn
mit der Ratifikation der «Bilateralen Il», welche Bestand-
teil des Schengen-Acquis bilden, hat sich die Schweiz
verpflichtet, auch die Richtlinie [EU] 2016/680 nicht aber
die Verordnung [EU] 2016/679 zu (ibernehmen.

4 Der Bundesrat kann Ausnahmen fiir Unternehmen
vorsehen, die weniger als 50 Mitarbeiter beschaftigen
und deren Datenbearbeitung nur ein geringes Risiko
von Verletzungen der Persénlichkeit der betroffenen
Personen mit sich bringt (Art. 11 Abs. 2 E-DSG). Sollte der
Bundesrat von dieser Méglichkeit Gebrauch machen,
so diirften wohl ein Grossteil der EVGs darunter fallen,
sofern deren Datenbearbeitung nur ein geringes Risiko
von Verletzungen der Personlichkeit der betroffenen
Personen mit sich bringt.
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ten und Gerateschaden. Um die Netzqualitat besser erfassen und

. bewerten zu konnen, bietet Siemens den Netzanalysator Sicam
i - Q200 an, der alle wichtigen Netzparameter misst und analysiert.
ie Ergebnisse helfen bei der Definition und Durchfiihrung von

" geeigneten Massnahmen, damit sich die Versorgungsqualitat auf
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