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E-Mail-Vertrage
zunehmend rechts-
verbindlich

Eine von Veritas Software in
Auftrag gegebene Studie, bei
der 850 IT-Manager in Europa,
den USA, Afrika und dem
Nahen Osten befragt wurden,
zeigt, dass die elektronische
Post immer mehr als rechtsver-
bindlich anerkannt wird.

Bei rund 33% der befragten
Firmen diirfen Vereinbarungen
mit Lieferanten und Partnern,
bei 36% auch Vertrige mit
Kunden per E-Mail abgeschlos-
sen werden.

Mit den Daten gehen die Fir-
men allerdings allzu sorglos
um: Lediglich 18% von ihnen
konnen iiber ein Jahr zuriicklie-
gende Nachrichten riicksichern,
30% nur E-Mails des vergange-
nen Monats und 11% sogar nur
die der vergangenen Woche.
Knapp 46 % der IT-Verantwort-
lichen gab an, dass es prinzi-
piell schwierig wire, eine be-
stimmte E-Mail im System zu
lokalisieren. — Quelle: Presse-
text Schweiz

Top-Liste von
Schwachstellen und
Angriffen

Wer sich iiber die gefihr-
lichsten Attacken aus dem
Internet ins Bild setzen will,
sollte sich den X-Force Catas-
trophic Risk Index CRI néher
ansehen. Unter http://xforce.iss.
net/xforce/riskindex sind rund
30 Risiken beschrieben, und es
werden Erlduterungen gegeben,
wie die Sicherheitslocher ge-
stopft werden konnen.

Wie der Anbieter von Sicher-
heits-Management-Losungen
im IT-Umfeld, Internet Security
System (ISS), mitteilt, ist die
Zahl sicherheitsrelevanter Er-
eignisse im ersten Halbjahr von
160,5 Mio. (1. Quartal) auf
136,5 Mio. (2. Quartal) leicht
zuriickgegangen. Allerdings hat
der Anteil bestitigter Attacken
und gefihrlicher Vorfille im
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gleichen Zeitraum um 13,7%
zugenommen.

Der Trend bei den Angriffs-
zielen zeigt: bei den FTP- und
HTTP-Ports — beide immerhin
unter den 10 am meisten atta-
ckierten Ports — gingen die
Angriffe um 46% bzw. 96%
zuriick. Am héufigsten wurden
die Ports 80 (45,5%), 137
(20,2%) und 1434 (13,7%)
angegriffen. — Quelle: ISS,
http://www.iss.net

Hotspots werden

Milliardengeschaft

US-Marktforscher von Allied
Business Intelligence (ABI)
http://www.abiresearch.com
vermuten, dass sich die offent-
lich zuginglichen drahtlosen
Zuginge zum Internet (Hot-
spots) weltweit von 28000 in
diesem Jahr auf geschitzte
160000 im Jahr 2007 rund ver-
sechsfachen. Die Forscher ver-
muten, dass der Markt sogar
noch weiter stimuliert werden
konnte, wenn die Betreiber bei-
spielsweise Wi-Fi-Services mit
Handys und anderen Angeboten
verkniipfen.

Allerdings leide der Markt
noch immer am Problem der
mangelnden Interoperabilitit:
So miissten die User hiufig
Vertrige mit mehreren Pro-
vidern abschliessen, um bei den
verschiedenen Hotspots einen
Internetzugang zu erhalten.

Das Marktforschungsunter-
nehmen Forrester Research hin-
gegen hat erst im Juni davor ge-
warnt, dass es nicht geniigend
User fiir die Hotspots geben
werde  (http://www.forrester.
com/ER/Press/Releases/0,4661,
,00.html). Ihre Forscher ver-
muten, dass viel von dem fiir
offentliche Hotspots investier-
ten Geld verschwendet ist. —
Quelle: http://www.abiresearch.
com/servlets/Press, pte

Weitere Frequenzen
fiir WLAN

Wie die Zeitung Computer
World bekannt gab, wurde das
Spektrum fiir die drahtlose

Kommunikation an der World
Radiocommunications Confe-
rence 2003 der ITU (Internatio-
nal Telecommunications Union)
im 5-GHz-Band um 455 MHz
erweitert. Die Frequenzen wer-
den dabei folgendermassen auf-
geteilt: 100 MHz werden im
Band 5,15 bis 5,25 GHz fiir
WLAN in Gebiuden reserviert
und 355 MHz fiir die Bereiche
5,25 bis 5,35 GHz sowie 5,47
bis 5,725 GHz. Diese beiden
Binder diirfen in und ausserhalb
von Gebiduden verwendet wer-
den. — Quelle: Computer World

Drahtlos liber die

letzte Meile

Der IEEE 802.16a Standard
ist eine «Wireless Metropolitan
Area Network (WMAN)»-
Technologie. Sie verbindet Hot-
spots, die einen Internetzugang
auf Basis des IEEE-802.11-
oder Wi-Fi-Standards bieten,
sowie Standorte in Unterneh-
men mit dem drahtgebundenen
Internet Backbone.

Netzwerke auf Basis von
802.16a sollen eine Reichweite
von bis zu 30 Meilen (etwa 55
km) erreichen und die Moglich-
keit bieten, Daten, Sprache und
Video mit Geschwindigkeiten
von bis zu 70 MBit/s zu iiber-

tragen.
Der Chip-Hersteller Intel be-
absichtigt,  Siliziumprodukte

auf Basis des Standards IEEE
802.16a zu entwickeln und
mochte so den drahtlosen Breit-
bandzugang als Alternative zu
bestehenden Verfahren wie
Kabel und Digital Subscriber
Lines (DSL) fiir die «letzte
Meile» vorantreiben. — Quelle:
Intel

Papierloses Biiro
noch in weiter Ferne

Der seit langem prognosti-
zierte Trend zum papierlosen
Biiro hat sich bisher nicht besti-
tigt. Im Gegenteil: die jiingste
Gartner-Studie iiber die Ver-
kaufszahlen bei Inkjet-Flatbed-
Printern und Papierkopierge-
riten zeigt, dass sich der Markt
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fiir diese Produkte in einem
starken Wachstum befindet. Im
ersten Quartal ist der europi-
ische Markt bei Inkjets um
230% auf 1,2 Mio. Einheiten
gestiegen, wihrend der Verkauf
von Papierkopierern um 4,5%
zugelegt hat. Marktfithrer bei
den Inkjets ist Hewlett-Packard,
wihrend bei den Kopierern
nach wie vor Canon der Spit-
zenreiter ist.

Die Studie bestitigt ebenfalls
den Trend zur digitalen Fotoko-
pie: im Vergleich zum Vorjahr
legten die digitalen Kopierge-
rite um 16,9 % zu, wohingegen
sich das Marktsegment bei den
Farbkopierern mit lediglich 2%
nur schwach vergrosserte. —
Quelle: www3.gartner.com

Software gegen Flug-
zeugentfiihrungen

Die Frage, wie sich wichtige
Gebidude vor Attacken wie
jenen vom 11. September 2001
schiitzen lassen, konnte bald
gekldrt sein. Ein Forscherteam
der Universitit von Kalifornien
in Berkeley hat ein System mit
dem Namen «Soft Walls» ent-
wickelt, das ein Flugzeug in der
Nihe von Flugverbotszonen auf
Kurs hilt. Die Kraft, mit der das
System das Eindringen in eine
verbotene Zone verhindert, er-
scheint dem Piloten dabei wie
ein starker Wind.

Die Software erkennt Sperr-
gebiete mittels des Satelliten-
navigationssystems GPS und
kann bei einer Storung auf
andere Navigationshilfen, wie
beispielsweise Signale von
Flughifen, umschalten. Der
Einbau der Technik erfordert
in modernen computergesteuer-
ten Flugzeugen nur einige
Softwaredinderungen. Nach er-
folgreichen Computersimula-
tionen soll das System in Zu-
sammenarbeit mit dem Flug-
zeughersteller Boeing in reali-
titsnahen Simulatoren getestet
werden.

Alternative Sicherheitssys-
teme, bei denen das Flugzeug
im Fall einer Entfiihrung vom
Boden aus kontrolliert wird, er-
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achten die Forscher als weniger
sicher: Sie sind auf eine Funk-
verbindung zwischen Flugzeug
und Bodenkontrolle angewie-
sen. Ist diese gestort oder wird
sie von Terroristen iibernom-
men, kann ein Flugzeug sogar
vom Boden aus entfiihrt wer-
den. — Quelle: Wissenschaft.de

Ideenklau durch
Vorgesetzte

Das Karrierenetzwerk
www.monster.de hat in einer
kiirzlich durchgefiihrten On-
line-Befragung ermittelt, dass
beinahe zwei Drittel der einge-
gangenen Antworten Ideen- und
Konzeptdiebstahl innerhalb des
eigenen Teams angeben. Dabei
sind die Vorgesetzten fast dop-
pelt so aktiv wie die Kollegen. —
Quelle: www.monster.de

Feststoffspeicher
flir Wasserstoff in
Minuten befillt

Wasserstoff wird meist unter
extremen Bedingungen getankt
und gelagert: entweder gasfor-
mig in Drucktanks mit mehre-
ren hundert bar Uberdruck oder
fliissig in speziellen Kiihltanks
bei Temperaturen von unter
-253 °C. Eine mogliche Alter-
native sind Festkorper aus so
genannten  Metallhydriden.
Diese Materialien nehmen den
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Sicherheitsnachweise
auf dem Priifstand

Ohne einschrinkende Ge-
schiftsbedingungen wirft die
Verwendung von einem Stan-
dard-Sicherheitsnachweis fiir
unabhingige Kontrollorgane er-
hebliche Haftungsfragen auf.
Die Niederspannungs-Instal-
lationsverordnung (NIV) ver-
langt vom Elektroinstallateur
fiir die Installationen im
Kontrollturnus von 20 Jahren
einen Sicherheitsnachweis. An-
ders ist das fiir alle Neu- und
Altinstallationen mit erhéhtem

58

Wasserstoff auf, halten ihn in
ihrer atomaren Struktur fest und
geben ihn bei Temperaturerhd-
hung wieder ab. Bislang hat
sich die Technologie jedoch
kaum durchgesetzt, da den Vor-
teilen — keine extremen Tempe-
raturen, keine hohen Driicke —
eine ganze Reihe von Nachtei-
len gegeniibersteht.

Neben dem Nachteil der
geringen Speicherdichte fillt
vor allem die sehr langsame
Aufnahme und Abgabe des
Wasserstoffs im Material ins
Gewicht: Um einen Tank mit
Natriumalanat als Speicher-
medium zu 80% aufzuladen,
musste bisher mit Ladezeiten
von iiber einer Stunde gerech-
net werden. Mit einem von For-
schern am Institut fiir Nano-
technologie des Forschungs-
zentrums Karlsruhe entwickel-
ten Metallhydridtank lésst sich
diese Zeit jedoch auf 7 bis 8
Minuten verkiirzen.

Die dabei verwendeten Na-
nopartikel bestehen aus einem
Kern aus 13 Atomen des
Metalls Titan, der von einer
Hiille aus Losungsmittelmole-
kiilen umschlossen ist. Diese
selbst unter leistungsstarken
Elektronenmikroskopen  un-
sichtbaren Kerne wirken als
Katalysatoren und beschleuni-
gen die chemische Reaktion,
die beim Einbau des Wasser-
stoffs in die Natrium-Alumi-
nium-Verbindung abliuft.

Hergestellt wird das Spei-
chermaterial, indem eine ge-
ringe Menge der Nanopartikel
mit dem Speichermaterial Nat-
riumalanat vermischt und unter
Luftausschluss sehr fein ge-
mahlen wird. Dadurch entsteht
eine innige Mischung der bei-
den Komponenten, ein so ge-
nanntes Nanokomposit.

Wichtigstes Ziel der For-
scher ist das Erreichen von
Speicherdichten von iiber 6% —
dies gilt als kritische Grenze, ab
der Metallhydride fiir die Auto-
industrie interessant sein konn-
ten. — Quelle: wissenschaft.de

Neue Werkstoffklasse
magneto-optischer
Stoffe

Amerikanischen Physikern
ist es gelungen, 6 nm Kkleine,
halbleitende Bleiselenid-Par-
tikel mit nur 11 nm grossen
magnetischen Eisenoxid-Teil-
chen in einer Kiristallstruktur
zusammenwachsen zu lassen.

Die Forscher haben damit
die Grundlage fiir eine neue
Werkstoffklasse magneto-opti-
scher Stoffe fiir Datenspeiche-
rung und -verarbeitung geschaf-
fen: Die spezifischen optischen
Eigenschaften von Bleiselenid
werden bereits in Infrarotsenso-
ren angewendet, und Eisenoxid
dient als hauchdiinne Schicht
zur magnetischen Speicherung

ry
4 4
auf Datenbindern. Die Kombi-
nation dieser beiden Verbindun-
gen konnte daher wichtige mag-
neto-optische Eigenschaften er-
geben, die sowohl fiir zukiinf-
tige Datenspeicher als auch fiir
Elemente von Quantencompu-
tern genutzt werden konnten.
Da sich die Eigenschaften der
einzelnen Bausteine sehr gut
kontrollieren lassen, konnten
die physikalischen Eigenschaf-
ten dieser Metamaterialen bald
wohl noch besser nach Wunsch
zugeschneidert werden. -
Quelle: wissenschaft.de

Infos liber

Internationale
Normen
Auf der Internetseite

www.lec-normen.de bietet die
Deutsche Kommission Elektro-
technik Elektronik Informa-
tionstechnik (DKE) einen kos-
tenlosen Infodienst an, iiber den
registrierte  Benutzer  per
E-Mail iiber gednderte oder
neue IEC-Normen informiert
werden.

Eine kostenlose Registrie-
rung ist auch bei Electrosuisse
moglich (karl.pfister@electro-
suisse.ch): registrierte Kunden
erhalten dann monatlich Infor-
mationen iiber neu erschienene
Normen (IEC, Cenelec u.a.). —
Quellen: VDE, Electrosuisse

Risiko. Fiir diese Installationen
darf nur das unabhingige
Kontrollorgan Sicherheitsnach-
weise ausstellen. Nur der
Elektroinstallateur kennt die
komplexen Neuinstallationen
mit erhohtem Risiko von Grund
auf. Fir das unabhingige
Kontrollorgan sind im Nach-
hinein aus verschiedenen Griin-
den nur Teilbereiche der gros-
sen komplexen Neuinstal-
lationen genauestens {iber-
priifbar. Somit ist das unabhén-
gige Kontrollorgan nicht die
richtige Unternehmung, die
einen Sicherheitsnachweis fiir

diese Installationen ausstellen
muss.

Noch heikler ist die Lage fiir
das unabhingige Kontroll-
organ, wenn komplexe Alt-
installationen mit erhohtem Ri-
siko periodisch zu priifen sind.
Auch hier ist nicht mehr alles
mit verniinftigem Zeitaufwand
tiberpriifbar. Kein Jurist rit zu
einer Unterschrift auf einem
Dokument, wenn die Grundla-
gen nicht genau iiberpriifbar
sind. Soll in der Elektroinstalla-
tionsbranche missachtet wer-
den, was im normalen Ge-
schiftsleben gilt? Dass dies die

ourrier des lecteurs

ganze Elektrobranche in grosse
Schwierigkeiten bringen kann,
diirfte allen Geschiftsleuten
wohl klar sein.

Deshalb wird fiir die unab-
hidngigen Kontrollorgane fiir
Kontrollen jeder Art statt eines
alles umfassenden Standard-
Sicherheitsnachweises ein tech-
nisch wie juristisch der Realitiit
entsprechendes reifes Priif-
bescheinigungsformular  ge-
schaffen werden miissen.

Max Matt, eidg. dipl.

Elektroinstallateur, 9450 Altstatten
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