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Sicherheitsmanagemehf

Im Teil 1 dieses Beitrags (Bulletin SEV/VSE 3/96) wurde aufgezeigt, welche Ausmasse
die Abhangigkeit der Unternehmen von der Informatik angenommen hat und mit
welch schwerwiegenden Folgen zu rechnen ist, wenn man keine Gegenmassnahmen
trifft. Im vorliegenden zweiten Teil dieses Beitrags wird aufgezeigt, wie solche
Gegenmassnahmen in Form eines Informatik-Notfallkonzepts aussehen kénnen.

Das Informatik-Notfallkonzept
als Element der Notfallplanung

Teil 2: Wie sieht ein Informatik-Notfallplanungsprojekt aus?

Adresse der Autoren:
Bruno Umiker, dipl. El.-Ing. ETH, lic. phil.,
Alfred Peer, Wirtschaftsinformatiker, und

Paul A. Truttmann, Dr. sc. nat. ETH, lic. phil.,

Walter Umiker+Co. AG, Consultants,
Forchstrasse 301, 8029 Ziirich.
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B Bruno Umiker, Alfred Peer
und Paul A. Truttmann

Welcher Zielsetzung soll die
Informatik-Notfallplanung
geniigen?

Ein Informatik-Notfallplanungsprojekt
besteht aus den in Bild 2 skizzierten, im
Vergleich zu einem Informatikprojekt
inhaltlich leicht angepassten Projekt-
phasen, wobei es primdr Aufgabe der
Geschiftsleitung ist, die Zielsetzung an
die Informatik-Notfallplanung in Abstim-
mung mit der giiltigen Unternehmens- und
Informatikstrategie festzulegen.

Dazu ist jedoch grundsitzlich eine hohe
Sensibilitit der Topmanager zu Risiko-
fragen Voraussetzung. Dariiber hinaus
muss erkannt und anerkannt werden, dass
besonders bei Ausfall der Informationsver-
arbeitung ein hohes, latent vorhandenes
Risikopotential eintreten kann. Erfah-
rungsgemdss ist jedoch dieser Bewusst-
seinsprozess in vielen Chefetagen nicht
nur ungeniigend entwickelt, sondern stellt
sogar eine der wunden Stellen dar. Nur
allzuoft trifft man auf die Haltung, dass
nicht sein kann, was nicht sein darf! Dieser
dusserst wichtige Sensibilisierungs- und

Zielfindungsprozess ist Bestandteil der
hier vorgestellten Methoden und Werkzeu-
ge einer Informatik-Notfallplanung. Sie
bieten Gewihr fiir einen sinnvollen und
machbaren Weg aus dem Dilemma der
obersten Verantwortlichen, wie sie in die-
ser heiklen und ungeliebten Frage die
Féden des Handelns und Entscheidens in
ihre Hénde kriegen.

Wichtig bei der Festlegung der Zielset-
zung ist eine Prézisierung des Dienst-
leistungsangebots der Informatik und der
einzuhaltenden Rahmenbedingungen in
einem Katastrophenfall. Notfallmassnah-
men im Informatikbereich miissen auf
Notfallkonzeptionen und Notfallmass-
nahmen anderer Unternehmensbereiche,
zum Beispiel auf ein Produktions-Notfall-
konzept, abgestimmt werden. Konkurrie-
rende Zielsetzungen sind dabei moglichst
zu vermeiden.

Welchen Zweck hat die Situations-
und Risikoanalyse?

Es geht darum, das gesamte Risiko-
potential und dessen mogliche Auswirkun-
gen in Erfahrung zu bringen. Dabei spielen
Sachverhalte und Randbedingungen (z. B.
bereits realisierte Brandschutzmassnah-
men, Effizienz der Alarmorganisation,
vorhandene Redundanzen im Informatik-
bereich, Art und Standort der Interven-
tionskriifte) eine wesentliche Rolle zur
Beantwortung der Frage, ob spezielle Not-
fallmassnahmen notwendig sind, um die
generelle Zielsetzung erfiillen zu konnen.
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Projekt: Informatik-Notfallplanung
Phasenablauf Ergebnisse je Projektphase
Zielsetzung und Projektauftrag
Proiektziel Die Projektziele an die Informatik-Notfallplanung sind in Abstim-
ro;e. Aoisetzong mung mit der gliltigen Unternehmens- und Informatikstrategie
Projektauftrag schriftlich festzulegen und bekanntzugeben.
\_./-—\
h 4
Situations- und Risikoanalyse
Situations- und Analyse der existierenden, gegebenenfalls geplanten Informatik-
Risikoanalyse Hard- und Software inkl. Personalcomputer, der EDV-Infra-
. struktur, Kommunikation (interne und externe Netze), der
(Vorstudie) Gebaude und raumlichen Gegebenheiten samt Schutz- und
Sicherheitsvorkehrungen und -einrichtungen.
Analyse der aufbau- und ablauforganisatorischen Gegebenheiten,
der eingesetzten, gegebenenfalls geplanten Informatikanwendun-
gen und Datenbesténde, des Organisationsgrades, der externen
und internen Risiken sowie deren Kritikalitat und der flr den
Anwender tolerierbaren Ausfallzeiten (TAZ).
A 4
Grobkonzept
Grobkonzept Synthese der méglichen, notwendigen und wirtschaftlich trag-
baren Massnahmenvarianten (ablauforganisatorisch und EDV-
technisch).
Bewertung der Massnahmenvarianten auf Zielkonformitat und
Machbarkeit, auf daraus resultierende Investitionen, jahrliche
Betriebskosten und Realisierungszeitraume.
v Prinzipielle Variantenauswahl.
Detailkonzept
Detailkonzept Detailspezifikation des ausgewahiten Massnahmenspektrums in
Interventionsplanungsmassnahmen, praventive und flankierende
Einzelmassnahmen in technischer, organisatorischer und perso-
neller Hinsicht. Inhaltliche Festlegung des Katastrophenplan- und
Interventionshandbuchs.
Detailplanung der Umsetzung, der Tests und der Schulung sowie
der Investitionen, Kosten und Termine.
Y Realisierung
Stufenweise und nach Prioritdten geordnete Umsetzung und
Realisierung Implementation der Massnahmen.
Dokumentation der Interventionsplanungsmassnahmen im
Interventionshandbuch.
Dokumentation der Notfallmassnahmen (préventive und
flankierende) im Katastrophenhandbuch.
L 4 Einflhrung
Schulung, Tests und Training der vorbereiteten Massnahmen.
Einflhrung Einfuhrung Interventions- und Katastrophenhandbuch.
Abnahme der Notfallmassnahmen.
Projektabschluss.

Bild 2  Projekt einer Informatik-Notfallplanung
Als weiteres wichtiges Kriterium gilt:
Wie lange darf aus der Sicht des Anwen-
ders die Informatikdienstleistung ausfal-
len, bevor an seinem Arbeitsplatz ernst-
hafte Probleme auftreten? Aufgrund der
Tiefe der moglichen Storungen und Aus-
wirkungen unterscheiden wir die vier ver-
schiedenen Ausfallzeiten TAZ 1-4.
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Fiir das Erheben der notwendigen Infor-
mationen in den Unternehmensbereichen
und Fachabteilungen sowie in der Infor-
matikabteilung selbst werden einerseits die
bestehenden Abliufe analysiert und ande-
rerseits mittels Interviews die Fihrungs-
krifte aller Stufen befragt. Dazu empfiehlt
sich ein Interviewleitfaden, welcher nicht

M

nur die vorhandene Hard- und Software
(inkl.  Infrastruktur, ~ Kommunikation,
Schutz- und Sicherheitseinrichtungen), die
Informatikanwendungen und Datenbe-
stande erfasst, sondern auch ausfiihrliche
Fragen iiber die Rahmenbedingungen zur
bestehenden Informatikumgebung sowie
deren Anforderungen und Risiken aus der
Sicht der Benutzer enthilt.

Den Ausserungen und Ansichten der
Befragten zur Risikosituation in ihrem
Arbeitsbereich und im Gesamtunterneh-
men ist erfahrungsgemiss mit einiger be-
rechtigter Skepsis zu begegnen. Einerseits
hat jeder Mensch seine subjektive Sicht
der Realitit, andererseits spielen aber auch
verschiedene tiefenpsychologische Ab-
wehrmechanismen  (wie  Verdringung,
Projektion, Rationalisieren usw.) eine
grosse Rolle, so dass die Aussagen kritisch
hinterfragt und tiberpriift werden miissen.
In diesem Zusammenhang ist auf das
«Risky-shift»-Phéinomen nach John A.F.
Stoner hinzuweisen, wonach die Mitarbei-
ter Risiken, die sie eigentlich kennen
miissten, verdréingen, weil sie nicht der
Gruppenmeinung entsprechen, die im Be-
trieb vorherrscht.

Eine vollstindige, ihren Namen verdie-
nende Situations- und Risikoanalyse sollte
sich allerdings auch eingehend mit ergono-
mischen und soziopsychologischen Risi-
kofaktoren befassen. Hohe Frustrations-
momente am Arbeitsplatz (z.B. durch
Mobbing) koénnen ebenso Ausloser fiir
eine Informatikkatastrophe sein wie etwa
eine unachtsam weggeworfene Zigarette.

Dies erscheint uns jedenfalls wichtiger
als eine hypothetische mathematische
Analyse iiber die Frage, innerhalb welcher
Zeitspanne ein bestimmtes Risiko ein-
treten konnte, denn einerseits fehlt ab-
gesichertes und relevantes statistisches
Material und andererseits spielt die Wahr-
scheinlichkeit im Einzelfall des Unter-
nehmens keine Rolle mehr, wenn der
Katastrophenfall tatsichlich eingetreten
ist. (Der statistische Risikoausgleich ist
schwergewichtig nur fiir versicherungs-
mathematische Uberlegungen relevant.)

Welches sind Zweck und Ergebnisse
des Grobkonzepts zur Informatik-
Notfallplanung?

Zweck des Notfall-Grobkonzepts ist,
das mogliche Massnahmenspektrum auf-
zuzeigen, indem die in der Situations- und
Risikoanalyse bereits angedachten Lo-
sungsansitze konkretisiert werden, sodann
Entscheidungsgrundlagen zur Festlegung
der notwendigen und wirtschaftlich trag-
baren Massnahmenvariante(n) zu schaffen
und schliesslich die prinzipiellen Abldufe

Bulletin ASE/UCS 9/96
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Tolerierbare Ausfallzeiten (TAZ) nach Kritikalitatsstufen

TAZ 1 (Ausfallzeit 1)

Zeitspanne, wahrend der trotz Totalausfall der Informatikdienstleistungen ohne wesentliche
Behinderungen samtliche permanenten Aufgaben noch ohne vorbereitete Notfallmassnahmen
vollstandig erledigt werden kénnen.

TAZ 2

Zeitspanne, wahrend der trotz Totalausfall der Informatikdienstleistungen unter Inkaufnahme eines
kurzfristigen, persénlich gerade noch bewaéltigbaren Mehraufwandes samtliche wesentlichen
permanenten Aufgaben noch ohne vorbereitete Notfallmassnahmen erledigt werden kénnen.

TAZ3

Zeitspanne, wahrend der trotz Totalausfall der Informatikdienstleistungen unter Inkaufnahme eines
persénlich gerade noch bewéltigbaren Mehraufwandes und unter Zuhilfenahme von vorbereiteten
Notfallmassnahmen die wesentlichen permanenten Aufgaben erledigt werden kénnen.

TAZ 4

Zeitspanne, wahrend der trotz Totalausfall der Informatikdienstleistungen unter Zuhilfenahme von
vorbereiteten organisatorischen und personellen Notfallmassnahmen die Aufgaben gerade noch
erledigt werden kdnnen, bevor wesentliche Einbriiche in den Ablaufen der Administration und/oder
des Betriebs auftreten, welche eine Gewéhrleistung der Produktion, der Versorgung der Mérkte oder
der Liquiditat des Unternehmens in Frage stellen.

Tabelle IV

vom Eintritt bis zur Bewiltigung eines
Katastrophenfalls, adaptiert auf die effek-
tiven Verhiltnisse des Unternehmens,
transparent zu machen.

Voraussetzungen und Rahmenbedin-
gungen zum Grobkonzept sind, dass die

Resultate und Erkenntnisse aus der Situa-
tions- und Risikoanalyse sorgfiltig iiber-
prift und beurteilt worden sind, im
besonderen die abteilungs- und anwen-
dungsbezogen tolerierbaren Ausfallzeiten
und deren Auswirkungen sowie die beste-

hende Informatik (Hardware, Software,
Infrastruktur, Kommunikationseinrichtun-
gen, PC-/IDV-Netzwerke, Ablauforga-
nisation) und die bereits vorhandenen
Sicherheitsvorkehrungen und -einrichtun-
gen.

Im Grobkonzept der Informatik-Not-
fallplanung sind darzustellen:

, — die moglichen Massnahmenvarianten
Allgemeine und deren Wirksamkeit
Sicherheitsmassnahmen — die daraus resultierenden Investitionen,

wie Kosten und internen Aufwendungen
Brandschutz, Werkschutz, . . e i 18
sowie die voraussichtlichen Realisie-

Datenschutz u. -sicherheit, ics
Energieversorgungs- rungszeitriume

Notfall-Massnahmen
fur den Informatik-
Katastrophenfall

o

Interventions-
Planungs-
massnahmen

Praventive
Massnahmen

Dauernde
Massnahmen

-

Massnahmen
wahrend der
Ausfallzeit

Vorbereitete
Massnahmen
fur den Notfall

Bild 3 Notfallmassnahmen
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sicherheit usw. — der Projektaufwand und der Terminplan

fiir die Phasen Detailkonzept, Realisie-
rung und Einfiihrung

Welche Arten von Massnahmen
fiir den Katastrophenfall gibt es?

Es ist grundsitzlich zwischen zwei
Hauptgruppen von Massnahmen zu unter-
scheiden, ndmlich zwischen primir den
allgemeinen vorbeugenden  Sicherheits-
massnahmen fiir den EDV-Bereich, die
den Zweck verfolgen, den Eintritt von
Schéden zu verhindern bzw. Schadenfille
nach Moglichkeit zu begrenzen, und se-
kunddr den Notfallmassnahmen fiir den
Katastrophenfall, die bei einem eingetrete-
nen Katastrophenfall die Auswirkungen
des Schadens so gering wie moglich halten
sollen.

Es wird davon ausgegangen, dass die
allgemeinen  Sicherheitsmassnahmen in
der heutigen Zeit zum Standard einer
Informatik gehoren und grosstenteils vor-
handen sind. Sie werden in diesem Bericht
nicht weiter behandelt. Sie sind jedoch im
Rahmen der Informatik-Notfallplanung zu
tiberpriifen. Festgestellte Schwachstellen
miissen beseitigt werden.
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Beurteilungskriterien fir die Bewertung von Massnahmen (Alternativen)

Kriterien Gewicht Erklarung, Bemerkungen
Zielerreichung sehrhoch | Wird die Zielsetzung geméss Auftrag zur Notfallplanung
e Produktion gewahrleisten durch die Massnahmenvariante erfuillt?
e \ersorgung der Mérkte
o Liquiditat sicherstellen
Tolerierbare Ausfallzeiten hoch Deckt die Massnahme die tolerierbare Ausfallzeit ab?
e Ausfallzeit 4, bis Kollaps der Ablaufe
Risiko des Systemkollapses
Machbarkeit der Massnahme sehr hoch | Ist die Massnahmenvariante Uberhaupt realisierbar?
e Informatik-technisch
e ablauforganisatorisch
e personell (benutzerseitig)
e personell (Informatikabteilung)
Flankierende Massnahmen mittel Welchen Umfang an zusétzlichen flankierenden
e Umfang flankierender Massnahmen Massnahmen braucht die Massnahmenvariante?
Wirksamkeit der Massnahme hoch Wie hoch ist der Wirkungsgrad einer Massnahme in einem
o flir das Gesamtunternehmen Katastrophenfall und wahrend der gesamten Ausfallzeit
o fir die einzelnen Ressorts/Abteilungen zu beurteilen?
Realisierungszeitraum hoch In welchem Zeitabschnitt kann die Massnahmenvariante
o friihester Beginn realistisch realisiert werden, d. h. ab wann ist die erwartete
e spatestes Ende Sicherheit gewahrleistet?
Realisierungskosten hoch Welche einmaligen und wiederkehrenden Investitionen
e Investition Basismassnahmen und Kosten fallen fir die Realisierung der Massnahmen
o flankierende Massnahmen im einzelnen und je Massnahmenvariante an?
o Total Investitionen
e jahrliche Kosten der Basismassnahmen
e jahrliche Kosten flankierende Massnahmen
o Total jahrliche Kosten
Betriebsinterner Aufwand hoch Welcher interne Aufwand muss durch die Mitarbeiter
e einmalig fur die Realisierung der Massnahme aufgewendet werden
e jahrlich wiederkehrend (siehe dazu auch Machbarkeit)?
Tabelle VI

eigene Rechenzentrum mit vollstindiger
Hardware, Software und Infrastruktur wie-
der aufgebaut und betriebsbereit ist. Falls
dieser Wiederaufbau infolge einer sehr
hohen Schadensintensitit linger dauert als
die vereinbarte maximale Nutzungsdauer
im Backup-Rechenzentrum, muss als
weitere Ubergangslosung ein Ausweich-
Rechenzentrum bezogen werden. In der
Praxis muss davon ausgegangen werden,
dass ein Backup-Rechenzentrum nicht ldn-
ger als zwolf Wochen vertraglich reser-
viert werden kann.

3. Nachdem das eigene oder das Aus-
weich-Rechenzentrum  betriebsbereit ist
und sédmtliche Hard- und Softwarefunktio-
nen sowie alle Einrichtungen getestet und
abgenommen sind, kann zum Normal-
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betrieb zuriickgekehrt werden. Im einzel-
nen handelt es sich um die in der
Tabelle VII vorgestellten Aktivitdten.

Worin liegt der Gewinn eines
Informatik-Notfallkonzepts?

Der vor allem in mittelgrossen Unter-
nehmen immer wieder gehorten Auf-
fassung, wonach die meisten unternehme-
rischen Funktionsbereiche, selbst im Falle
einer Grosskatastrophe, ablauforganisato-
risch und EDV-missig iiber lingere Zeit
hinweg mit manuellen und gar «ad hoc
inszenierten»  Notfallmassnahmen  pro-
blemlos und ohne grosse Kostenfolgen
weiter funktionieren wiirden, miissen wir

aufgrund unserer Untersuchungen, unserer
Erfahrungen und der Einschitzung der
weiteren Entwicklung im Risikobereich
entschieden entgegentreten. Generell kann
festgestellt werden, dass mit zunehmender
Beschleunigung und Optimierung von Ge-
schiftsprozessen durch computergestiitzte
und vernetzte Informationssysteme die
Kritikalitdt fiir die einzelnen Abldufe und
die Auswirkung von Katastrophenfillen
fir das Unternehmen stetig anwachsen.
Mit einer vorausschauenden, auf priven-
tiven Massnahmen zur moglichst geord-
neten und situationsgerechten Bewilti-
gung einer eingetretenen Katastrophe und
ihrer Auswirkungen ausgerichteten Not-
fallplanung fiir die Informatik kann das
sonst unvermeidliche Chaos vermieden

Bulletin ASE/UCS 9/96
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Ablaufphasen der Katastrophenbewaltigung

Ingangsetzen und
Durchfiihren der
Notfallmassnahmen

Anordnen der
Notfallmassnahmen (60)

Initialisieren Backup-
Betrieb (61/62)

Vorbereiten/Aufbau
Backup-Betrieb (63)

Flankierende
Massnahmen zum
Backup-Rechenzentrum

Aufnahme Backup-
Betrieb (72)

Sobald der Informatik-Krisenstab beschlussfahig ist und die Lage beurteilt hat, leitet er die
notwendigen Aktivitaten zur Krisenbewaltigung ein:

Die anlésslich der Krisenstabsitzung beschlossenen Massnahmen missen, wenn maglich schriftlich,
angeordnet und unter Zuhilfenahme der entsprechenden Dokumentationen im Katastrophenhand-
buch umgesetzt werden.

Zur Initialisierung des Backup-Betriebes sind folgende Aktivitdten notwendig:

e sofortiges Anmelden beim Backup-Vertragspartner

o die im Katastrophenausweichplan (Notfallablauforganisation) festgelegten Arbeiten, wie
Zusammenstellen der verfiigbaren aktuellen Daten- und Programmsicherungen, Operator-
anweisungen, Outputformulare usw.

e Organisieren der Transporte zum und vom Backup-Rechenzentrum

e Aufbau der Kommunikation zwischen Backup-Rechenzentrum, Endbenutzern und gegebenen-
falls Krisenstab

e Einrichten der Informatik- und gegebenenfalls Benutzerarbeitsplatze im Backup-Rechenzentrum

e Sicherstellen oder Wiederaufbau der Telekommunikationseinrichtungen ,

e Installation und Hochfahren der Systemumgebung, der Kommunikations- und der Anwendungs-
software

e Laden der Datensicherungen (Aufbau der Datenbank)

Folgende flankierende Notfallmassnahmen kénnen notwendig sein:

e Eigene manuelle oder PC-gestiitzte Notfallmassnahmen, welche dazu dienen, die Ablaufe in der
Informatikabteilung aufrechtzuerhalten

e Manuelle und PC-gestutzte Notfallablédufe bei den Benutzern, um bei sehr kurzen tolerierbaren
Ausfallzeiten (TAZ 3 und 4) die Zeitspanne zwischen Katastrophenereignis und Aufnahme des
Backup-Betriebs tberbriicken zu kénnen, gemass Dokumentationen im Katastrophenhandbuch

e Sofern notwendig, Wiederaufbau/Wiederinbetriebnahme der PC-Netzwerke, zerstorter
Kommunikationseinrichtungen (Datenleitungen, DFU-Controller, Modems)

Nachdem nun das Backup-Rechenzentrum betriebsbereit ist, miissen

e zuerst die beim Eintritt des Katastrophenereignisses verlorengegangenen Daten und Arbeits-
schritte nachgeholt (70),

e anschliessend die wéhrend des RZ-Betriebsunterbruchs ausgefallene EDV-Produktion (71)
aufgeholt werden.

Danach kann der eigentliche Backup-Betrieb (72) aufgenommen werden

Wiederaufbau des
eigenen oder eines

Sobald der Krisenstab Informatik von den Belastungen durch den Aufbau und die Inbetriebnahme
des Backup-Betriebs entlastet ist, muss unverziglich eine Situationsanalyse Uber die gesamte

Ausweich- Informatik des Unternehmens durchgefiihrt und darliber entschieden werden, wie und wann der
Rechenzentrums Normalbetrieb der Informatikaktivitaten wieder realisiert werden kann (80).
Zu den prinzipiellen Schritten gehéren: _
e Planung des Wiederaufbaus des Gebaudes oder der betroffenen Gebaudeteile, RZ-Réume und
Infrastruktur (81) .
e Planung Ersatz der betroffenen Hardware, Software und Kommunikationseinrichtungen (81)
e Realisierung (Bauen, Einrichten, Installation und Implementation HW/SW, Testen HW/SW/Infra-
struktur und Anwendungen) (82/83)
e Anpassen der Informatik-internen Ablauforganisation an die gegebenenfalls gednderten
Bedingungen (84) 3
e Restart des Rechenzentrumsbetriebs (85) (Uberfliihren vom Backup-Rechenzentrumsbetrieb)
Tabelle VI

werden. Schliesslich darf ein weiterer
wesentlicher Aspekt nicht iibersehen wer-
den: In einem Katastrophenfall werden das
Management und die Mitarbeiter aller
Stufen mit zusitzlichen, ungewohnten und
ausserordentlichen Problemen und Be-
lastungen konfrontiert. Das Unternehmen
und seine Verantwortlichen sind deshalb
in solchen Situationen besonders darauf
angewiesen, dass wenigstens die Informa-
tionsverarbeitung (Informatik) moglichst
reibungslos weiter funktioniert.

concept d’urgence en informatique.

Le concept d'urgence informatique en tant
qu'élément de la planification d'urgence

A la premiére partie de cet article (Bulletin ASE/UCS 3/96), on a pu voir dans
quelle mesure les entreprises sont devenues tributaires de I’informatique et combien
les conséquences peuvent étre graves si I’on omet de prendre des mesures adéquates.
Cette seconde partie montre comment ces mesures peuvent se présenter sous forme de

Bulletin SEV/VSE 9/96
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im FI-Sortiment von CMC Schaffhausen:
2polige Fehlerstromschutzschalter

FIK kurzzeitverzogert

Speziell fur den Einsatz bei FL-Leuchten
mit elektronischen Vorschaltgeraten, bei
langen Installationsleitungen und bei
Anschlissen von PC-Geraten

FILS-

gelegentl.
_testen

Kurzzeitverzogerte Fehlerstromschutzschalter
FIK4 4polig, FIKP2 2polig und kombinierte
Fehlerstrom- und Leitungsschutzschalter
FIK-LP2 2polig.
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