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L'analyse de sécurité constitue une part importante de I'exploitation d'un réseau électrique.
Dans le cas d'une analyse systématique des contingences simples ou voire doubles, la nature
combinatoire du probléme nécessite un temps de calcul supérieur a celui disponible pour
une analyse en temps réel. Parmi les récentes approches proposées dans les publications
scientifiques, certaines font appel a I'utilisation de techniques d'intelligence artificielle et
plus particulierement aux systémes experts. Un nouveau systéme expert modulaire,
présenté dans cet article, est le résultat de I'application de ces techniques a I'analyse de
sécurité des réseaux de transport d’énergie électrique.

L'intelligence artificielle fait son
entrée dans les centres de conduite

Sesam - un systéme expert modulaire pour I'analyse de sécurité d'un réseau de transport

d'énergie électrique
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B Christian Tinguely et Alain Germond

Nul ne saurait contester I'importance pri-
mordiale de I'énergie électrique pour 1'in-
dustrie, les services, les transports et notre vie
quotidienne. 11 est essentiel que le systeme
Production-Transport-Distribution fonction-
ne de maniere siire et fiable. Cependant, la
possibilité d’un incident de grande envergure
subsiste. De maniere a réduire la possibilité
d’un tel incident, il est essentiel de connaitre a
chaque instant quels sont les incidents vul-
nérables pour le réseau.

Le Laboratoire de réseaux d’énergie élec-
trique de I'EPFL étudie, depuis 1986, la pos-
sibilité d’appliquer les techniques d’intelli-
gence artificielle aux réseaux électriques. Une
premiere étape a consisté a développer un
prototype de systeme expert en Prolog pour
les ordres de manceuvre dans une sous-station
[1]. Ce premier prototype a montré I'intérét
d’une telle approche.

L’analyse de sécurité d’un réseau élec-
trique est une tiche difficile. La nature
combinatoire et le temps de calcul non négli-
geable de la tache laissent entrevoir 1'intérét
d’une approche systeme expert. Le propos de
cet article est de présenter le prototype d’un
systeme expert modulaire, appelé Sesam, qui
résulte d’une recherche financée par le Fonds

national pour la recherche énergétique (Neff).
Apres avoir défini la notion de sécurité en
régime permanent, I"approche choisie est pré-
sentée. Les connaissances utilisées, plus par-
ticulierement les principes considérés par Se-
sam seront brievement présentés. La réalisa-
tion et I’évaluation de Sesam sont finalement
discutées.

L'analyse de sécurité d'un réseau
électrique

La notion d’analyse de sécurité

La fiabilité est une qualité intrinseque a la
maniere dont le réseau de transport a été
concu, planifié, étendu. Elle est obtenue prin-
cipalement grice a:

— une exploitation maillée du réseau élec-
trique

— un dédoublement de lignes et de transfor-
mateurs

— des interconnections entre différents ré-
seaux électriques.

La fiabilité qualifie le réseau a long terme.
Au contraire, la sécurité doit étre comprise
comme la fiabilité instantanée. Deux princi-
paux types de sécurité sont considérés:

— sécurité en régime permanent
— sécurité dynamique.
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La sécurité d’un réseau d’énergie élec-
trique est une fonction déterministe, dépen-
dante du temps et des conditions instantanées
d’exploitation: «La sécurité d’un réseau
électrique est la capacité du systeme a
fonctionner normalement malgré des acci-
dents non planifiés des équipements, appelés
contingences» [2]. L’état normal de fonc-
tionnement est aussi appelé état préventif.
Dans 1’état normal, le systeme génération-
transmission fonctionne de maniére a ce que
les demandes de tous les consommateurs
soient satisfaites a la fréquence standard,
aux niveaux de tension de fonctionnement et
sans violation des limites thermiques des
ouvrages.

Exigences pour une méthode d’analyse
de sécurité

Les différentes techniques proposées dans
les publications scientifiques [3-7] cherchent
a déterminer les contingences critiques sans
procéder a une analyse systématique et com-
plete des différentes contingences a I'aide
d’un calcul complet de répartition de puis-
sance. Les deux exigences fondamentales
d’une méthode d’analyse de contingences en
temps réel sont:

— temps de calcul réduit en comparaison
d’une analyse systématique des contin-
gences a 'aide d’un calcul complet de
répartition de puissance

— précision de la méthode.

Sesam - une nouvelle approche
pour I'analyse de sécurité

Les sources des connaissances

L’approche présentée ici a permis de dé-
velopper un systeme expert modulaire. La
fonction de Sesam est le traitement de la
sécurité en régime permanent et plus parti-
culierement I’identification des contingences
simples ou doubles qui créent des violations
des contraintes thermiques. La source de con-
naissances est triple:

— connaissances provenant de I’expert

— connaissances provenant de I'analyse de
la situation présente du réseau

— connaissances provenant de I’expérience
associée a I’analyse de situations anté-
rieures.

Sesam est qualifié d’hybride, car il com-
prend des connaissances de nature logique
(regles de production, structure d’objets, heu-
ristiques), mais aussi des connaissances de
nature procédurale. Sesam est capable de
traiter ces deux sources d’informations de
manicre a établir un diagnostic a la suite
d’une analyse de sécurit¢é N-1 ou N-2 ou
d’une demande d’analyse d’une contingence
simple ou double spécifiée par I’opérateur.
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Afin d’analyser la situation courante du
réseau €lectrique, le systéme expert doit pos-
séder des modules qui puissent calculer et
analyser la topologie ou la charge des bran-
ches. De maniere a réduire le temps de calcul
nécessaire pour une analyse de sécurité, le
principe choisi est de ne pas recourir a
I’utilisation systématique d’un calcul de
répartition de puissance pour déterminer le
diagnostic de la contingence. Sesam com-
prend cependant un module de calcul de
répartition de puissance pour déterminer les
transits de puissance au cas ou il ne serait pas
capable d’établir un diagnostic par sa seule
connaissance.

Le role principal du systeme expert est
de gérer I'information a sa disposition et
d’effectuer une synthese des regles déclen-
chées pour déterminer la vulnérabilité du ré-
seau face a la contingence analysée. Le résul-
tat final attendu est une liste des contingences
conduisant a des violations des contraintes
thermiques avec une indication de la sévérité
des violations pour chacune de ces contin-
gences critiques.

Domaine des connaissances
et architecture de Sesam

Les connaissances recueillies pour traiter
le probleme de la sécurité d’un réseau élec-

trique par le systeme expert Sesam peuvent |

étre classifiées en quatre groupes principaux:

— connaissances nécessaires pour déterminer
de maniere quantitative la vulnérabilité du
systeme face a la contingence

— connaissances utilisées pour déterminer
de maniere qualitative la vulnérabilité du
systéme face a la contingence

Interface utilisateur
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[

A 4
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T
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Figure 1 Architecture du systéme expert Sesam

— connaissances nécessaires pour filtrer les
contingences a présenter a I'utilisateur

— connaissances utilisées pour déterminer
sl existe des recommandations qui puis-
sent permettre au réseau de retrouver un
état sain.

L’architecture de Sesam est représentée a
la figure 1. Seuls les deux premiers domaines
de connaissances mentionnés ci-dessus font
I’objet d’un développement dans le cadre de
cet article.

Les coefficients d’influence de courant
comme base de connaissances
quantitatives

Les regles obtenues par une approche clas-
sique des systemes experts, ¢’est-a-dire spé-
cifiées par des experts, ne peuvent pas facile-
ment étre généralisées et appliquées a dif-
férents réseaux électriques. De maniere gé-
nérale, les contingences ont une influence sur
un nombre restreint de branches. Au lieu de
considérer un critére de proximité géogra-
phique, comme il est intuitivement 1égitime
de le penser, il est préférable de considérer un
crittre basé sur I’évaluation de la distance
électrique entre la branche ou les branches
déclenchées et les autres branches du réseau
électrique. Cette distance est utilisée pour
déterminer la partie du réseau influencée par
la contingence.

L’approche proposée consiste a générer de
maniere systématique une base de connais-
sances quantitatives pour le réseau électrique
considéré. Cette base de connaissances est
similaire a la connaissance intuitive qu’un
expert détient pour un réseau électrique de
taille limitée, mais elle est obtenue pour un
réseau de taille étendue en utilisant une ap-
proche numérique. Cette nouvelle approche
consiste a exploiter les résultats d’une ana-
lyse systématique des contingences simples
pour constituer une base de connaissances.
Elle est obtenue a I’aide de calculs de réparti-
tion de puissance en temps différé pour un
point de fonctionnement et une topologie du
réseau €lectrique étudié.

Une analyse systématique des contin-
gences simples, pour un état de charge et de
production du réseau considéré, permet de
quantifier I'influence de chacune des bran-
ches déclenchées sur toutes les autres bran-
ches du réseau. L’influence de la branche
déclenchée sur les autres branches est repré-
sentée par un coefficient d’influence de cou-
rant complexe o, qui quantifie I'influence de
la branche déclenchée k sur le courant circu-
lant dans la branche b. Ce coefficient
d’influence est défini de la maniere suivante:

.qJ)k=(lb—lba)/lk

I, Courant dans la branche b apres le dé-
clenchement de la branche k

1, Courant dans la branche b avant le dé-
clenchement de la branche k
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Figure 2 Principe de I'extraction des regles

I, Courant dans la branche k avant son dé-
clenchement

o Coefficient o dimensionnel d’influence
de courant pour la branche b dans le cas
du déclenchement de la branche k.

La base de connaissances est créée en trai-
tant systématiquement toutes les contin-
gences simples, c’est-a-dire en calculant
I'influence de chacun des déclenchements
sur le courant qui circule dans les autres bran-
ches. L’ensemble des vecteurs de coef-
ficients d’influence de courant ainsi obtenus
constituent la base de connaissances. Elle
peut étre utilisée de deux manieres différen-
tes. La premiére utilisation consiste a déter-
miner I’état du réseau, ¢’est-a-dire les transits
de puissance dans les branches du réseau suite
a une contingence simple autour du point de
fonctionnement pour lequel la base de con-
naissances a été établie. Il est également pos-
sible d’étendre la méthode au calcul des
contingences doubles avec la base de connais-
sances correspondante au point de fonctionne-
ment pour lequel elle a été établie [8].

La deuxieme utilisation de la base de con-
naissances sert a valider et extraire des regles
qui peuvent étre ensuite utilisées en temps
réel pour déterminer 1’état du réseau suite a
des contingences simples et doubles. Un des
avantages de cette approche est de pouvoir
extraire automatiquement des regles qui
peuvent étre validées en phase d’expéri-
mentation, en comparant 1’état du réseau ob-
tenu a I'aide d’un calcul de répartition de
puissance et 1’état du réseau obtenu en consi-
dérant I'utilisation des régles extraites [9].
L’utilisation de ces régles permet de détermi-
ner les contingences pour lesquelles il est
possible d’estimer les transits dans les bran-
ches du réseau. La figure 2 illustre le principe
de I’extraction des régles a partir de la base de
connaissances.

Comment traiter les connaissances
qualitatives?

Le processus d’acquisition de connais-
sances vise 2 identifier, formuler et traiter la
connaissance nécessaire a la résolution du
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probleme par le systtme expert. De maniere
générale, la tiche est rendue difficile, car les
experts ont de la peine a prendre suffisam-
ment de recul pour analyser leurs pensées et
leurs modes de raisonnement. Les mécanis-
mes de réflexion des experts sont le plus sou-
vent dirigés par une reconnaissance de situa-
tions qui se base sur le regroupement de fac-
teurs ou de caractéristiques. Ces caractéris-
tiques proviennent de I’expérience acquise
au cours des années. La connaissance est gé-
néralement contenue dans un répertoire de
situations liées entre elles par des liens sub-
conscients. Ces situations mémorisées per-
mettent de réagir rapidement a une situation,
mais elles ne permettent pas d’expliquer
de maniere détaillée et succincte les étapes
qui ont amené l'opérateur a émettre un
diagnostic. En résumé, les opérateurs ressen-
tent de la difficulté a expliquer les étapes
de leur raisonnement, car ils ne sont souvent
pas conscients de la structure de leur connais-
sance.

De maniere a exploiter la connaissance
contenue dans I’analyse de situations cri-
tiques par un opérateur, il est essentiel
d’identifier le contexte de chacune des situa-
tions et la maniére de juxtaposer les différents
facteurs pris en considération. La connais-
sance recensée porte sur I’identification de
situations critiques et sur des recommanda-
tions qui permettent au réseau de retrouver un
état sain. Il a été également demandé aux
opérateurs de mentionner une explication
pour chacune des contingences critiques. Les
principaux facteurs recensés aupres des ex-
perts pour caractériser le contexte dans lequel
survient une situation critique dans une zone
électrique sont les suivants:

— période de ’année

— température extérieure

— somme des productions dans la zone élec-
trique

— somme de la demande des consommateurs

— débit des rivieres

— niveau de charge des ouvrages inclus dans
la contingence

Systéeme expéﬁ

— niveau de charge d’autres ouvrages consi-
dérés pour exprimer le contexte d’une
contingence.

De maniere générale, 1’opérateur recourt a
de nombreux modes de raisonnement. Ceux-
ci sont souvent difficiles ou méme impossi-
bles a formaliser. Le raisonnement par classi-
fication constitue I’un d’eux. Il consiste, pour
I'opérateur, a se remémorer une situation
déja rencontrée pour traiter une nouvelle si-
tuation. Il permet de revenir a un niveau
d’abstraction ou il est plus facile de mani-
puler les concepts.

Cependant, ce mode de raisonnement est le
plus souvent basé sur des connaissances et
des données entachées d’incertitudes et
d’imprécisions. L’imprécision de I’expres-
sion de la connaissance provient de la nature
qualitative du langage. Les opérateurs raison-
nent et pensent en utilisant des qualificatifs
tels que chaud, froid, assez chaud au lieu de
termes numériques précis, telle la tempéra-
ture mesurée. De plus, les décisions sont gé-
néralement nuancées et non pas tranchées.
Parallélement, les connaissances recueillies
aupres de différents experts ne sont pas
totalement semblables. L’approche adoptée
dans Sesam pour exploiter ces connaissances
est basée sur la théorie de la logique floue.
Elle prend en considération I'imprécis et
Iincertain associés a un élément de connais-
sance.

Approche basée sur la notion
de sous-ensemble flou

Un sous-ensemble flou est simplement une
collection d’objets. L’utilisation d’en-
sembles traditionnels imposent I’apparte-
nance rigide de chacun des objets a I’en-
semble. Un objet appartient totalement a
I’ensemble ou il n’en fait pas partie. Par
exemple, I’ensemble des températures chau-
des peut étre défini comme toutes les tem-
pératures comprises entre 20 et 25 degrés.
Par conséquent, il n’est pas possible d’asso-
cier Iattribut «chaud» a une température de
19,5 degrés. Cette distinction imposée par
I'utilisation d’ensembles rigides apparait
comme irréelle. Pour remédier a la rigidité
des ensembles traditionnels, la notion de
sous-ensemble flou a été introduite par Lofti
Zadeh. La notion de flou permet d’adapter un
modele de connaissance au contenu évolutif
et incertain de son environnement.

Les sous-ensembles flous permettent de
considérer une relation d’appartenance
partielle d’un objet a un sous-ensemble tout
en garantissant une transition graduelle de
I’appartenance a la non-appartenance au
sous-ensemble flou (figure 3). Un sous-en-
semble flou A appartenant au référentiel D est
spécifié par une fonction d’appartenance
1A (x) a valeur définie dans [0,1]. uA (x) cons-
titue le degré d’appartenance de x € A C D.
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Contrairement a une distribution de pro-
babilités, la somme des événements d’une
fonction d’appartenance ne doit pas étre
égale a 1.

Les regles comprenant de la logique floue
sont semblables aux regles de production tra-
ditionnelles d’un systeme expert. Elles com-
prennent une partie prémisse constituée
d’une ou plusieurs propositions floues et une
conclusion comprenant une ou plusieurs con-
séquences ou actions. De maniere générale,
une proposition floue est de la forme «X est
F». X est une variable qui peut prendre des
valeurs comprises dans le référentiel D, et F/
constitue un sous-ensemble flou. Le terme de
proposition floue est utilisé pour parler d’une
proposition dont la vérité est affirmée tout en
sachant qu’elle contient du flou.

Le raisonnement par classification néces-
site la comparaison de deux propositions ol la
premicre «X est A» est donnée. Cette pre-
miere proposition est mise en relation avec la
deuxiéme proposition «X est B». B constitue
un sous-ensemble flou associé au référentiel
D. La premiere proposition est filtrée sur la
base de la deuxieme proposition, de manicre
a déterminer son acceptation. La comparai-
son des deux propositions peut étre caractéri-
sée par deux quantités, P(B/A) et N(B/A), qui
représentent respectivement la possibilité et
la nécessité que «X soit B» tout en sachant
que «X est A». Par exemple, cela signifie la
possibilité et la nécessité que la température
soit chaude tout en sachant que la tempéra-
ture est de 25 degrés. Sur la base de ces deux
mesures, la proposition floue est acceptée ou
refusée [10].

Les différents facteurs considérés par les
experts d’un réseau électrique pour I’analyse
de sécurité doivent étre exprimés sous la
forme de variables floues avant de pouvoir
étre utilisés dans un systéme expert. Les varia-
bles floues se réferent aux quantités physi-
ques considérées, comme la température ou
la demande dans une zone électrique. A
chaque description linguistique («tres froid»,
«chaud», etc.), associée a une variable floue

(p.ex. la température), correspond un sous-
ensemble flou.

Reégles comprenant des propositions
floues et non floues

Chaque regle [11] dans la base de connais-
sances comprend une prémisse et une conclu-
sion. La prémisse est constituée d’une combi-
naison de propositions floues et non floues. Si
toutes les propositions sont acceptables, la
conclusion de la régle indique si la contin-
gence est critique ou non. Pour une contin-
gence critique, une liste des principaux ouvra-
ges surchargés est spécifiée. La conclusion de
la regle peut également comprendre une liste
d’actions a effectuer par I’opérateur pour per-
mettre au réseau de réintégrer un état normal.
Un exemple de regle est présenté ci-dessous.
Les quatre premicres conditions ci-dessous
ne sont pas floues et permettent d’identifier
rapidement si la régle peut s’appliquer a la
contingence considérée. Par contre, les cinq
conditions suivantes doivent étre analysées
en appliquant un filtrage flou, de maniere a
déterminer leur acceptabilité sur la base du
point de fonctionnement du réseau et des gran-
deurs physiques extérieures (température, etc.):

SI'  Identification de la zone €lectrique est 2
ET Type de contingence est un déclenche-
ment simple d’une ligne 220 kV

ET Nceuds aux deux extrémités
de I’ouvrage sont Bus 23 et Bus 216
ET Période d’exploitation est hiver heure
pleine
ET Température est froide
ET Production de la zone €lectrique
est faible
ET Demande de la zone €lectrique
est élevée
ET Niveau de charge de la ligne
est environ de 80%
ET Niveau de charge du transformateur
Bus 33-Bus 23 est environ de 75%

ALORS Contingence est critique et les
lignes suivantes sont probablement
surchargées:

— Bus 23-Bus 21
— Bus 13-Bus 12, Bus 12-Bus 116,
Bus 116-Bus 112, Bus 112-Bus 117.

Réalisation et validation
du systéme expert

Généralités

11 faut clairement distinguer le systéme ex-
pert, ¢’est-a-dire la forme sous laquelle il sera
mis a disposition de I'utilisateur final, et
I’ensemble des outils mis en ceuvre pour le
développer. Le systeme expert est dédi€ a une
application déterminée, par exemple 1’ana-
lyse de sécurité. Ce systtme est considéré
comme fermé, car son évolution est garantie
uniquement dans le cadre de I’application
pour laquelle il est destiné. A 1’opposé, les
outils génériques de systemes experts sont
utilisés pour le développement d’applications
et sont par conséquent considérés comme des
systemes ouverts. Actuellement, il existe sur
le marché un grand nombre d’outils plus ou
moins sophistiqués pour le développement
de systemes experts. Ces différents outils
peuvent étre regroupés en deux classes prin-
cipales:

— les outils de base
— les générateurs d’applications (shells).

Les outils de base comprennent non seule-
ment les langages procéduraux classiques tel
que le langage C, mais également des lan-
gages de programmation développés pour
les besoins de lintelligence artificielle
(Lisp, Prolog).

Les générateurs d’applications sont des
outils qui simplifient considérablement le tra-
vail de développement des systémes experts.
Ils ne nécessitent pas I’écriture du moteur
d’inférence et les différents outils nécessaires
pour son exploitation. En contrepartie, ils ne
permettent pas d’assurer une vitesse d’exé-
cution rapide en comparaison de celle offerte
par un langage classique de programmation
comme le langage C. Ils fournissent cepen-
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Figure 4 Interface graphique du systéme expert Sesam

dant la possibilité de développer de nouveaux
outils en faisant appel a un langage comme le
C, Lisp. Ils permettent 1'acquisition et la
représentation de la connaissance propre au
domaine. Ces générateurs de systemes ex-
perts comprennent des éditeurs pour intro-
duire, modifier et structurer la connaissance;
des facilités d’entrée-sortie pour interfacer le
systeme avec d’autres langages ou produits
commerciaux et finalement, des mécanismes
d’inférence sophistiqués comme ceux décrits
dans P'article [11]. Les principales carac-
téristiques des outils de développement de
systemes experts sont les suivantes:

— méthodes de représentation de connais-
sances

~ complexité des mécanismes d’inférence
disponibles pour exploiter la base de con-
naissances

~ portabilité de 1’application sur différentes
plates-formes

~ qualité de I'interface pour la conception du
systeme expert

~ coft de I'outil.

La réalisation de Sesam

En ce qui concerne Sesam, le choix a été
effectué en insistant sur la disponibilité de
mécanismes de représentation et d’inférences
sophistiqués. De par la nature hybride du sys-
teme expert, il est également nécessaire de
disposer de facilités d’entrée-sortie. En ana-
lysant les différents produits du marché infor-
matique, en tenant également compte de la
disponibilité de stations de travail Unix HP-
Apollo, le choix s’est porté sur I'utilisation de
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Nexpert Object de la société Neuron Data.
Dans sa version complete, Nexpert comprend
d’une part un interface graphique utilisé pour
spécifier les regles appliquées aux objets de la
base de faits. L’interface permet de visualiser
pas a pas le raisonnement en cours. Finale-
ment, les regles peuvent étre déclenchées aus-
si bien en chainage avant que arriere [11].
D’autre part, Nexpert comprend une librairie
écrite en C qui permet d’accéder et modifier
toutes les ressources courantes de 1’applica-
tion. Ce ne sont que quelques-unes des princi-
pales caractéristiques de Nexpert.

Plusieurs logiciels commerciaux fournis-
sent de I"aide pour la réalisation d’interfaces
graphiques. Les plus récents générent auto-
matiquement le code minimal nécessaire au
fonctionnement de base de I’application. Par-
mi ceux-ci, le logiciel Open-Interface de la
société Neuron Data, utilisé dans le cas de
Sesam, permet en plus la portabilité de
I"application développée sur I’ensembles des
plate-formes du commerce (PC, Macintosh,
Unix, VMS, etc.). Dans sa version de dé-
veloppement, Open-Interface propose d’une
part un puissant et convivial éditeur pour le
design de I'interface de base (placement des
éléments, disposition des boutons, définition
des menus, etc.) et d’autre part une librairie
pour la gestion des multiples ressources dis-
ponibles. La programmation est effectuée en
langage C et le principe de programmation est
semblable a celui de X-Window. L’interface
graphique réalisé avec Open-Interface com-
prend trois modes distincts de fonctionne-
ment:

Systeme expert

— définition des données électriques et gra-
phiques

— acquisition des requétes de I’opérateur
(analyse systématique des contingences ou
spécification individuelle en utilisant la
souris)

— représentation graphique du diagnostic
pour la requéte spécifiée. Cette représenta-
tion est effectuée en utilisant le schéma en
ligne du réseau (figure 4).

Validation de Sesam
pour le réseau suisse a haute tension

Il y a principalement deux aspects sous-
jacents a I’évaluation des performances d’un
systéme expert. Le premier est de déterminer
si le systeme expert est capable de résoudre le
probleme. Le deuxieme aspect consiste a
comparer le diagnostic du systeme expert
avec une méthode capable de résoudre
le méme probleme. Ces deux principaux
aspects de I’évaluation visent simplement
a identifier si Sesam répond a la fonction
désirée.

Sesam a été validé en effectuant des analy-
ses de sécurité pour le réseau suisse a haute
tension 380 kV/220 kV et la partie ouest
125 kV du réseau. Quatre différentes situa-
tions de charge ont été considérées. Une situa-
tion d’été heure pleine et trois situations
d’hiver dont une en période de faible charge
et les deux autres en période de forte charge.
Le modele du réseau utilisé comprend au total
160 nceuds et 265 branches. L’évaluation de
Sesam effectuée sous une forme limitée a
partir de quatre différentes situations de
charge permet de faire ressortir quelques-uns
des points forts de cette approche [12]:

Robustesse: Les erreurs de diagnostic sont
faibles pour les analyses de sécurité N-1 et
N-2. En examinant plus en détail les contin-
gences pour lesquelles le diagnostic est er-
roné, il apparait que ce sont toujours des con-
tingences conduisant le réseau dans un état ou
la charge d’une branche se trouve dans le
voisinage (£ 5%) de la limite thermique auto-
risée. Les résultats obtenus font ressortir le
caractere robuste de I’approche choisie.

Rapidité: La comparaison des temps
nécessaires pour une analyse systématique
des contingences simples indique un gain de
I’ordre d’un facteur 5 par rapport a une appro-
che classique basée sur un calcul de répar-
tition de puissance (Newton Raphson dé-
couplé rapide). En utilisant une station de
travail Unix HP-Apollo série 9000, modele
710 (59 MIPS) et le réseau suisse traité, le
temps nécessaire pour une analyse de sécurité
N-1 est de 70 secondes. Ces résultats permet-
tent d’envisager une exploitation en temps
réel. De méme pour I’analyse de sécurité N-2,
le gain de temps obtenu est de I’ordre d’un
facteur 7 et 'analyse complete sur la méme
machine nécessite en moyenne 2 heures. En
considérant les objectifs a atteindre pour une
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méthode d’analyse de sécurité, I’approche
proposée satisfait le compromis a trouver
entre rapidité et précision de la méthode
pour I'analyse de sécurité N-1. Une analyse
systématique des contingences doubles en
temps réel n’est pas envisageable pour le
moment.

Flexibilité: Cette approche est relative-
ment flexible car les connaissances spéci-
fiques au réseau traité sont indépendantes de
la base de regles et de faits. Seules les regles
recueillies aupres des exploitants dépendent
du réseau traité, mais celles-ci sont contenues
dans une base de regles indépendante. Les
connaissances propres a ’analyse de situa-
tions antérieures, c’est-a-dire utilisées pour la
création d’une base de connaissances quanti-
tatives, peuvent étre facilement générées a
partir de différents points de fonctionnement
pour le réseau considéré.

Possibilité d’extension: En choisissant une
approche systéme expert, il est en tout temps
possible d’ajouter ou enlever des régles. Le
prototype développé comprend quelques 200
regles de base qui assurent le fonctionnement
logique du processus de recherche de diag-
nostic. A coté de ces regles de base qui cons-
tituent le noyau du systéme expert, il est pos-
sible d’enrichir le systeme de regles propres
au réseau considéré. Ces regles sont introdui-
tes sous forme d’une description en langage
naturel qui ne nécessite aucune connaissance
spécifique de Nexpert Object.

Conclusion

L’analyse de sécurité en temps réel d’un
réseau €lectrique reste un obstacle de par sa
nature combinatoire. Le recours a une appro-
che systeme expert, comme alternative a une
approche classique basée sur I'utilisation
d’un calcul de répartition de puissance, per-
met de réduire le temps de calcul nécessaire
tout en assurant un diagnostic de qualité. La
prise en considération de connaissances di-
verses (quantitatives et qualitatives) par Se-
sam a été rendue possible grace a I’adoption
d’un outil de développement de systeme ex-
pert puissant. La combinaison de plusieurs
techniques d’intelligence artificielle (pro-
grammation objet, regles de production, lo-
gique floue) et d’informatique classique
(Fortran, C) fournit une solution appropriée a
la recherche d’un diagnostic pour une contin-
gence.

L’évaluation effectuée, a 1’aide d’un nom-
bre restreint de situations de charge, a mis en
évidence les qualités de la fonctionnalité
offerte par Sesam. Il s’agit maintenant de
pouvoir intégrer Sesam dans un centre de con-
duite (interfacer avec le Scada) de maniere a
vérifier les performances obtenues en labora-
toire et bénéficier de son utilité.
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thé,re Sicherheit elektrischer Netze
dank kiinstlicher Intelligenz

Sesam - ein modulares Expertensystem fiir die Analyse der Sicherheit
elektrischer Energieiibertragungsnetze

Die Sicherheitsanalyse ist eine wichtige Teilaufgabe der Betriebsfiihrung elektri-
scher Netze. Eine systematische Analyse aller moglichen einfachen oder gar doppelten
Fehler ist aber wegen der grossen kombinatorischen Anzahl der Moglichkeiten aus
Zeitgriinden im allgemeinen nicht durch Echtzeitrechnungen moglich. Aus diesen
Griinden wird in der neueren Literatur zunehmend ein Einsatz der kiinstlichen Intelli-
genz und insbesondere von Expertensystemen empfohlen. Im vorliegenden Artikel wird
unter der Bezeichnung Sesam ein solches Expertensystem fiir die Analyse der Sicher-
heit elektrischer Energieiibertragungsnetze beschrieben; es ist in der Lage, komplette
N-1- und N-2-Analysen durchzufiihren oder Diagnosen fiir spezifische Storfille zu
erstellen. '

Nach einer Vorstellung des Konzeptes dieses Expertensystems (Fig. 1) werden die
verschiedenen Formen des Wissens und ihre Quellen dargestellt. Die Wissensbasis
dieses Expertensystems wird hauptsdchlich aus drei Quellen gewonnen und zu Regeln
verarbeitet: aus dem Wissen von Experten, aus Berechnungen der Netzzustinde
(Figur 2) und aus Erfahrungen von fritheren Situationen. Das vorgestellte Experten-
system kann mit Hilfe der Fuzzy-Logik auch unscharfe Informationen verarbeiten; die
Methode wird im Artikel kurz beschrieben. Die auf der Basis von Open-Interface
(Neuron Data) realisierte Bedienungsoberfléche stellt je einen Modus fiir die Eingabe
der elektrischen und graphischen Daten, fiir die Definition der beziiglich Sicherheit zu
untersuchenden Netzzustinde sowie fiir die Ausgabe der Resultate und Diagnosen
(Figur 4) zur Verfiigung. Mit Sicherheitsanalysen im schweizerischen Hochspannungs-
netz konnte die Funktionstiichtigkeit des Expertensystems bestitigt werden.
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