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Bliroinformatik

Biiroinformatik in der Praxis

Teil 1: Schlagworte und Realitédten

René Marolf und Urs Sigrist

Die Bliroinformatik I6st die tradi-
tionellen Aufgaben der Bliro-
automation und -kommunikation
auf neue Weise. Es ist deshalb
naheliegend, die bislang verwen-
deten Methoden als Massstab
zu verwenden, an dem sich die
neuen Lésungen messen lassen
miissen. Der vorliegende Beitrag
unterstiitzt den Anwender in

der vergleichenden Bewertung
unterschiedlicher Lésungen.

In einem zweiten Teil’ werden
diese Betrachtungen mit prakti-
schen Beispielen untermauert.

Dans les bureaux I'informatique
apporte des solutions inédites
aux éxigences traditionelles d’au-
tomation et de communication.

Il est donc justifié de comparer
ces nouvelles procédures aux
méthodes en usage jusqu’a ce
jour. Le présent exposé assiste
I'utilisateur dans son évaluation
des diverses solutions. Ces consi-
dérations seront étayées par

des exemples dans la deuxieme
partie de I'article’.

Adresse der Autoren

Dr. René Marolfund Urs Sigrist. Colenco Power
Consulting AG, Parkstrasse 27, 5401 Baden

Der Begriff Bliroinformatik ldsst ei-
nen weiten Interpretationsspielraum
zu — von der einfachen Textverarbei-
tung auf einem einzelnen Arbeits-
platzrechner zur voll vernetzten Infor-
mationsverarbeitung im Unterneh-
men. Dementsprechend sind seine
beiden Komponenten — die Automati-
sierung und die Kommunikation -
sehr unterschiedlich ausgeprigt.

Wihrend Biiroautomation ohne
Kommunikation meist wenig Sinn
macht, ldsst sich tiber die im konkre-
ten Fall angemessene Art der Kom-
munikation sehr wohl diskutieren; sie
kann von der miindlichen Kommuni-
kation iiber die text- und graphikbezo-
gene Kommunikation, die Mensch-zu-
Rechner- bis zur Rechner-zu-Rech-
ner-Kommunikation reichen.

Im Mittelpunkt zahlreicher Publika-
tionen, die sich mit vorwiegend kon-
zeptionellen Aspekten der Biiroinfor-
matik befassen, steht ein lokales Netz-
werk, ein Local Area Network
(LAN). Nun darf aber nicht iiberse-
hen werden, dass in vielen Fillen ein
LAN zwar eine notwendige, nicht
aber eine hinreichende Bedingung fiir
ein integriertes Informationsverarbei-
tungskonzept darstellt, wihrend in an-
dern Fillen wiederum auch seine Not-
wendigkeit in Frage gestellt werden
kann. Im allgemeinen 16st ein LAN —
wie die Biiroinformatik generell - kei-
ne neuen Aufgaben, sondern bisheri-
ge Aufgaben auf neue Art. Es ist des-
halb naheliegend, bislang verwendete
Methoden als Massstab zu verwen-
den, an denen sich neue Losungen
messen miissen.

Im vorliegenden Beitrag werden
konzeptionelle Aspekte bewusst in
den Hintergrund gestellt. Im Mittel-
punkt stehen auch nicht LANs, son-
dern die Aufgaben der Biiroinforma-
tik (etwas konkreter: der Einsatz des
Arbeitsplatzrechners im Biiro)

schlechthin. In einem weiteren Bei-
trag, der in einem spiteren Heft des
Bulletin SEV/VSE! erscheinen wird,
sollen dann fiir einige typische An-
wenderkreise angemessene Netzwerk-
16sungen skizziert werden.

Die Aufgaben der Biiroinformatik
sind sehr vielfiltig; sie umfassen unter
anderem:

- Textverarbeitung

— Tabellenkalkulation

— Datenverwaltung

— Kommunikation

- Dokumentenablage

— Erstellen von Prisentations-
Geschiftsgraphiken

- Erstellen von Dokumentationen je-
der Art

- Fiihren von Agenden, Terminpla-
nung

Diese Vielfalt darf nicht dariiber
hinwegtduschen, dass heute wohl in
den meisten Fillen der Textverarbei-
tung die weit iiberragende Bedeutung
zukommt.

und

Resource Sharing —
Kostensenkung oder
Kostenverschiebung?

Eine oft genannte — und oft auch
berechtigte — Begriindung fiir die Ein-
fithrung eines lokalen Netzwerkes ist
das sogenannte Resource Sharing, die
gemeinsame Verwendung bestimmter
Gerite und Datenbestédnde durch eine
vorgingig festgelegte, am Netzwerk
angeschlossene Beniitzergruppe. Nun
hat natiirlich ein Netzwerk auch sei-
nen Preis und es stellt sich die Frage,
ob mit dessen Einfiihrung tatsdchlich
Kosten gespart oder bloss Kosten ver-
schoben werden, also etwa teure Ar-
beitsplatzdrucker durch teure Netz-

! Heft 9/91
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werkanschliisse  samt  aufwendiger
Verkabelung ersetzt werden. Resour-
ce Sharing als leicht hingeworfenes
Schlagwort iiberzeugt nicht. Gehen
wir dem Problem etwas tiefer auf den
Grund, so kommen als gemeinsame
Ressourcen vor allem folgende Hard-
ware-Komponenten in Betracht:

- teure Peripheriegerite wie Hochlei-
stungsdrucker, Plotter usw.

— Telekommunikationsanschliisse
(externe Verbindungen)

— Massenspeicher

- Host-Rechner.

Software von gemeinsamem Inter-
esse umfasst:

— gemeinsam genutzte Datenbestdnde

- Programme fiir Textverarbeitung,
Grafik, Tabellenkalkulation, einfa-
che Datenbanken usw.

Diese Komponenten werden nach-
stehend unter dem Aspekt der Ver-
netzung niher betrachtet.

- Die oft postulierte Gerédtekosten-
Optimierung aufgrund zentraler, ge-
meinsam genutzter Peripheriegerite
lasst sich im konkreten Fall recht zu-
verldssig quantifizieren, indem den
bei den Peripheriegeriten eingespar-
ten Kosten die durch das Netzwerk
verursachten Kosten gegeniiberge-
stellt werden. Angesichts des Preiszer-
falls gewisser Peripheriegerite fiihrt
der Kostenvergleich mitunter zu iiber-
raschenden Resultaten.

— Durch den Einbezug eines Commu-
nication Servers in ein Netzwerk er-
halten samtliche (berechtigten) Netz-
teilnehmer auch Zugang zu externen
Netzen, Datenbanken oder weiteren
Diensten. Alternativ kann dieser Zu-
gang durch individuelle Modems ge-
wihrleistet werden. Auch hier ist im
konkreten Fall ein quantitativer Ko-
stenvergleich kaum problematisch. Im
Extremfall ldsst sich ein externer
Kommunikationsdienst — eine Mail-
box - als geographisch nicht mehr be-
grenztes LAN «missbrauchen».

— die Moglichkeiten der Datenspei-
cherung sind eng mit dem Problem
der Datensicherung und des Daten-
schutzes verbunden; sie werden in ei-
nem folgenden Abschnitt ndher be-
trachtet. Kostenmissig erwachsen in
der Praxis aus der Verwendung von
zentralen  Massenspeichern  keine
grundsétzlichen Vorteile, da bei zen-
traler und dezentraler Speicherung die
gleiche Technologie zum Einsatz
kommt.

— Unerlésslich ist eine Kommunika-
tionsmoglichkeit natiirlich dort, wo
der Zugriff auf leistungsfihige Host-
Rechner gefordert wird. Aber auch
bei Verwendung gemeinsamer Daten-
bestidnde ist eine Vernetzung nahelie-
gend, meist sogar unumginglich; Da-
ten sollen dann nicht mehr system-
sondern netzgebunden sein.

— Vor- und Nachteile gemeinsam zu
nutzender Programme werden im
nachfolgenden Abschnitt beleuchtet.

Rationalisieren durch
Standardisieren — Frustration
durch Gleichmacherei?

Jedes Unternehmen, das sich die
Einfithrung der Biiroinformatik tiber-
legt, aber auch Unternehmen, die ent-
sprechende Hilfsmittel bereits nutzen,
werden immer wieder mit der Frage
konfrontiert, ob beziiglich der im Un-
ternehmen zuzulassenden Software-
Pakete Standards zu vereinbaren
seien oder ob jedem Mitarbeiter un-
eingeschrinkte Freiheit zuzugestehen
sei.

Die Einfiihrung der elektronischen
Biirokommunikation fordert zwar die
Standardisierung. doch ist eine Ver-
netzung weder Voraussetzung fiir die
Standardisierung noch schafft das
Netz einen Zwang zur Standardisie-
rung. Die Frage der Standardisierung
soll deshalb relativ losgelést von der
Problematik der Vernetzung behan-
delt werden.

Auch wenn Einheitlichkeit nicht
per se eine anzustrebende Tugend
darstellt, sprechen doch eine ganze
Reihe von Argumenten fiir eine Stan-
dardisierung:

— Die Kosten fiir die Software-Schu-
lung. vor allem aber jene fiir die An-
wenderunterstiitzung, liegen bei einer
geringeren Programmvielfalt zweifel-
los tiefer. Falls Netzwerkversionen
verwendet werden konnen, reduzie-
ren sich auch die Software-Anschaf-
fungskosten, und zwar zurzeit auf
rund die Hilfte.

— Die arbeitsteilige Bearbeitung von
Text-. Tabellen oder Graphikdateien
oder der gemeinsame Zugriff auf ein-
fache Datenbanken (Adressdateien
usw.) wird wesentlich erleichtert oder
gar erst ermoglicht.

— Erfahrenere Anwender konnen we-
niger gelibte Mitarbeiter besser unter-
stlitzen.

— Eine sorgfiltige, vergleichende und
damit unter Umstédnden recht aufwen-
dige Evaluation neuer Applikationen
ldsst sich eher vertreten.

— Schriftgut und Graphiken haben im
Unternehmen ein einheitliches Aus-
sehen.

— Beniitzer brauchen sich nicht um
die Installation ihrer Programme zu
kiimmern.

Gegen eine allzu rigorose Standar-
disierung sprechen hingegen folgende
Argumente:

— Unterschiedliche Beniitzerklassen
stellen unterschiedliche Anforderun-
gen an ein Programmsystem. Einem
gelegentlichen Benlitzer eines Text-
verarbeitungssystems ist besser ge-
dient, wenn er unter der gleichen Be-
niitzeroberfliche zusitzliche Applika-
tionen nutzen kann, wihrend ein rou-
tinierter Beniitzer vor allem die hohe
Leistungsfihigkeit eines optimierten
Systems fordert.

— Konsequente Standardisierung der
Applikationen bedeutet auch konse-
quente, fiir alle Mitarbeiter synchrone
und verbindliche Einfiihrung neuer
Versionen. Das kann dazu fiihren,
dass gelegentliche Beniitzer einer
Applikation mit dieser tiberhaupt nie
richtig vertraut werden. In diesem Fall
ist die Frustration unvermeidlich.

— Die Frustration kann zusitzlich ge-
férdert werden durch Einengung des
personlichen Spielraumes, der Eigen-
initiative und der personlichen Entfal-
tungsmoglichkeiten. Standardisierung
darf nicht in Gleichmacherei ausarten.

Der Entscheid fiir die eine oder die
andere Variante muss in Kenntnis die-
ser Vor- und Nachteile erfolgen, wo-
bei man vermutlich sehr rasch zur Ein-
sicht gelangt, dass die Wahrheit, bzw.

_ein gangbarer Kompromiss, irgendwo

in der Mitte zwischen ungebundenem
Individualismus und sturer Gleichma-
cherei liegt.

Daten — die wertvollste
Ressource

Vermehrt setzt sich heute die Er-
kenntnis durch, dass Daten - und
nicht etwa Hardware oder Software —
die wertvollste Informatik-Ressource
eines Unternehmens darstellen [1; 2].
Hardware und Programme (soweit
kommerziell verfiigbar oder minde-
stens einwandfrei dokumentiert) sind
jederzeit ersetzbar, Daten nur dann,
wenn ein angemessener Aufwand fiir
die Datensicherung betrieben wurde.
Zusitzlich zum Schutz der Daten vor
Verlust oder mutwilliger Zerstorung
(etwa durch Viren) muss natiirlich
verhindert werden, dass Unbefugte
Zugriff auf vertrauliche Daten haben.
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Lokale Netzwerke bieten neue
Moglichkeiten sowohl zur Datensiche-
rung (Schutz vor Verlust, Verfil-
schung) als auch zum Datenschutz
(Wahrung der Vertraulichkeit der

Daten).
Damit der Datenaustausch zwi-
schen Mitarbeitern sinnvoll wird,

miissen natiirlich Daten von gemein-
samem Interesse vorhanden und fiir
alle betroffenen Mitarbeiter auch in-
terpretierbar sein. Dies scheint trivial,
ist es aber keineswegs. Gemeinsam
nutzbare Datenbestinde entstehen
nicht von selbst — sie setzen, in letzter
Konsequenz, ein unternehmensweites
Datenmodell, eine fiir alle Beteiligten
verbindliche logische Strukturierung
der relevanten Datenbestinde voraus
[3; 4]. Wird diese Tatsache nicht ge-
niigend beachtet, bleibt die Kommu-
nikation im Netzwerk zu oft auf einen
einfachen Datei-Transfer beschrinkt,
eine Aufgabe, die sich mindestens im
Nahbereich durch den Austausch von
Disketten oder gar von beschriebe-
nem Papier einfacher und ebenso effi-
zienter erledigen liesse. Die Einrich-
tung von Bulletin Boards, die sich von
den altvertrauten Anschlagbrettern
nur durch die vornehmere Bezeich-
nung unterscheiden, oder das Versen-
den von Mails, wo bis anhin ein kurzes
Telephon vollig befriedigte, wird dann
zu einer eher durftigen nachtrédglichen
Rechtfertigung eines lokalen Netz-
werkes.

Zur Speicherung individueller Da-
ten sind heute sowohl unter dem
Aspekt der Datensicherheit als auch
unter dem Aspekt des Datenschutzes
drei Moglichkeiten von praktischem
Interesse:

— die zentrale Datenspeicherung im
Netzwerk (auf der Festplatte des Ser-
vers), mit automatischer Sicherung
auf Platte und zusitzlich auf Band
(Back-up) in wihlbaren Zeitinterval-
len. Der Zugriffsschutz erfolgt mittels
Passwort*

— die individuelle Datensicherung auf
Disketten, zweckmadssigerweise mit
gezieltem zusitzlichem Back-up auf
weiteren Disketten

2 Ein Server ist ein Rechner — meist ein leistungs-
fihiger PC oder eine Work Station —. der gewisse
Dienste fiir alle Netzteilnehmer zur Verfiigung
stellt. Hierzu gehoren die erwihnte Datensiche-
rung, die Steuerung zentraler Ressourcen. das Zur-
verfiigungstellen und Laden von Applikationen
usw.

— die individuelle Datensicherung auf
eigener Festplatte mit periodischem
Back-up auf Disketten.

Gemeinsam genutzte Datenbestin-
de sind natiirlich zentral zu speichern
und zu sichern.

Datensicherung

Die Wahl zwischen den ersten bei-
den Varianten ist, soweit es sich um
individuelle Daten handelt, wohl weit-
gehend eine Angelegenheit der per-
sonlichen Préferenz, auch wenn die
respektiven Vor- und Nachteile oft
engagiert diskutiert werden.

Die zentrale Datenspeicherung und
-sicherung auf dem Server — oft in ge-
schiitzten Rdumen mit eingeschridnk-
ter Zutrittsberechtigung — ist wohl die
rationellste Methode, setzt aber ein
recht hohes Vertrauen in die Netz-
Ressourcen und in die Netzbetreuung
voraus. Dieses Vertrauen darf bei
Mitarbeitern, fiir die der PC wohl ein
niitzliches Werkzeug, gleichzeitig aber
auch ein Buch mit sieben Siegeln dar-
stellt, nicht unbedingt vorausgesetzt
werden; es ist liber eine lingere Er-
fahrungsperiode aufzubauen.

Die dezentrale Speicherung/Siche-
rung auf Diskette ist etwas umstiandli-
cher, entspricht aber im allgemeinen
eher der vertrauten Arbeitsmethodik
beziiglich der Dokumentenablage. Sie
hat den zusitzlichen Vorteil, dass Da-
ten jederzeit in der Tasche mitgetra-
gen werden konnen.

Die dritte Methode, individuelle
Datensicherung auf eigener Festplatte
mit periodischem Back-up auf Disket-
ten, erachten wir als wenig empfeh-
lenswert. Sie erfordert sehr viel Diszi-
plin und erlaubt kaum ein effiziente-
res Arbeiten als die zweite.

Gliicklicherweise ldsst ein lokales
Netzwerk die Koexistenz aller drei
Moglichkeiten zu, so dass personli-
chen Priferenzen durchaus Rechnung
getragen werden kann. Ein Entweder-
Oder-Entscheid ist nicht erforderlich.

Datenschutz

Die Uberlegungen beziiglich Da-
tensicherheit lassen sich weitgehend
auf den Datenschutz ausdehnen. Sind
Daten ausschliesslich auf Disketten
gespeichert, bestehen vollig analoge
Verhiltnisse zur herkommlichen Ar-
beitsweise mit einer der Vertraulich-
keit des Dokumentes angemessenen
Ablage. Ein unkontrolliertes Diffun-
dieren der Daten kann nicht stattfin-

den — der Benutzer hat auch physisch
jederzeit die volle Kontrolle iiber sei-
ne Daten.

Bei der zentralen Datenspeicherung
auf dem Netzwerk Server kann durch
entsprechende Zugriffsschutzmecha-
nismen ebenfalls ein hohes Mass an
Datenschutz gewidhrleistet werden. Es
gibt aber stets mindestens einen Mit-
arbeiter — den Systems Operator — der
jederzeit Zugriff auf alle Daten hat.

Unterschwellig besteht bei manchen
potentiellen Netzwerk-Beniitzern eine
verstindliche Hemmung, wertvolle
und vertrauliche Daten einem Server
anzuvertrauen, dessen Standort, des-
sen Zugdnglichkeit und dessen Zuver-
lassigkeit dem Amnwender nicht be-
kannt und von ihm nicht beurteilbar
sind und die er schon gar nicht beein-
flussen kann. Auch hier muss ein Ver-
trauensverhéltnis langfristig und stu-
fenweise aufgebaut werden.

Systemintegritiit und
-verfiigbarkeit

Je intensiver die Moglichkeiten der
Biiroinformatik genutzt werden, je
ausgeprigter die Vernetzung und die
arbeitsteilige Verwendung gemeinsa-
mer Datenbestinde, je vorbehaltslo-
ser der Verlass auf zentrale Netzres-
sourcen, desto wichtiger wird die Si-
cherstellung der Systemintegritit und
der Systemverfiigbarkeit.

Systemintegritit und -verfiigbarkeit
sind heute nur noch in geringem Mass
durch die Ausfallraten einzelner Sy-
stemkomponenten bestimmt. Abgese-
hen von meist Softwarebedingten Pro-
blemen der Einfithrungsphase sind sie
primédr durch eine einwandfreie Sy-
stembetreuung zu gewihrleisten.

Zu den Aufgaben der Systembe-
treuung gehoért heute leider auch der
Schutz vor mutwilligen Storungen. Je-
de Offnung des Systems nach aussen,
sei es iiber einen Communication Ser-
ver, liber ein Modem oder iiber ein
Diskettenlaufwerk, macht das System
verletzbar. Unterschiede bestehen je-
doch im Ausmass der Auswirkungen
und der vertretbaren Abwehrmass-
nahmen sowie in der Zuweisung der
Verantwortung fiir die Einhaltung an-
gemessener Schutzmassnahmen.

Ausblick

Arbeitsplatzrechner sind heute in
vielen Biiros eine Selbstverstdandlich-
keit. Dazu haben sehr leistungsfihige,
beniitzerfreundliche und auf preiswer-
ter, zuverlidssiger Hardware lauffihige
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Applikationen massgeblich beigetra-
gen. Akzeptanzprobleme bei den Mit-
arbeitern sind die Ausnahme. Viele
Unternehmen befinden sich beziiglich
der Einfiihrung der Biiroinformatik
denn auch bereits in einer gewissen
Konsolidierungsphase;  Bestehendes
wird gezielt erweitert, verbessert und
der heute eher stetig verlaufenden
technischen Entwicklung angepasst.

Wo sind weitere Fortschritte wiin-
schenswert und voraussehbar?

Ein wichtiges Feld scheint uns die
externe Kommunikation. Biiroinfor-
matik ist heute noch sehr stark auf das
einzelne Biiro, allenfalls auf einen Bii-
rokomplex beschriankt. Schriftstiicke
werden zwar mit leistungsfihigen
Textverarbeitungssystemen abgefasst,
dann aber auf eine umstdndliche, oft
mehrtigige Reise geschickt, deren
Zeit- und Kostenaufwand nur deshalb

unvermeidlich scheint, weil neben der -

Information auch Papier mit iibertra-
gen wird. Hier liegt ein sehr grosses
Rationalisierungspotential. Um dieses

Potential auch wirklich ausschopfen
zu konnen, ist ein weltweites Daten-
netz erforderlich, das beziiglich Trans-
parenz, Zuginglichkeit und einfacher
Beniitzung dem Telephonnetz nicht
nachstehen sollte.

Der vorstehende Beitrag hat sich
bewusst auf die Biiroinformatik kon-
zentriert. Abschliessend muss nun
darauf hingewiesen werden, dass die-
se Beschrinkung nicht mehr unbe-
dingt der heutigen oder der zukiinfti-
gen Arbeitsmethodik im Biiro ent-
spricht. Dank der Beniitzerfreundlich-
keit moderner PC-Applikationen be-
ginnen sich die Grenzen zwischen
Schreibarbeit, Zeichenarbeit, Erstel-
len und Auswerten von Tabellen, Re-
gistratur und Archivierung zuneh-
mend zu verwischen. Technische,
kaufmidnnische und administrative
Sachbearbeiter nehmen die einleitend
aufgelisteten Aufgaben der Biiroin-
formatik oft zusitzlich zu ihren sach-
bezogenen Aufgaben am eigenen Ar-
beitsplatz wahr. In vielen Fiéllen kann

diese  Arbeitsweise  offensichtlich
durch eine enge Vernetzung unter-
stiitzt werden. Damit aber eine echte
arbeitsteilige Bearbeitung gemeinsa-
mer Datenbestinde erméglicht wird,
miissen — und das ist vielleicht weniger
offensichtlich — zuvor auch gemeinsa-
me Datenstrukturen definiert sein.
Erst dann wird das Netz — oder ein
Netz von Netzen — zum System wer-
den, das dem Mitarbeiter sdmtliche
benotigten Ressourcen am  Arbeits-
platz zur Verfiigung stellt.
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