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Kerntechnologie

Schweizer Ingenieur und Architekt Nr. 37, 13. September 1990

Sicherheit und Risiko

Risikobestimmung -

Eine Bestandsaufnahme der Methodik fur Kernkraftwerke

Das Risiko, das mit dem Einsatz technischer Systeme verbunden ist, be-
schéftigt zunehmend die Fachwelt und die Offentlichkeit. In der Kern-
technik dominiert die Sicherheitsforschung léngst die Forschung insge-
samt; zukiinftige Reaktoren werden noch stérker als bisher unter das
Primat der Sicherheit gestellt. Nach dem Leitsatz «<What can happen will
be» geht die Offentlichkeit zwangsléufig vom Eintreten denkbarer Sze-
narien aus und macht deren denkbare Konsequenzen oft zum alleini-
gen Beurteilungsmasstab; - die erreichte Sicherheit oder der Nutzen
bleiben weitgehend ausser acht. Aus fachlicher Sicht ist die verléssliche
Bestimmung des Risikos eine wichtige Aufgabe und die Voraussetzung
firr den sachgerechten Umgang mit Technik.

Der folgende Beitrag ist ein Versuch, Begriffe und Methodik zu erldu-
tern und am Beispiel der Kernenergie den erreichten Stand der Technik
zu beleuchten, d.h. Méglichkeiten und Grenzen der Risikobestimmung

aufzuzeigen.

Kernkraftwerke decken seit Jahren
etwa 40% des Strombedarfs in der
Schweiz ohne storfallbedingt erhohte

VON WOLFGANG KROGER,
ZURICH, UND SABYASACHI
CHAKRABORTY,
WURENLINGEN

Emissionen radioaktiver Stoffe. Dieser
Nutzen wird von der Offentlichkeit
kaum wahrgenommen. Vielmehr ha-
ben vor allem anderswo aufgetretene
katastrophale Unfille in das Bewusst-
sein geriickt, dass die «segensreiche»
Technik mit Risiken verbunden sein
kann, die in Art und Ausmass neuartig
und unerwartet sind. Zusammen mit
der in Zweifel gezogenen Glaubwiirdig-
keit des Expertenurteils hat sich in eini-
gen Bereichen, vor allem in der Kern-
energie, die Akzeptanzkrise besorg-
niserregend verscharft.

Die systematische Erforschung des Ri-
sikos ist eine gesellschaftliche Aufgabe.
Ihre Notwendigkeit ist aber auch fach-
lich begriindet:

00 Durch die Nutzung neuer Energie-
quellen sind im Laufe der Zeit die
prozessbezogenen Energieumsitze
um Grossenordnungen gestiegen; der
1 m-Fall eines Wassermolekiils - als
Form der mechanischen Energie - setzt
etwa 1 peV (10-%V) frei, chemische Re-
aktionen liegen typischerweise im Be-
reich von 1 eV, wihrend nukleare
(Kern-)Reaktionen auf dem MeV-Ni-
veau (10°eV) ablaufen.

[0 Die Menge und Konzentration po-
tentiell gefihrlicher Stoffe sind - insbe-
sondere bei der Kernenergie - so gross
geworden, dass aufwendige Sicherheits-
vorkehrungen vonnoten sind; die Syste-
me sind sehr komplex geworden. An-
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sonsten Ubliche Sicherheitsstrategien
wie «Versuch und Irrtum» sind hier
nicht mehr praktikabel.

In Kerntechnik waren die Vorausanaly-
se von Storfillen und die Einfiihrung

formalisierter =~ Bewertungsmethoden
fiir die Sicherheit von Anfang an Be-
standteil des Genehmigungsverfah-

rens. Fir die Systemauslegung wurden
«grosste» Storfille/Unfille angenom-
men («GAU-Konzept»), deren Aus-
wahl innerhalb gewisser Grenzen eine
Sache des Ermessens ist. Zur Beantwor-
tung der Frage, welches Risiko solche
Ereignisse verursacht, die die Ausle-
gungsgrenzen Uberschreiten, wurde im
Rahmen der amerikanischen Rasmus-
sen-Studie eine probabilistische Analy-
semethodik entwickelt (PRA) und auf
je eine Anlage mit Druck- und Siede-
wasserreaktor angewendet. Zwischen-
zeitlich wurde die Methodik weiterent-
wickelt, in Teilen standardisiert [1] und
vielfach appliziert.

Grundsédtzliches zur Methodik

In der Umgangssprache gebrauchen
wir den Begriff «Risiko» dann, wenn
ein unerwiinschtes Ereignis zwar nicht
mit Sicherheit eintreten wird, aber auch
nicht véllig ausgeschlossen werden
kann. Nach der allgemein giiltigen ma-
thematischen Definition ist das «Risi-
ko» ein Mass fiir die Wahrscheinlich-
keit eines Schadensereignisses und das
Ausmass des durch sein unterstelltes
Eintreten verursachten Schadens. An
die Stelle des im strengen Sinne dimen-
sionslosen Begriffes «Wahrscheinlich-
keit» («Chance» fiir das Eintreten eines
bestimmten Ereignisses oder Zustan-

des, manchmal auch gedanklich auf
einen Zeitraum bezogen) tritt besser
der  Begriff  «Eintrittshaufigkeit»
(Ereignisse pro Zeiteinheit bzw. Jahr).
Wichtig ist, dass der mathematische Ri-
sikobegriff nur zweidimensional ist; zu-
dem hat sich eine lineare multiplikative
Verkniipfung der beiden Komponenten
eingebiirgert, also

R = H (Ereignisse/Jahr) X S (Schaden/
Ereignis)

Der Grund dafiir liegt in der Erwartung
des Menschen, dass zwischen der Ein-
trittshdufigkeit und dem Schadensaus-
mass eine reziproke Beziehung besteht.
Aus Ereignissen hoher Haufigkeit und
kleinem Schadensausmass resultiert
also rechnerisch das gleiche Risiko wie
aus Ereignissen extremer Seltenheit
und katastrophalen Schadensausmas-
ses, woraus vor allem mit Blick auf Ri-
sikobewertungen Zweifel an der Ver-
tretbarkeit dieser einfachen Produktbil-
dung erkennbar werden. Im folgenden
werden die beiden Komponenten mog-
lichst separat gehalten und behandelt.

Jede, wie auch immer geartete Metho-
dik zur Bestimmung des betriebs- bzw.
unfallbedingten Risikos von Kernkraft-
werken ist mit grundsétzlichen kogniti-
ven und technisch-praktischen Proble-
men konfrontiert:

O Im Zentrum des Interesses stehen
mogliche Schadensereignisse, d.h. Ein-
zelereignisse oder Ereignisketten, mit
katastrophalen Konsequenzen fiir die
Umgebung.  Aufgrund  getroffener
Sicherheitsvorkehrungen sind diese
von vornherein nicht sehr wahrschein-
lich, so dass die Bestimmung und Hand-
habung von Unwahrscheinlichkeit
bzw. Nichteintreten ansteht. Dennoch
sind solche Ereignisse im engen fachli-
chen Sinne nicht auszuschliessen; iiber
den Zeitpunkt eines unterstellten Ein-
tretens sind keine Aussagen mdoglich,
eine Grenze (Abschneidekriterium),
bis zu der Ereignisse zu beriicksichtigen
wiren, miisste vereinbart werden.

[0 Das Nichteintreten solcher Ereignis-
se ist Zielgrosse der Auslegung. Eine di-
rekt nutzbare Statistik gibt es - wunsch-
gemiss - nicht. Die Hiufigkeit von ex-
trem unwahrscheinlichen Ereignisket-
ten muss aus Kombination vieler klei-
ner Fehler/Ereignisse synthetisiert wer-
den. Zusitzliche Unsicherheiten sind
zwangslidufig die Folge; sicherheitstech-
nische Verbesserungen verschirfen
meist paradoxerweise dieses Problem.

(1 In der Praxis sind Wahrscheinlich-
keiten und somit auch die Eintrittshiu-
figkeit von Schadensereignissen nur
iber Stichproben als Schiitzwerte zu be-
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stimmen, die mit Unsicherheiten be-
haftet sind. Diese lassen sich liber den
sog. Vertrauensbereich quantifizieren,
der dem betreffenden Wert eine Aussa-
gesicherheit zuweist. Die Streuung der
oberen und unteren Fraktile, Giblicher-
weise mit 5 und 95% Aussagesicherheit
(d.h. 5 bzw. 95% aller Werte sind klei-
ner oder gleich den angegebenen Wer-
ten) und deren Abweichung vom Mit-
tel- oder Erwartungswert werden um so
grosser, je geringer die Kenntnisse sind,
sprich je unwahrscheinlicher das Ereig-
nis ist.

0 Meist werden aus Beobachtungen
abgeleitete Wahrscheinlichkeitsanga-
ben zu Vorhersagen verwendet, was ein
Gleichbleiben der Bedingungen vor-
aussetzt. Oft beruhen verwendete Da-
ten (Stichproben) nicht exakt auf den
Grundeinheiten (z.B. Komponenten),
fiir die eine Wahrscheinlichkeitsaussa-
ge gemacht werden soll; der notwendi-
ge Bewertungs- und Ubertragungspro-
zess ist subjektiv («Expertenurteil»).
Dieses sind Quellen zusétzlicher Un-
sicherheiten.

Diese grundsétzlichen Probleme stellen
sich um so schéarfer, je mehr die Risi-
ken im absoluten Sinne bestimmt und
anschliessend bewertet werden und je
kleiner die errechneten Héaufigkeiten
werden bzw. je mehr sie sich einer di-
rekten Uberpriifung durch Erfahrungs-
werte prinzipiell entziehen. Heisst das
nun, dass die PRA-Methodik zur Be-
stimmung des Risikos ein untaugliches
Mittel bzw. das unfallbedingte Risiko
eines Kernkraftwerkes nicht bestimm-
bar ist? Aus dem Vorhergesagten folgt
die Notwendigkeit einer differenzierten
Antwort, hier mit Blick auf die Kompo-
nente «Eintrittshdufigkeit» von Scha-
densereignissen:

[0 Konzentriert man sich auf die heute
marktgingige Technologie der Leicht-
wasserreaktoren (LWR), so sind von
diesem Typ allein in den westlichen
Liandern etwa 270 Anlagen in Betrieb,
und etwa 3500 Reaktorbetriebsjahre an
Erfahrung stehen zur Verfiigung, so
dass Eintrittshdufigkeiten fiir risikore-
levante Ereignisse bzw. Ereignisketten
im Bereich um 0,0001/a anhand von
Betriebserfahrungen und aufgetretenen
Storfallen tiberprifbar sind.

J Fir viele Anlagen oder zumindest
Baulinien sind aufgrund der Vielzahl
eingesetzter Komponenten, der meist
vierwochigen Testintervalle und der ak-
kumulierten Beobachtungszeiten ver-
ldssliche Aussagen in einem Hiufig-
keitsbereich moglich, in der Ereignis-
ketten dominieren, die sich aus der
Kombination von Einzelfehlern erge-
ben, und extrem seltene Einzelereignis-
se («rare events») sowie Mehrfachaus-
falle von Komponenten noch keine

Rolle spielen kénnen. Die untere Gren-
ze dieses Bereiches wird allgemein bei
0,00001/a bis 0,000 001/a gesetzt.

[0 Noch kleinere Eintrittshaufigkeiten
mit einem Mindestmass an Vertrauens-
wiirdigkeit lassen sich bestimmen, in-
dem Ereignisketten weiter verfolgt und
zusitzliche Komponentenausfille ein-
bezogen werden. Fir den so eroffneten
Hiufigkeitsbereich ist eine ausreichen-
de Vollstindigkeit der betrachteten
Ereignisse/Ereignisketten nicht mehr
gewihrleistet und eine Generalisie-
rung, d.h. Gleichsetzung mit dem Ge-
samtrisiko, nicht ohne weiteres zuléds-
sig.

Ein dhnlich differenziertes Urteil gilt
auch fiir die Bestimmbarkeit des Scha-
densausmasses, so dass die Bestimmbar-
keit des Risikos im absoluten Sinne
ohne «wenn und aber» nicht ausser
Zweifel steht.

Allgemein anerkannt und naheliegen-
der ist der Einsatz dieser probabilisti-
schen Analysetechnik im vergleichen-
den Sinne, vor allem dann, wenn die
Vergleichsfélle eine grosse Ahnlichkeit
aufweisen. Dazu zdhlen:

- die Bewertung konkurrierender Aus-
legungen und Reaktorkonzepte,

- die Uberpriifung des Sicherheitskon-
zeptes auf Ausgewogenheit,

- die Identifizierung von Schwachstel-
len, auch an Schnittstellen von Syste-
men, und Optimierungsmoglichkei-
ten, auch im Bereich des anlagenin-
ternen Notfallschutzes,

- die Verbesserung von Betriebsweisen
und -vorschriften (z.B. Testinterval-
le) sowie die Ausbildung des Be-
triebspersonals,

- die Uberpriifung des Kenntnisstan-
des und die Konkretisierung von For-
schungsaufgaben.

Unbestritten ist auch, dass die PRA-
Methodik mit ihrer Logik, Systematik
und weitgehenden Willkiirfreiheit die
besten Einblicke in das komplexe Sy-
stem «Kernkraftwerk» gewdhrt und
mogliche Storfille/Unfélle gesamthaft
und vernetzt beschreibt («Storfalltopo-
logie»). Sie gestattet die Beriicksichti-
gung sowohl technischen als auch
menschlichen Versagens bzw. der
Wechselwirkung des Menschen mit
dem technischen System und die Einbe-
ziehung spezifischer Betriebserfahrun-
gen. Sie schafft so die Voraussetzung
fiir rationale technische Einzelentschei-
dungen.

Eine probabilistische Risikoanalyse ist
aufwendig und bedarf eines erfahre-
nen, multidisziplindr ausgebildeten
Teams. Man unterscheidet drei Ebenen
(vgl. Bild 1). Die erste Stufe bilden anla-
gentechnische Untersuchungen, mit
dem Ziel, Ereignisse zu identifizieren

Stufe 3

Héufigkeit der

Unfall-Folgeschaden
Stufe 2

Haufigkeit der
Aktivitatsfreisetzung

Stufe 1 nach aussen

Haufigkeit der
Kernschéaden

Bild 1.

Stufen einer Risikoanalyse

und probabilistisch zu bewerten, die
einen schweren Kernschaden nach sich
ziehen. Kombiniert man dies mit der
Funktion aktiver Containmentsysteme,
so spricht man von der Stufe 1+. Die
Stufe 2 schliesst die Behandlung ausge-
l6ster physikalischer Vorgidnge und die
Bestimmung des sog. Quellterms radio-
aktiver Stoffe mit ein. Die Berechnung
der Unfallfolgen (Stufe 3) beriicksich-
tigt iiblicherweise folgende Schadensar-
ten:

- Verlust von Menschenleben infolge
akuten Strahlensyndroms oder spa-
ten Strahlenkrebses

- Genetische Schiaden infolge erhéhter
radioaktiver Strahlung

- von Schutz- und Gegenmassnahmen
betroffene Gebiete und Personen
(Flichenkontamination).

Letztere bildet auch die Ausgangsgrosse
fiir eine Abschitzung des finanziellen
Schadens, des Verlustes an Landfldche
und Kulturgut und liefert Anhalts-
punkte fiir mogliche psychische Sché-
den und soziale Folgen der betroffenen
Bevolkerung, die sich naturgemaéss nur
schwer quantifizieren lassen. Das Ge-
samtausmass solcher, die Auslegungs-
grenzen Uberschreitenden  Unfille,
wird deutlich.

Gegenstand der Analyse

Die in Kernreaktoren ablaufenden
Spaltprozesse flihren, neben der Ener-
giefreisetzung, zur Bildung und Akku-
mulation radioaktiver Spaltprodukte
unterschiedlicher Radiotoxizitdt. Das
Inventar ist (mit 1 bis 2 Ci pro W) so
hoch, dass Bruchteile davon freigesetzt
in der Umgebung Schidden verursachen
konnten und deshalb Mehrfachbarrie-
ren gegen ein Austreten vorgesehen
werden miissen.

Hinzu kommt, dass auch nach Unter-
bindung des nuklearen Spaltungspro-
zesses der Zerfall dieser Stoffe fiir War-
me in einer Menge sorgt, die auch nach
Stunden im Prozentbereich der ur-
spriinglichen Leistung liegt. Sie muss
bei den heute tiblichen grossen LWR
mit Hilfe technischer Systeme abge-
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I Erfassung der storfallausiosenden Ereignisse I

Systemanalyse
itsanalyse = F alyse)

l Analyse der geil ! men I

!}

Kernschmelzvorgange und Verhalten des gescholzenen Kerns ‘

Analyse der Ru inktion des Sicherhei a
(Belastungen, Versagensarten, Verhalten radioaktiver Stoffe)

Ermitil dei Aktivita

ung aus der Anlage (Quellterme)

Unfallberechnung:
AKtivit it itiung

| |

Bild 2. Schritte einer Risikoanalyse

fiihrt werden ; sie wiirde sonst zum Auf-
schmelzen der Brennstidbe und gegebe-
nenfalls auch nachgeschalteter Barrie-
ren und somit letztlich zur massiven
Freisetzung radioaktiver Stoffe fiihren.
Hinzu kommt, dass der Leistungsbe-
trieb nicht unter allen Umstdnden fiir
den Reaktor der neutronenphysikalisch
giinstigste Zustand ist, so dass zur Rege-
lung und sicheren Abschaltung - neben
einer inhdrent sicheren Auslegung -
technische Systeme vorgesehen werden.

Zur Gewihrleistung der Abschaltung
(ohne Schiaden am Reaktor), der siche-
ren Nachwirmeabfuhr und des gesi-
cherten Einschlusses radioaktiver Stof-
fe ist eine Sicherheitsphilosophie mit
gestaffelten Massnahmen («defense-in-
depth») entwickelt worden. Die Anfor-
derungen an die vorzusehenden Sicher-

heitseinrichtungen ergeben sich aus der
Vorsorge gegen die deterministisch zu
unterstellenden  Auslegungsstorfille
mit abdeckendem Charakter. Sicher-
heitssysteme, wie beispielsweise die
Notkiihl- und Nachwidrmeabfuhrsyste-
me, gehen automatisch in Betrieb und
sind redundant und moglichst diversi-
tar aufgebaut, was vor allem bedeutet,
dass mehr Systeme (Strdnge) vorhan-
den sind, als zur Funktionserfiillung er-
forderlich wiren (meist 4 statt 2). Der
Beweis ist zu erbringen, dass der Ein-
tritt des « GAU» nicht zu Strahlendosen
in der Umgebung oberhalb vorgegebe-
ner Grenzwerte fiihren wiirde. Rele-
vante Risikobeitrdge sind dementspre-
chend nur dann zu erwarten, wenn
zusétzlich Versagen eines der Reserve-
systeme unterstellt wird, die im Reak-
torkern erzeugte Wéarme nicht abge-
fihrt werden kann und der Reaktor-
kern schmilzt («Super GAU»).

Methodische Einzelaspekte

Die erste Aufgabe innerhalb der anla-
gentechnischen Untersuchungen einer
Risikoanalyse, deren Schritte Bild 2 er-
lautert, besteht darin, storfallausldsen-
de Ereignisse zu identifizieren, die zu
einer  Aktivititsfreisetzung fiihren
konnten. Man unterscheidet dabei an-
lageninterne und -externe Ausloser. Bei
den anlageninternen  ausldsenden
Ereignissen gibt es wiederum zwei
Gruppen, die sog. Kiihlmittelverlust-
storfille als Folge von Briichen, Rissen
und Undichtigkeiten im Reaktorkreis-
lauf oder in Anschlussleitungen; einge-
schlossen ist auch das fehlerhafte Off-
nen oder Offenbleiben von Ventilen

Auslosendes Ereignis fiir einen | Eintritts- Auslosendes Ereignis fiir Eintritts-
KiihImittelverlust hiufigkeit pro Jahr | Transienten hiufigkeit pro Jahr
Betriebstransienten 1072 - 10
- Lecks in der Hauptkiihlmit- 10-7-10-3
telleitung
—  Lecks am Druckhalter 104~ 10> — Ausfall der Hauptspeise-
wasserversorgung
~  Lecks in cinem 10-3 - 10-° — Ausfall der Hauptwirme-
Dampferzeuger senke
— Leck in einer Anschluss- 10=" — Ausfall der -elektrischen
leitung des Reaktorkiihl- Eigenbedarfsversorgung
kreislaufes
Seltene Transienten < 1072
- Speisewasserleitungsbruch
—  Frischdampfleitungsbruch
—  Reaktivititsstorfall
Tabelle 1. In PRA Gblicherweise beriicksichtigte anlageninterne auslésende Ereignis-

se mit Haufigkeitsbereichen. Ausgangszustand ist der Vollastbetrieb, der andere Anla-
genzustinde abdecken soll, was aber vor allem fir An- und Abfahrvorgénge jeweils
zu priifen ist. Die aufgefiihrten Ereignisse représentieren meist eine Klasse von Ein-
zelereignissen, die einen Ghnlichen Ablauf auslésen kénnen.
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oder Absperrarmaturen. Die zweite
Gruppe sind transiente Ereignisse, un-
ter denen man Storungen mit einem
Ungleichgewicht zwischen Wéirmeer-
zeugung und Wéirmeabfuhr versteht
(vgl. Tabelle 1).

Anlagenexterne auslésende Ereignisse
(Erdbeben, Flugzeugabsturz etc. und
Brinde innerhalb der Anlage) fiihren
im Prinzip zu den gleichen Systemzu-
stinden, konnen aber nachfolgend
wichtig werdende Systeme und Struktu-
ren mit beeintrdchtigen - ein Brand
kann eine Transiente auslosen und
gleichzeitig, bei fehlender rdumlicher
Trennung, redundante Nachwidrmeab-
fuhrsysteme schwichen.

In den Analysen weitgehend unbertick-
sichtigt bleibt das Versagen von passi-
ven Grosskomponenten: so auch des
Reaktordruckbehélters, weil aufgrund
seiner Auslegung und Uberwachung
dieses ausgeschlossen werden kann
oder extrem unwahrscheinlich ist und
das ausgeloste Unfallszenario angeb-
lich durch andere, wahrscheinlichere
mit abgedeckt wird. Der Nachweis aus-
reichender Vollstindigkeit der betrach-
teten Ereignisse und Ereignisketten ist
naturgemadss schwierig und im mathe-
matischen Sinne nicht zu erbringen.
Dieses Problem stellt sich weniger
scharf, wenn schon Ereignisketten rela-
tiv hoher Eintrittshdufigkeiten zu kata-
strophalen Spaltproduktfreisetzungen
fiihren («Einhiillende»); es verschirft
sich bei weiterer Steigerung der Anla-
gensicherheit und wird fiir die sog. in-
hérent/passiv sicheren Reaktoren zu
einem Kernpunkt bzw. neuen Heraus-
forderung. Boswillige zerstorerische
Handlungen Dritter (Sabotage, Terro-
rismus/Waffeneinwirkung)  wurden
bisher in keiner probabilistischen Risi-
koanalyse beriicksichtigt bzw. entzie-
hen sich weitgehend einer expliziten
Behandlung.

Bei der Analyse moglicher Folgen eines
ausldsenden Ereignisses bedient man
sich induktiver Ereignisablaufdiagram-
me (event trees), fiir die das Funktio-
nieren oder Versagen von Systemen
bzw. das Eintreten oder Nichteintreten
eines Ereignisses angenommen wird
(Binédr-Abfrage, siehe Bild 3). Teilaus-
fille oder Zeitabhingigkeiten bleiben
meist (pessimistisch) unberticksichtigt.

Die zugehorigen Wahrscheinlichkeiten
lassen sich meist nicht direkt aus der
Statistik ableiten; dazu wird in der Re-
gel die deduktive Fehlerbaummethode
eingesetzt (Bild 4). Dabei ist zu beach-
ten, dass neben den Funktionsausfillen
von Komponenten, die voneinander
unabhéngig sind, solche auftreten kon-
nen, die mehrere (redundante) Kompo-
nenten quasi gleichzeitig betreffen. Die
Wahrscheinlichkeit dafiir kann dann
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Kondensat- Kernspriih- Niederdruck-
System System System Kernschaden
1 nein
Grosser —1_P1 .
Kihlmittel- P 2 nein
verlust 1-Pp
P. 3 ja
2 1-Py
P3 P1P2P3
4 ja

Ausfall des
Hilfskiihi—-
Systems

{oder)

Bild 3. Ereignisablaufdiagramm

Bild 4. Der stark vereinfachte Fehlerbaum eines Hilfskiihlsy-
stems (Beispiel) ergibt sich durch logische Kombination aller
Ausfdlle von Systemteilen, die einen Ausfall des Gesamtsystems
nach sich ziehen. Das Hilfskiihlsystem ist z.B. ausgefallen, wenn
die Umwiélzpumpe 1 und die Umwélzpumpe 2 durch Einzelfehler
oder beide Pumpen gleichzeitig durch Common-cause-Fehler
ausfallen. Sind die analysierten Systemteile durch ein logisches 02
«oder» verkntipft, so addieren sich die Ausfallwahrscheinlichkei-
ten in erster Néherung; sind sie durch ein logisches «und» ver-

knipft, so multiplizieren sie sich

nicht mehr tber Multiplikation der
Einzelausfille bestimmt werden; man
spricht von abhidngigen oder Common-
cause-Ausféllen.

Funktionelle Abhédngigkeiten, z.B. feh-
lerhafte Wartung, konnen durch eine
detaillierte Fehlerbaumanalyse erfasst
werden, ebenso Folgeausfille, sofern
sie nicht - wie fiir moderne Kernkraft-
werke meist moglich - wegen rdumlich
getrennter Anordnung oder entspre-
chender Konstruktion ausgeschlossen
werden konnen. Schwieriger gestaltet
sich die Erfassung des Teils abhédngiger
Ausfille, der auf gemeinsame dussere
Fehler zuriickgeht, wie beispielsweise
eine gemeinsame Olversorgung. Zu-
nichst bietet sich die Auswertung von
Betriebserfahrungen an. Der Erfolg ist
aber begrenzt, da nur wenige Beobach-
tungen fiir sie vorliegen bzw. iiberhaupt
vorliegen kénnen. Fiir modern aufge-
baute redundante Sicherheitssysteme
erwartet man, dass sie mit einer Wahr-
scheinlichkeit von 1:10000 oder
100 000 bei Anforderung ausfallen oder
nicht verfiigbar sind. Ein bisher nicht
beobachteter Common-cause-System-
ausfall ist also kein ausreichender
Grund dafiir, ihn fiir die Risikoanalyse
auszuschliessen. Sie werden inzwischen
iiber parametrische Modelle (vgl. Ta-
belle 2) erfasst und begrenzen oft die
mit aktiven Systemen erreichbare Zu-
verlissigkeit. Problematisch sind weni-
ger die Modellvorstellungen und ihre
Beriicksichtigung iiber Einginge im
Fehlerbaum, als die Quantifizierung
der jeweiligen Parameter, oft kann nur
auf Null-Ausfall-Statistiken zuriickge-
griffen werden.

Die Behandlung abhidngiger Ausfille
dominiert die (berechnete) Zuverldssig-
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keit hoch zuverldssiger Systeme, ist
aber mit erheblichen methodischen De-
fiziten und Datenunsicherheiten behaf-
tet.

Bei der Berechnung eines Fehlerbau-
mes wird vereinfachend von einer zeit-
lichen Konstanz der Ausfalldaten aus-
gegangen. Friih- oder Verschleissausfél-
le («Badewannenkurve») werden eben-
so vernachldssigt wie Schwankungen
wihrend der Hauptnutzungsphase, was
nicht unumstritten ist.

Ein Schwerpunkt jeder PRA ist die
Analyse des «Menschen» als Bestand-

teil des Gesamtsystems. Trotz weitge-
hender Standardisierung von Prozedu-
ren und Automatisierung der Anlage
kann er - wie weltweit bewiesen - das
Geschehen im Vorfeld und wihrend
eines Unfalles wesentlich beeinflussen.

Man hat dem Rechnung zu tragen; die
PRA-Methodik bietet dazu die prinzi-
pielle Moglichkeit, ist aber noch nicht
zufriedenstellend weit entwickelt, was
angesichts der Komplexitét, der Varia-

bilitit und der Vielschichtigkeit
menschlichen Verhaltens nicht ver-
wundert.

Abhiingigkeiten

Arten Behandlung
Folgeausfille Ausschluss wegen rdumlicher Trennung, Konstruktion etc., Fehlerbaum explizit
Funktionelle Fehlerbaum explizit

Gemeinsamer
“dusserer” Fehler

Betriebserfahrungen; parametrische Modelle - Fehlerbaum implizit

Marshal-Olkin-Modell

A2 =A13= Az

Systemaustall

Eigene Ausfallrate fiir gemeinsamen Ausfall jeder
Komponentenkombination; bei meist benutzter Ho-
mogenisierung hingt A (i aus m) nur von i ab, d. h.

B-Faktor-Modell
Gleichzeitiger Ausfall aller redundan-
ten gleichartigen Komponenten; § =

Agep
Ages

Systemoutfoll

Agr 1IN

Acrt P2

Multiple-Greek-Letter-Modell dhnlich
Marshall-Olkin-Modell, Parameter an-
ders bestimmt § = 2222usm) o

sor
A(>3 aus m Usw.

A(>2 aus m)?

Tabelle 2. Die Ursachen fir abhéngige Ausfdlle lassen sich in drei Gruppen unter-
scheiden, die explizit oder implizit im Fehlerbaum berticksichtigt werden.
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Modelle

Beriicksichtigung der
Faktoren/Techniken

Bemerkungen

Performance shaping factors (PSF)

—  Qualitit der Betriebsvorschriften

—  Qualitét des Trainings des Betrieb-
spersonals, der Information iiber
Anlagenstatus, der Kontrolle,

—  Verfiigbare Zeit fiir Handlung,
- Riickgéngigkeit der Handlungen
— Motivation

Quantifikationsprozess schwierig (Wie
kann man beispielsweise Motivation
messen?)
hohes Mass an
schitzung

subjektiver Ein-

Technique for Human Error rate Pre-
diction (THERP)

—  Verwendung der Fehlerbaumtechnik

—  Wartungsaktivitédten
—  beschriinkte Anzahl unabhingiger
Operateurhandlungen

Kenntnisbedingtes Verhalten ausge-
lassen

Human Cognition Reliability Model
(HCR)

- Fertigkeits—, regel und kenntnisbe-
dingte PSF

- Medianwert
der Ansprechzeit fiir eine Aufgabe,
hergeleitet aus Simulatordaten oder
Expertenschédtzung

Das Modell muss modifiziert werden
fir die Anwendung auf einc lange
Zeitspanne

SLIM-MAUD-Modell:

Quantifizierung der Fehler
Wahrscheinlichkeiten fiir prozedurale
und kognitive Aufgaben

- PSF

- Gewichtsfaktoren fiir jeden PSF

Vorwiegend psychologisch orientiertes
Modell

Systematic Human Application Relia-
bility Procedure (SHARP)

— Identifikation von Handlun-
gen, Auswahl der wichtigen Hand-
lungen und Aufgabenanalyse

— Einbau der Handlungen in S mod-

Gemeinsame Struktur und Doku-
mentationsschema  fiir verschiedene
Zuverlissigkeits— und Quantifikations-
modelle

tionsverarbeitung

—  Auswahl des Prozedere

-~ Wahmehmung des Anlageverhal-
tens
—  Vermeidung des sich irrens

ellen
—  Wahl des Quantifizierungsverfahreny
—  Standarddokumentation
Worledge Model: Aktionsfelder Dieses Modell ist viel vollstindiger als
die anderen
Schliisselkonzept ist mentale Informa- | -  Diagnose Fiihrt nicht direkt zu Zuverldssigkeits-

kenngrossen

Fehler wegen Funktionsstérung der
Ausriistungen nicht abgedeckt
Langzeit-Handlungen nicht geniigend
erfasst.

AIPA-Modell:
Bestimmung der Wahrscheinlichkeit
eines menschlichen Fehlverhaltens

—  Verhdltnis:  Verfiigbare Zeit fiir
eine Handlung/fiir die Durch-
fiihrung bendtigte Zeit (MTOR)

Breitere Anwendung gefunden;
Expertenschitzung notig, falls keine
ausreichende Betricbserfahrung vor-
liegt.

Beim hohen Stress Anpassung mit
einem Zuschlag zu MTOR erforder-
lich.

Tabelle 3.  Modelle zur Quantifizierung menschlicher Zuverléssigkeit sind mit ihren
Konzeptansétzen und Bewertungsschritten dargestellt. Sie werden auf Handlungen
vor Stérfallauslésung und Beherrschung oder Eindémmung eines Stérfalls eingesetzt;
stérfallauslésende Personalhandlungen sind in der Regel in empirisch ermittelten Héu-

figkeiten enthalten.

Im Rahmen einer PRA werden nur die
Betriebsmannschaft in der Warte und
das Wartungspersonal als Personen-
gruppe beriicksichtigt. Mangelhafte
Management-Funktionen werden dem-
entsprechend vernachléssigt, obwohl
sie die Anlage vor Storfalleintritt in
einen Zustand minderer Sicherheit fiih-
ren konnen; der Mangel an Sicherheits-
kultur auf den verschiedenen Ebenen
der Anlagenauslegung, der Aufsicht
und dem Betrieb gilt als eine der Haupt-
ursachen fiir «Tschernobyl». Diese Pro-
blematik, die sich langsam entwickelt
und deshalb nicht schwer zu korrigie-
ren sein diirfte, kann durch eine PRA
noch stiarker ins Bewusstsein gertickt,
aber nicht gelost werden.

Handlungen des genannten Personals
kénnen in verschiedenen Zeitbereichen
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liegen und werden innerhalb einer
PRA methodisch unterschiedlich be-
handelt (vgl. Tabelle 3). Als Typus feh-
lerhafter Handlungen wihrend eines
Storfalls wird die Unterlassung oder
unzureichende Ausfiihrung einer ge-
planten Handlung beriicksichtigt, fir
die aufgrund sicherheitstechnischer
Anforderungen in der Regel mehr als
30 Minuten Zeit bleiben. Manipulatio-
nen des Reaktorschutzsystems werden,
aufgrund getroffener technischer Vor-
kehrungen, nicht zugelassen, ebenso-
wenig storfallverschlimmernde oder
mildernde ungeplante Handlungen.

Der Grund fiir diese insgesamt wohl
eher pessimistische Vorgehensweise
liegt auch darin, dass solche ungeplan-
ten Handlungen auf einem kenntnisbe-
dingten Verhalten (knowledge-based)

basieren, was sich einer Beschreibung
liber Zuverléssigkeitskenngrossen
(noch?) entzieht. Dieses geschieht aber
fir:

- fertigkeitsbedingtes (skill-based) Ver-
halten, das aufgrund vorhandener
Erfahrungen bzw. Ubungen quasi-
automatische Reaktionen auslost,
und

- regelbedingtes (rule-based) Verhal-
ten, das nach Erkennen der Ein-
gangsinformation aufgrund bereits
vorhandener Regeln vorgeplante Ak-
tionen zuordnet und durchfiihrt.

Zur Bewertung menschlichen Fehlver-
haltens wurden eine Vielzahl von Me-
thoden und Modellen entwickelt. Am
verbreitetsten ist der sog. THERP-An-
satz [2], der folgende Schritte vorsieht:

- Bestimmung der Ausfallkombina-
tion, die unter Beriicksichtigung
menschlicher Fehlhandlungen zum
Versagen der interessierenden Sy-
stemfunktion fiihren.

- Erfassung und Analyse der zur inter-
essierenden Systemfunktion gehdri-
gen Aufgaben des Personals (Aufga-
benanalysen).

- Zerlegung einer Personalhandlung in
Handlungsschritte und Darstellung
in einem Ablaufdiagramm (z.B. Hu-
man Reliability Analysis Tree)

- Zuordnung der Handlungsschritte zu
den entsprechenden Kategorien und
Schitzung der Fehlerwahrscheinlich-
keiten als Teil der Gesamtanalyse.

Derzeit wird intensiv an der Weiterent-
wicklung der Methoden gearbeitet. So
wird der THERP-Ansatz erweitert um
die Bewertung von Abhéngigkeiten
mehrerer aufeinanderfolgender Hand-
lungsschritte einer Person, von gemein-
samen Handlungen mehrerer Personen
und der Kontrolle von Handlungen
einer Person durch eine zweite. Dar-
liber hinaus werden Betriebserfahrun-
gen und Storfallberichte systematisch
erfasst und ausgewertet mit dem Ziel,
geeignete Daten fiir die Bewertung
menschlichen Fehlverhaltens zu gewin-
nen. Hinzu kommen Experimente und
Ubungen an Trainingssimulatoren, de-
ren Auswertung Zuverlésslichkeitsgros-
sen erbringen soll.

Zur Quantifizierung der Eintrittshidu-
figkeit von Ereignisketten bzw. der
Freisetzung von radioaktiven Stoffen
sind zwei Kategorien von Daten erfor-
derlich:

- Eintrittshaufigkeit
Ereignisse und

- Zuverlissigkeitskenngrossen ftir
sicherheitstechnisch-relevante Kom-
ponenten, wie die Ausfallrate oder
die Nichtverfiigbarkeit bei Anforde-
rung.
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Datenbasis sind naturgeméss Betriebs-
erfahrungen und Schadenstatistiken/
Aufzeichnungen (Erdbeben) im weite-
sten Sinne. Je nachdem, ob die ausge-
werteten Storfallberichte, Wartungs-,
Priif- und Reparaturprotokolle usw. aus
der analysierten Anlage stammen oder
ob allgemeine Informationen genutzt
wurden, spricht man von anlagenspezi-
fischen oder generischen Daten bzw.
Analysen. Oft ist eine Mischung festzu-
stellen (Beispiel: deutsche Risikostudie
Phase B). Anlagenspezifische Informa-
tionen werden so weit wie mdglich ge-
nutzt; zur Ergdnzung und Kontrolle
greift man auf andere Quellen zuriick,
wobei inzwischen existierende Daten-
banken die Arbeit erleichtern.

Die Daten werden als Zufallsvariable
betrachtet, meist wird eine logarithmi-
sche Normalverteilung angenommen.
Die Datenbasis verbreitert sich fortlau-
fend; die verbleibenden Unsicherhei-
ten sind dann am grossten, wenn es sich
um seltene oder neuartige oder extrem
zuverldssige Komponenten handelt.
Aussagen liber extrem seltene Einzel-
ereignisse entbehren meist jeglicher
statistischer Grundlage.

Die Unsicherheiten, die den Ergebnis-
sen einer PRA anhaften, lassen sich in
drei Arten unterscheiden:

- Unsicherheiten von Parameterwer-
ten aufgrund unvollstindiger Basis-
daten

- Unsicherheiten in der Modellierung

- Unsicherheiten beziiglich der Voll-
stindigkeit der Analyse.

Eine PRA verursacht diese Unsicher-
heiten nicht, sondern ldsst Bestehendes
zu Tage treten. Die Bewertung der Un-
sicherheiten erhoht die Aussagekraft
einer Analyse. Die Methoden zur
Quantifizierung von Unsicherheiten
sind bei den anlagentechnischen Unter-
suchungen am weitesten entwickelt:
Den Eingangsparametern der Fehler-
bdume und Ereignisablaufdiagramme
werden Unsicherheiten zugewiesen
und dann mit gingigen Methoden (z.B.
«Monte-Carlo-Spiele») fortgepflanzt.
Der Vertrauensbereich der Endergeb-
nisse beriicksichtigt aber keine Un-
sicherheiten hinsichtlich Modellierung
und Vollstindigkeit. Dazu werden zu-
satzliche Betrachtungen angestellt und
Techniken eingesetzt, die aber mehr
qualitativen Charakter haben:

O Die grosste Unsicherheit in der Mo-
dellierung liegt darin, dass das techni-
sche System nicht richtig und vollstdn-
dig im Fehlerbaum abgebildet wurde.
Dementsprechend sind Anlagenbege-
hungen und Vorort-Uberpriifungen so-
wie eine Uberpriifung der Gesamtana-
lyse durch Externe («peer review») un-
erldsslich.

Druckwasserreaktor

Siedewasserreaktor

kleine Lecks
Notstromfall
- Brand
Erdbeben
Ausfall des Ventilationssystems in
wichtigen Rdumen

kritisch fiir alte Anlagen

Als weiteres wichtig fiir einige Reaktoren:
- Ausfall Hauptspeisewasser

- Verlust der Komponentenkiihlung

- Dampferzeuger-Heizrohrlecks

Als Transienten dominieren

- Ausfall Hauptspeisewasser

- Uberspeisung

- Schliessung der
Frischdampf-Isolationsventile

Als externe Ereignisse dominieren Feuer
und Erdbeben

Tabelle 4. Héufig auftretende Ereignisse

Auslésende Ereignisse | Kernschmelzszenarien Beitrag zu
(Rang) Kernschmelz-
héufigkeit

Feuer (1) Reaktorschnellabschaltung, Ausfall Haupt- 14%
speisewassersystem (HPSW), keine bleed- and
feed-Kithlung, Leck an der Dichtung der
Hauptkthlmittelpumpe

Erdbeben (2) Notstromfall, Reaktorschnellabschaltung, 7%
Ausfall HPSW, keine bleed- and feed-
Kiihlung, Leck an der Dichtung der Haupt-
kithlmittelpumpe

Erdbeben (3) Reaktorschnellabschaltung, keine feed- and 6%
bleed-Kiihlung, Ausfall HPSW

Notstromfall (8) Reaktorschnellabschaltung, keine Dampf- 4%
erzeugerkiihlung, keine feed- and bleed-
Kiihlung, Ausfall der Rezirkulations-Kithlung

Tabelle 5. Risikoszenarien am Beispiel des Druckwasserreaktors

[J Betriebserfahrungen bzw. Berichte
iber besondere Vorkommnisse nutzt
man in dem Sinne, dass Ereignisse ge-
zielt ausgewertet werden, die als Vor-
laufer schwerer Unfiélle gelten konnen
(«precursor studies»). Eine amerikani-
sche Studie dieser Art ergab auf der Ba-
sis von 1500 Reaktorjahren (1969-79,
1980 und 1981 ausgewertet [3]) eine
Kernschmelzhdufigkeit im Bereich von
0,0017 bis 0,0045 pro Reaktor-Jahr, do-
miniert durch den TMI-Unfall.

0 Anderungen an der Anlage und in
den Betriebserfahrungen kdnnten dazu
fiihren, dass die Analyse nicht mehr 1n
allen Punkten gilt. Um das zu vermei-
den, muss sie stindig der Realitédt ange-
passt werden («living PRA»).

Die Unsicherheiten im Bereich der
phinomenologischen Untersuchungen
sind z.T. grosser und noch schwerer zu
quantifizieren, oft ldsst die Datenbasis
das gar nicht zu. Viele der eingesetzten
Simulationsmodelle sind im Rahmen
internationaler Forschungsprogramme
iber Experimente und Vergleichsrech-
nungen validiert worden, bei einigen ist
das aber (noch) nicht der Fall. Auf eini-
gen Gebieten bestehen noch erhebliche
Kenntnisliicken (z.B. Wasserstoffbil-
dung und -verteilung). Ein Gefiihl fir
die Bedeutung bestehender Unsicher-
heiten kénnen systematische Sensitivi-

titsanalysen (mit Variation der Parame-
ter innerhalb verniinftiger Bandbrei-
ten) vermitteln.

Schlussfolgerungen aus
Risikostudien

Allein in den USA sind zwischenzeit-
lich an die vierzig anlagenspezifischen
Risikoanalysen durchgefiihrt worden,
davon wiederum 21 von einer Inge-
nieur-Unternehmung [6].

Ein Schliisselergebnis aus einer PRA ist
jeweils die Liste der risikobestimmen-
den Ereignisse und Ereignisabldufe und
die Abschitzung der Kernschmelzhdu-
figkeit mit ihren relevanten Beitrdgen.
Gerade fiir die Risikomanagement-Ent-
scheidung sind solche Angaben hilf-
reich, um Ressourcen fiir die Verbesse-
rung der Sicherheit verniinftig einzu-
setzen. Die zahlreichen PRA-Studien
zeigen eine Rangfolge fiir auslosende
Ereignisse (vgl. Tabelle 4), die zum
Kernschmelzen fiihren konnen.

Die Quantifizierung der Risikoszena-
rien erlaubt die Bildung einer Rangfol-
ge der risikobestimmenden Szenarien.
Das Beispiel fiir einen Druckwasser-
reaktor ist in Tabelle S dargestellt. Die
Tabelle 6 enthilt Risikoszenarien mit
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Kernkraft- | Szenarien Hdaufigkeit Kernschmelz-
werke (pro Jahr) hdufigkeit
(%)

P2 Erdbeben, Notstromfall 5,6-1073 11

P3 Sturm, Notstromfall 3.6-10-3 27

P4 kleines Leck 8,2-10-3 59

P10 Ausfall der Komponentenkiihlung 3,8-1073 12

P11 kleines Leck mit Ausfall der 1,4-10-3 6

Sumpf-Rezirkulationsventile
P13 Ausfall der Kommandoraum-Ventilation 1,6 -10—3 30
Tabelle 6. Risikoszenarien mit dem héchsten Rang fir 6 untersuchte KKW mit Druck-
wasserreaktoren

Rangfolge Systemfunktion Haufigkeit Prozentualer
(Ereignis Beitrag zur
proJahr) Kernschmelz-

héaufigkeit

1. Reaktor-Schnellabschaltung 4,1x10-4 53

2. Dieselgenerator 32x1074 40

3. Schliessen der Sicherheitsventile 8,2x103 10

4. Schliessen der Druckentlastungsventile 6,8x10-3 8

5. Manuelle Druckentlastung 42x10-5 S

Tabelle 7. Relative Bedeutung der Systemfunktion durch PRA

dem hochsten Rang fiir 6 untersuchte
Kernkraftwerke mit Druckwasserreak-
toren.

Einen weiteren interessanten Einblick
in die relative Bedeutung der System-

funktion erhdlt man durch PRA (vgl.
Tabelle 7).

Die Ergebnisse der verschiedenen Risi-
kostudien beinhalten unterschiedliche
Detailierungs- oder Genauigkeitsgrade,

die Studien beziehen sich auf Anlagen,
die voneinander abweichen hinsicht-
lich technischer Stand, Alter, Betriebs-
weise usw. Ausserdem unterscheiden
sich die Studien auch im gewissen Um-
fang in der Methodik. Praktisch alle
durchgefithrten PRAs haben gewisse
Schwachstellen der Anlagen hinsicht-
lich Auslegung, Konfiguration und Be-
triebsvorschriften aufgedeckt, was zu
den notigen Verbesserungsmassnah-
men («fixes») geflihrt haben. Deshalb
spiegeln die einmal publizierten Risiko-
zahlen nicht unbedingt den aktuellen
Stand der Anlage wieder.

Ein besonders wichtiger Aspekt ist die
Klarstellung der Risikowerte, d.h. ob es
sich um Mittelwerte, Medianwerte,
Punkt-Abschétzung, beste Abschéitzung
oder oberer/unterer Grenzwert handelt
und wie die Fehlerbandbreiten berech-
net worden sind. Gemass der neusten
US-Studie NUREG-1150 [5] entspricht
die Unsicherheitsbandbreite bei der
Kernschmelzhédufigkeit etwa einer
Groéssenordnung. Danach zu urteilen
hiesse, dass die Unterschiede um Fakto-
ren 5-10 bei den Kernschmelzhéufig-
keiten im Bereich der inhédrenten Un-
sicherheiten der Methodologie mit
praktischer Anwendung liegen.
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Bild 5. Resultate einiger Risikostudien
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Dennoch ist die Prisentation der Kern-
schmelzhdufigkeiten, wie sie in Bild 5
dargestellt sind, instruktiv fiir die Fest-
stellung des Variationsbereichs der
Hiufigkeiten und des liber viele unter-
schiedlichen Anlagen gemittelten Wer-
tes der Kernschmelzhéufigkeit. Gewis-
se Abweichungen der Kernschmelz-
haufigkeitswerte der Risikostudien las-
sen auch auf systemtechnische Beson-
derheiten schliessen.

Stand der internationalen
Diskussion

Seit dem Erscheinen der WASH-1400-
Studie sind einige bedeutende Fortschrit-
te und Entwicklungen auf dem Gebiet
probabilistischer Risikoanalysen zu ver-
zeichnen (vgl. Tabelle 8). Gesichtspunkte
der internationalen Diskussion sind:

- Das Spektrum untersuchter storfall-
auslosender Ereignisse ist grosser ge-
worden. Ubergreifende Ereignisse
wie anlageninterne Brinde und Erd-
beben tragen massgeblich zum Risi-
ko bei, wobei diese Ereignisse stark
anlagen- und standortspezifisch sind.
Methodische Fortschritte sind erzielt
worden. Im allgemeinen sind die
Analysen aufwendiger geworden,
phdnomenologisch unterschiedliche
Unfallabliufe werden systematisch
erfasst.

- Grobe Defizite im methodischen Be-
reich zur Quantifizierung von com-
mon-cause-Ausfillen und von
menschlichem Fehlverhalten sind
ausgeglichen worden.

- Mit der systematischen Auswertung
der vorhandenen Betriebserfahrung
sind die Ergebnisse der Risikostudien
realistischer, die Datenbasis fiir Zu-
verldssigkeitsanalysen ist breiter und
differenzierter geworden.

- Verbesserte Modelle und differen-
zierte Daten zur Beschreibung der at-
mosphérischen Ausbreitung radioak-
tiver Stoffe liegen vor. Hinzu gekom-
men ist eine fiir die Unfallfolgenab-
schitzung realistischere Modellie-
rung der Notfallschutzmassnahmen.

- Die Unsicherheiten der Risikobe-
stimmung konnen heute genauer
und deutlicher beschrieben werden.
Vor allem die Unsicherheitsband-
breite der unfallspezifischen Quell-
terme flr radiaktive Stoffe ist aber
noch zu gross fiir eine verlissliche
Risikobestimmung. Man kann nicht
deutlich genug auf die Unsicherhei-
ten, Fehlerbandbreiten und Ein-
schrinkungen der Risikostudien und
auf die Vorldufigkeit der Ergebnisse
hinweisen.

- Die Risikobeitrige bestimmter Ereig-
nisse, wie z.B. ungeplante Handmass-

Aspekte 1975 - 1985 PRA’s | 1990 PRA’s
Vorginge im Reaktorkiihlkreislauf
(in-vessel)
Naturumlauf Nein Ja
Induziertes Versagen Nein Ja
Lokales Versagen Nein Ja
Anlagen-interne Notfallmassnahmen Nein Ja
Versagensarten des Sicherheitsbehélters (ex-vessel)

Starke Dampfbildung (stream spike) Ja Ja

Versagen des Sicherheitsbehélters durch Wasserstoffver- Ja Ja

brennung

Heftige Dampfexplosion, die den Reaktordruckbehal- Ja ja

ter zerstort und die Integritdt des Sicherheitsbehilters

gefdhrdet

Direkte Kontakte der Schmelze mit dem Sicherheitsbe- Nein Ja

hélter

Gezielte Druckentlastung des Sicherheitsbehdlters Nein Ja

Sicherheitsbehélter wird durch Ja Ja

freiwerdende Spaltprodukte von vornherein umgangen

(Bypass-Ereignisabldufe)

Feinfragmentation der Schmelze und Aufheizung der Nein Ja

Sicherheitsbehilter-Atmosphare (Direct Containment

Heating), wenn der Reaktordruckbehélter unter h6herem

Druck versagt)

(Quellterme) - Phdmoneme und Prozesse zur Spaltproduktfreisetzung

—  Spaltproduktriickhaltung im Primérkreis Ja (unvollst.) Ja
- Wiederverdampfung abgelagerter oder kondensierter Nein Ja

Spaltprodukte
— Chemische Form des Jodes Nein (teilweise) Ja
—  Spaltproduktriickhaltung im Reaktorgebdude Nein Ja
— Spitere Freisetzung von Sumpfwasser oder Wasser-Pool Nein Ja
— Hochdruckfreisetzung Nein Ja

Tabelle 8.

nahmen, Sabotage, sind derzeit wohl
qualitativ, aber nicht quantitativ ab-
schitzbar.

- Die Einschitzung des NRC-Opera-

ting-Direktors Taylor aus dem Jahr
1981 «... operating experiences along
with the available PRA studies seem
to suggest that to bring the <best esti-
mate> core melt frequency into the
domain of 0,00001/Reactor-Year, or
less may be a heroic job and one that
would be difficult to «demonstrate» it
achieved» kann nach heutiger Erfah-
rung als erreicht gelten.

- Eine einmal fiir eine Anlage durchge-
fiihrte PRA ist nicht als abgeschlos-
sen zu betrachten, denn fiir die Vali-
dierung der Ereignisabldufe und Feh-
lerbiume muss die Auswertung der
Betriebserfahrung herangezogen
werden. Erst eine «living PSA/PRA»
kann die methodischen Schwéchen
aufdecken und die Ergebnisse lau-
fend den neuen Erkenntnissen an-
passen.

- Die zukiinftige Herausforderung der
probabilistischen Risikoanalyse liegt
in der Anwendung auf verbindliche
Vorgaben tiber maximal zuverlissige
Wabhrscheinlichkeitswerte bestimm-

ter Anlagenzustinde oder Freiset-
zungen («safety goals»).

- Es ist ausser Zweifel, dass die PRA

heute die einzige Methode ist, die in
der Lage ist, iberhaupt die Sicherheit
der komplexen Anlagen angemessen
zu quantifizieren.

Schlussbetrachtungen

Die Methodik probabilistischer Risi-
koanalysen (PRA) ist flir Kernkraft-
werke weit entwickelt und vielfach um-
fassend angewandt. Sie weist aber eini-
ge grundsitzliche Grenzen und Defizi-
te in Schliisselbereichen (abhédngige
Ausfille, menschliches Fehlverhalten)
auf. Die Uberpriifbarkeit der Ergebnis-
se im streng wissenschaftlichen Sinne
ist nicht gegeben oder nur ansatzweise
moglich: die Aussagen sind ohnehin
nur als Schitzwerte zu betrachten. Hin-
sichtlich der Aussagekraft von PRA ist
ein differenziertes Urteil vonndten:

[J Quantitative Risikoanalysen liefern
wertvolle Erkenntnisse tiber die Rele-
vanz von Ereignissen/Ereignisketten,
anlageninternen  Notfallschutzmass-
nahmen und anlagentechnische Ver-
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besserungen  («Schwachstellenanaly-
se»). Gesicherte Relativaussagen sind
moglich und helfen, die Ausgewogen-
heit des Sicherheitskonzeptes zu beur-
teilen.

0O Die Kernschmelzhdufigkeit kann
als Beurteilungsmassstab der Anlagen-
sicherheit herangezogen werden, wenn
die Werte innerhalb des Vertrauens-
intervalls um weniger als einen Faktor
10 schwanken, was meist der Fall ist.

Nach den vorliegenden Studien liegt
die Kernschmelzhaufigkeit fiir westli-
che Anlagen im Bereich von 0,0001 bis
0,00001 pro Reaktor-Jahr. Die Aussage-
kraft dieser Ergebnisse ist relativ hoch:

Zur Uberpriifung kénnen empirische
Daten herangezogen werden, methodi-
sche Defizite sind zwar bedeutsam,
aber noch nicht dominierend, sie kon-
nen mit plausiblen Annahmen tber-
briickt werden; sie werden durch aufge-
tretene Ereignisse/Unfélle nicht wider-
legt - Tschernobyl ist nicht iibertragbar.

In diesem Bereich konnten die Ergeb-
nisse auch im Sinne von Absolutaussa-
gen geniitzt werden; der Nachweis, dass
quantitative Sicherheitsanforderungen
(«safety goals») erfiillt werden, wére
moglich.

0 Bei einer Nutzung der Ergebnisse
von Risikoanalysen im Bereich noch
kleinerer Héufigkeiten ist grosse Vor-
sicht geboten: Eine ausreichende Voll-

stindigkeit betrachteter Ereignisse/
Ereignisabldufe ist nur schwer zu errei-
chen bzw. nachzuweisen, wichtige

Ereignisse (Einwirkungen Dritter) ent-
ziehen sich einer addquaten Behand-
lung, methodische Defizite liessen sich
durch konservative Anséitze mindern,
was aber auch zu unrealistischen Ergeb-
nissen fithren konnte (Beispiel «Kaputt-
rechnen» hochredundanter Systeme
liber einen hohen fiktiven Anteil ab-

hangiger Ausfille).

Die Methodik probabilistischer Risi-
koanalysen sollte unter Nutzung von
Betriebserfahrungen im Bereich der
Kerntechnik weiter entwickelt und ih-
ren Moglichkeiten entsprechend einge-
setzt werden. Vorrangiges Ziel muss
aber auch sein, sie fiir den Einsatz in
anderen industriellen Bereichen zu
qualifizieren und langfristig Risikover-
gleiche zu erméglichen.

Adresse der Verfasser: Prof. Dr. W. Kroger,
Paul-Scherrer-Institut (PSI), 5232 Villigen,
S. Chakraborty, Hauptabteilung fir die Si-
cherheit der Kernanlagen (HSK), 5303
Wiirenlingen.

Blitzschutz von Gebéduden mit
empfindlichen elektronischen

Systemen

Zweck des Blitzschutzes ist es, Personen und Material vor den schadli-
chen Einwirkungen des Blitzschlages zu bewahren. Diese Aufgabe hat in
den letzten Jahren infolge der starken Ausbreitung von EDV-Anlagen
beziehungsweise empfindlichen elektronischen Systemen (Alarmanla-
gen, Personalsuchanlagen, usw.) stark an Bedeutung gewonnen. Ver-
antwortlich dafiir ist nicht zuletzt die Betriebssicherheit der Systeme,
der immer mehr Gewicht zukommt. Dieser Beitrag zeigt, wie durch
Anpassung des Schutzgrades an die systemeigene Stor- oder Zerstor-
festigkeit und schon beim Bau des Gebdudes getroffene Massnahmen
ein effizienter und kostengiinstiger Schutz bewerkstelligt werden kann.

Einleitung

Stor- und Zerstorfestigkeit
der EDV-Anlagen

Stérungen, die auf ein System einwir-
ken, rufen, sofern sie einen geniigenden
Pegel aufweisen, eine Verfialschung der

VON WERNER HIRSCHI UND
HUBERT SAUVAIN,
ROSSENS

Nutzgrdssen hervor. Als Storfestigkeit
wird der Stérpegel bezeichnet, bei wel-
chem diese Verfilschung gerade noch
zuldssig ist [1]. Analog dazu nennt man
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den Storpegel, der knapp unterhalb der
Grenze zwischen Verfilschung und
Zerstorung liegt, die Zerstorfestigkeit.

Stér- und Zerstorfestigkeit der logi-
schen Grundbauteile nehmen leider
mit fortschreitender Technologie ab.
Die Energie, die notwendig ist, um ein
Logik-Element (z.B. integrierter Schalt-
kreis) zum Schalten zu bringen, wird
aus verstdndlichen Energie-Spargriin-
den immer kleiner. Dies bewirkt, dass
auch die Energie, die notwendig ist, um
dieses Element zu storen, sinkt, und
dass somit die Wahrscheinlichkeit einer
Storung durch dussere Beeinflussungen
erhoht wird. In gleicher Weise fiihrt die
fortschreitende Miniaturisierung zu
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einer Erhohung der Zerstérempfind-
lichkeit. Es braucht immer weniger
Energie, um ein logisches Grundele-
ment mit seinem kleiner werdenden
Volumen und den diinner werdenden
Verbindungen zum Nachbarelement zu
zerstoren (Bild 1, [2]).

Die zunehmende Vernetzung der EDV-
Anlagen fithrt ebenfalls zur Verminde-
rung der Stor- und Zerstorfestigkeit.
Der Schutzgrad der einzelnen Anlagen
leidet sehr unter der zunehmenden
Zahl und Lénge von Verbindungska-
beln zur Aussenwelt. Diese Kabel fan-
gen Storenergie aus der Umgebung ein
und verstirken unter Umstidnden ihre
Wirkung noch.

Mittlerweile bemiihen sich die Herstel-
ler - zum Beispiel durch Einhaltung
von Normen - die Systeme so auszule-
gen, dass sie in der Lage sind, in ihrer
spiateren Betriebsumgebung storungs-
frei zu funktionieren. Es gibt jedoch ge-
wisse Bereiche, die schwer abzudecken
sind, weil sie eher von der Infrastruktur
des Anwenders abhingen. Dies trifft
beim Blitzschutz besonders zu.
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