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FOR A SAFER WORLD

Cyber

La cybersécurité, une responsabilité de tout un chacun

L'événement a réuni plus de 1 '500

personnes à Fribourg les 27 et 28 février

derniers.

Béat Kunz
Directeur des Swiss Cyber Security Days

Manipulation
d'élections, scandales d'écoutes

électroniques, hacking impliquant les Etats,
attaques sur les infrastructures vitales - la

cybercriminalité ne se limite plus aux enjeux économiques,
mais touche le plus haut niveau gouvernemental et met
en danger nos démocraties. La cybersécurité est ainsi
devenue un défi crucial pour préserver et défendre
nos valeurs démocratiques. Mais comment gagner ces
nouvelles cyberguerres Les 27 et 28 février 2018,
les Swiss Cyber Security Days accueilleront à Forum
Fribourg une centaine d'entreprises, institutions et
associations et une cinquantaine de conférenciers de

renommée nationale et internationale pour expliquer
la nature et les conséquences des cybermenaces et les
solutions à leur apporter, en concentrant le débat sur les

enjeux pour les milieux de la défense.

Première vitrine nationale de l'expertise suisse pour
un monde plus sûr, les Swiss Cyber Security Days ont
l'ambition de rassembler en un lieu des solutions concrètes

au profit de l'économie privée, aux collectivités publiques,
aux milieux de la défense, aux associations et institutions
ainsi qu'aux hautes écoles. A cette fin, ils proposent tout
d'abord un programme qui se décline en trois volets. Le

premier s'adresse aux spécialistes de l'informatique et
de la sécurité informatique ainsi qu'aux scientifiques. Le
deuxième s'adresse à un public non spécialisé, composé de

dirigeants et de cadres d'entreprises, d'autorités publiques,
de décideurs politiques et d'étudiants. Il comprendra
également des tables rondes avec des représentants de
l'économie et de la politique. Un espace d'exposition avec
plus de 75 firmes, hautes écoles, associations et organismes
publics complète l'offre des Swiss Cyber Security Days.

Une étroite collaboration avec les milieux de la
défense

En collaboration avec les départements fédéraux de
la défense et des finances, les Swiss Cyber Security
Days thématisent également la stratégie nationale
de cybersécurité dans les secteurs civil et militaire.

Peter Fischer, délégué au pilotage informatique de la
Confédération, présente la stratégie et les moyens de la
Suisse face aux cyber-risques ; Gérald Vernez, délégué du
DDPS pour la cyberdéfense, expliquera le plan d'action
du DDPS pour la cyberdéfense tandis que le colonel EMG
Robert Fliick, de la Base de l'aide au commandement de

l'armée, parlera du nouveau programme de formation
militaire pour cyberspécialistes. Dans l'espace exposition,
l'armée disposera d'un important stand et divers offices
du DDPS, du DFF et du DEFR seront réunis sur un
emplacement commun.

Dans le domaine de l'éducation, les Swiss Cyber Security
Days peuvent compter sur la présence de hautes écoles

spécialisées et des écoles polytechniques fédérales de
Lausanne et de Zurich. La présence et le soutien de
nombreuses organisations, dont ICTSwitzerland, et
d'entreprises confirment le grand besoin d'échanger des

vues dans le domaine de la cybersécurité et de travailler
ensemble pour une Suisse plus sûre.

Les points forts du programme
Mercredi 27 février 2019 :

Keynote: Stratégie et moyens de la Suisse face aux cyber-
risques & Plan d'action cyberdéfense du DDPS et «Cyber-
Lehrgang » de l'Armée (Peter Fischer, Gérald Vernez, Colonel
EMG Robert Flück)
Keynote : Attaques gouvernementales et criminelles de haut
niveau (Fabien Spychiger, Chile/Bolivie et Moonbeom Park,
Corée du Sud)
Your values are Swiss, why isn't your Cyber Defense (Sandra
Tobler et Antonio Barresi, Suisse)

Jeudi 28 février 2019
Keynote: Intelligence artificielle dans le contexte des

cybermenaces en Suisse (Marco Wyrsch et Alessandro
Trivilini, Suisse)
Cybercriminalité: Enjeux et défis pour les autorités de

poursuite pénale (Yves Nicolet, Suisse)
Comment l'Autriche fait face aux cybermenaces (Colonel
Walter Unger, Autriche)
Programme complet sous www.swisscybersecuritydays.ch
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