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Renseignement

Le renseignement: la premiere ligne de defense

En ce qui concerne la politique de la securite, l'«annus horribilis» 2001, dans le monde entier, a

ouvert les yeux de nombreuses personnes. Les evenements tragiques qui ont repandu, partout dans le

monde, destruetion, deuil, colere, desespoir et peur sont aujourd'hui encore imprimes profondement
dans nos memoires. Les images, qui ont ete immediatement diffusees, ont laisse une impression specialement

durable chez les jeunes comme chez les moins jeunes.

Div Peter Regli

Apres le 11 septembre 2001,
de nombreux politiciens et

dirigeants ont du constater que
l'Etat democratique se trouve
devant de nouveaux defis, que
l'on doit s'y habituer le plus
rapidement possible et prendre
des mesures efficaces. Le
«management by Kopfanschlagen»
a montre son efficacite dans la

majorite des pays europeens.

La menace
asymetrique

Ces annees passees, des
evenements se sont produits que,
jamais - meme avec la plus au-
dacieuse «pensee de 1'impensable»

- on n'aurait pu imaginer,

des situations face
auxquelles aucun Etat ne s'etait
activement prepare. Les attentats

tragiques de 2001, en
particulier, ont demontre que
l'apparition combinee et conjointe
du fanatisme religieux, de la
criminalite organisee (plus
particulierement celle liee au trafic
de drogues, d'etres humains,
d'armes, mais aussi au blanchiment

d'argent), du terrorisme,
combinee avec des Operations
de desinformation (pour ne
citer que quelques-uns des nou¬

veaux risques et dangers) ont
pu toucher l'Etat democratique
aux endroits precis oü il est le

plus vulnerable.

Les actions violentes
atteignent desormais des zones
autrefois considerees comme sü-
res. Les conflits depassent les
frontieres. Dans ce contexte, on
parle de plus en plus d'«
infrastructures nationales critiques»,
de nouvelles armes de destruetion

de masse et de moyens d'y
parer, de la vulnerabilite de notre

societe electronique reliee
en reseau (dans ce domaine, les
mots-cles sont Netwar et Cy-
berwar), mais aussi du röle
suspect, irresponsable et de plus
en plus important de certains
medias. Le terrorisme international

est reconnu comme le
defi principal qui se pose ä nos
Etats. Nouveau, insaisissable,
difficile ä combattre et inquie-
tant, il se trouve en tete de liste
des traetanda des grands
responsables de la securite.

Par l'analyse, on a du rapidement

constater que la detection
de menaces par des systemes
techniques n'est pas le seul

moyen de garantir la securite.
Ces menaces, on ne peut pas
les mettre en echec ou les
combattre avec des moyens unique¬

ment militaires. En automne
2001, les Americains en sont
arrives rapidement ä la conclusion

que l'on ne peut et que
l'on ne doit combattre le
terrorisme international, de facon
active, permanente et durable,

que par une combinaison
optimale des services de renseignements,

de la politique, de la
diplomatie, des moyens
economiques et financiers, de la police,

de la justice, des forces de

combat et, naturellement,
d'operations dans le domaine de

l'information. Les Europeens,
nolens volens, devront tenir

compte de cette constatation.

A cöte de la dimension
internationale de la menace moderne,

la securite interieure, nationale,

doit aussi etre prise plus
serieusement en consideration.
Les situations, interieures et
exterieures, d'un pays dependent
desormais etroitement l'une de

l'autre: elles ne peuvent plus
etre considerees separement. A
cöte de ces defis globaux, il y a

d'autres dangers qui planent
sur la Suisse et ses voisins:
l'extremisme de gauche et de

droite, la violence croissante de

la jeunesse, le vandalisme, 'e

hooliganisme, la violence
urbaine. Ces menaces emanent

d'aeteurs non etatiques, entre

'Ingenieur diplöme EPFZ. ancien directeur du Service de renseignement ä l'Etat-major general.
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autres de groupes de couleurs
ou d'emigres de la seconde
generation, mais egalement de
bandes organisees venues des

Pays de l'Est et des Balkans, de

l'Afrique noire, de 1'Amerique
centrale et du Proche-Orient.
La problematique des etrangers
criminels, sejournant illegalement

dans le pays, qui ont in-
tentionnellement detruit leurs
pieces d'identite, preoccupe
de plus en plus dans les pays
mdustrialises de l'Europe de
l'Ouest, en particulier la population

suisse.

Tous ces phenomenes qui
touchent ä la politique de la
securite «provoquent» l'Etat
democratique. Ils appellent ä une
appreciation tres serieuse de la
Situation par les politiciens
responsables ä differents niveaux
ainsi qu'ä la mise en application
de solutions claires, courageu-
ses et bien visibles pour le
citoyen. Cela n'est possible que
Par une appreciation globale de
'a Situation qui ne peut etre fai-
te que par un travail
professionnel de renseignement.

Quelques pays europeens
comme la Republique federale
allemande, la Grande-Bretagne
et la France, en particulier avec
s°n nouveau gouvernement
Raffarin, ont reconnu clairement

la vraie dimension de la
menace actuelle. On y a pris
^s mesures consequentes en
yue d'une securite globale plus
elevee. Dans ces pays, on est
aussi conscient que les precieu-
Ses libertes bourgeoises
doivent gtre un peu limitees au
benefice de la securite.

Scenarios complexes
La menace du XXL siecle

n°us confronte ä des scenarios

tres complexes. Ils comprennent

d'abord de la criminalite
organisee, de la corruption,
du terrorisme (en particulier
avec des armes de destruetion
massive, chimique, biologiques
mais aussi nucleaires), des
Operations de desinformation («guerre

de reseaux», campagnes
mediatiques agressives et perfides).

De tels scenarios peuvent
surprendre n'importe quel Etat
et le toucher ä tout moment. A
l'avenir, nous devrons garder
toujours presente ä nos esprits
cette constatation desagreable.
Elle represente un veritable
changement de paradigme dans
la perception de la menace.

Le terrorisme, cette menace
particulierement perfide dans

laquelle l'homme, en tant que
planificateur et executant, joue
un röle-cle, ne peut etre com-
battue de maniere efficace que
si les intentions de l'instigateur
sont connues avant l'attentat,
mais surtout les moyens, le

moment et l'endroit. Pour

disposer de telles informations,
chaque service de renseignements

est amene ä privilegier
une recherche basee sur le
travail d'individus (human
intelligence, en abrege HUMINT).
Dans les annees 1990, celle-ci
avait ete delaissee au profit de

la recherche technique (satellites

et reconnaissance electronique).

Aujourd'hui, eile est ä

nouveau davantage utilisee;
eile doit etre conduite avec

beaucoup de moyens. Les
Americains ne paient-ils pas cher

leur deficit en HUMINT dans

la recherche d'Osama bin
Laden et de Mohammed Mullah
Omar?

Le service de renseignements
devient donc la «premiere li¬

gne de defense» et doit etre
reconnu comme tel. Un gouvernement

ne peut agir ä temps et
de facon active qu'avec des
informations claires et verifiees,
qui lui donnent des indications
indispensables. Gräce ä une
Strategie nationale specifique,
il diminue le risque de l'impre-
vu. Contrairement ä la menace
symetrique de la guerre froide,
on ne pourra jamais, dans le
futur, prevoir parfaitement une
menace asymetrique. On doit
apprendre ä «vivre avec».

Dans l'economie?

Ce qui est bon pour un Etat,
devrait egalement etre bene-

fique pour l'economie. Tous les

responsables de la conduite,
ceux des grandes entreprises
globalisees et ceux des PME,
en tenant compte des grands
changements de paradigmes
dans l'economie mondiale,
doivent s'appuyer, davantage et
d'une maniere coherente, sur la
vieille technique de l'appreciation

de la Situation. De
nouvelles questions doivent pourtant

etre posees: « Savons-nous
vraiment ce que nous savons?
Savons-nous ce que nous ne
savons pas?» On devrait
s'interroger de fagon particulierement

critique dans les
seminaires de conduite: «Dans
notre domaine, sommes-nous
capables de penser 1'impensable?

Connaissons-nous les

intentions, la planification et la
Situation interieure de la
concurrence, de nos partenaires
eventuels?»

Ces derniers temps, les resultats

bouleversants dans des

banques, dans des instituts financiers,

dans des compagnies ae-

Rmsn- 27



Renseignement

riennes nationales, dans
l'industrie des machines laissent

songeur. Apparemment, le
principe, «Le service de renseignements

est le premier moyen
d'obtenir le succes», avait perdu

tout son sens. II aurait aussi
ete bon de garder les pieds sur
terre... Quoi qu'il en soit, on
devrait redonner toute son
importance ä la «business
intelligence». L'appreciation de la
Situation, qui a fait ses preuves
dans le domaine militaire,
devrait egalement etre utilisee
davantage dans le civil.
L'appreciation de ses moyens, de

ses possibilites et de celles de

1'« adversaire», la prise en

compte de scenarios et, surtout,
des decisions reservees, voilä
des «outils» qui ont ete laisses
de cöte de maniere impardon-
nable par beaucoup de patrons,
de managers, de Consultants et
de restructurateurs. Ils auraient
pourtant du savoir que celui
qui possede le plus d'informations

süres arrive le premier au
but avec succes!

Dans notre Suisse
politique?

Dans les annees 1990,
l'affaire des fiches au Departement
militaire federal et ä celui de

justice et police, certains
evenements au Departement de la
defense, en 1999 et en 2000,
n'ont pas facilite le travail
du Service de renseignements,
dont les moyens et les competences

n'etaient pas adaptes ä

une Situation changeante, tout
au contraire! Les responsables
politiques et les organes
superieurs de conduite ont
longtemps ferme les yeux devant
les nouveaux elements de la
politique de securite. La justice

et la police ont egalement ete
traitees avec negligence.
Consequence de tout cela au niveau
national, il manque aujourd'hui
entre 1000 et 1200 collaborateurs

dans les differentes
polices.

A cöte de la police, des
gardes-frontiere, des pompiers et
des services de secours, les
Etats democratiques doivent
disposer, egalement ä l'avenir,
de forces armees modernes,
bien equipees et formees comme

il se doit. Cela est evidemment

aussi valable pour la
Suisse! Un des premiers
devoirs des formations militaires
sera l'engagement au service
de la promotion et du maintien
de la paix. La capacite de con-
traindre ä la paix, c'est-ä-dire
le veritable combat interarmes
du XXL siecle, doit continuer ä

etre maitrisee comme par le
passe. Les Combined Joint Task
Forces (CJTF) auront pour
mission, sous mandat international
(de l'ONU, de l'OCDE,
eventuellement de l'Union
europeenne), de reconnaitre ä temps,
de calmer et de controler les

foyers locaux de crises et de
conflits. C'est uniquement de
cette maniere que de grands
conflits, similaires ä ceux des

Balkans, pourront etre evites.
Des services de renseignements
militaires modernes, disposant
des personnels et des moyens
techniques necessaires ä la
conduite en reseau d'un conflit,
sont indispensables pour de telles

interventions.

En 1999 et en 2000, apres les
decisions politiques prises au
Departement de la defense au
sujet du Service de renseignements,

l'armee doit mettre sur
pied un Service de renseigne¬

ments militaires. Dans le meilleur

des cas, celui-ci ne pourra
etre pleinement operationnel
qu'en 2006...

En automne 2003: le

«jour des paiements »

En Suisse aussi devrait
prevaloir le principe, «Le Service
de renseignements, premiere
ligne de defense»! En France,
c'est ä nouveau le cas, gräce ä

la decision, courageuse et claire,

du ministre de l'interieur,
Nicolas Sarkozy, ä la suite des

evenements de 2001. Les attentats

du 11 septembre ont amene

en Suisse une certaine sensibilite.

Quelques autorites, mais

aussi des partis se sont exprimes

et ont formule des intentions,

en partie sous l'effet du

choc. C'est maintenant aux
citoyens - hommes et femmes -
d'examiner si ces intentions de

responsables federaux, cantonaux

et communaux ne sont

pas restees des voeux pieux
et si elles ne doivent pas etre

realisees.

En automne 2003 auront lieu

les elections federales. Ce
devrait etre le «jour des

paiements» pour les representants
du peuple, quelle que soit leur

couleur politique. Les citoyens
ne devraient envoyer ä Berne

que des personnes qui prennent
vraiment au serieux la securite

interieure et exterieure, qui veulent

redonner aux organes
etatiques de protection une dignite
et un respect, qu'ils meritent et

dont ils ont besoin. Les lois

doivent ä nouveau etre
executees sans restrictions. Des

moyens et des competences
doivent etre attribues aux

organes policiers et judiciaires,
afin qu'ils soient en mesure
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d'assurer de maniere conse-
quente la securite de tous les
habitants dans notre pays.

Notre Strategie nationale, dite

de la « securite par la
Cooperation», implique que, dans le
domaine de la securite interieure

et exterieure, des defis
strategiques qui se posent au
niveau du continent sont empoi-
gnes de maniere convaincante,

en coUaboration avec toutes les
parties concernees, en particulier

avec les pays voisins. Ce
n'est qu'apres des actes
politiques clairs que les Suisses se
sentiront de nouveau plus en
securite, auront plus confiance
dans les responsables federaux,
cantonaux et communaux et
qu'ils pourront regarder le futur

de maniere plus sereine.

Des services de renseignements,

efficaces et credibles,
doivent etre en mesure
d'apporter au niveau national leur
contribution, precieuse et
indispensable. Le principe, «Intelligence,

first line of defense»
doit aussi devenir une realite
en Suisse2!

P. R. (aoüt 2002)

' Traduction de Celine et Christophe Wermeille.

La puissance militaire americaine

Pour l'annee 2002, le budget de la defense des Etats-Unis sera (hors annexes au titre d'autres ministeres,

mais contribuant ä l'ensemble defense) d'environ 540 milliards de francs suisses, en augmentation
de 7% sur 2001, soit 3% de son PIB, soit 51 milliards pour le renseignement. En 2000, le budget

militaire de la Russie oscillait entre 67,5 et 108 milliards de francs suisses; celui de la Chine etait de
61,5 milliards.

La superiorite militaire des Etats-Unis est ecrasante, surtout dans le domaine aerien. Sa technologie,
sa logistique sont inegalees. L'armee dispose, sur le territoire national, de 64000 kilometres carres
(la Belgique fait 30500 km2). Les Etats-Unis comptent 1,4 million de militaires en service actif, 1,3
million d'hommes (Garde nationale et reserves), 672000 civils. Les forces armees americaines possedent

250000 vehicules, 15000 aeronefs, 1000 vaisseaux de haute mer et 150 satellites. En decembre
2000, elles deployaient 263000 hommes ä l'etranger: 50000 ä bord de navires, le reste dans 138

pays, en majorite dans d'importantes bases en Allemagne, au Japon et en Coree du Sud.

La guerre terroriste actuelle coufe aux Etats-Unis 2,1 milliards de francs suisses par mois Jen sus du

budget ordinaire de temps de paix). A ce jour, le Congres a approuve pour cette guerre un budget de
67 milliards, dont la moitie pour les Operations militaires proprement dites, le reste pour reparer (es

degäts causes ä New York et Washington, secourir les victimes, etc. Rappelons que la guerre du Golfe
coöta 102 milliards de francs.

Colossale, la puissance militaire americaine est de conception classique (c'est-ä-dire configuree
durant la guerre froide) et repose surtout sur une technologie hors pair. De facon claire, mais peu etonnante,

eile est en revanche mal ä l'aise face ä un ennemi sans adresse.

L'Etat-voyou, passe encore (Kadhafi, Noriega, Saddam Hussein, Milosevic avaient une «adresse»)
rnais les voyous sans Etat? Les strateges de Washington sont conscients de cette faiblesse... (Alain
Bauer; Xavier Raufer: La guerre ne fait que commencer. Paris, Lattes, 2002, pp. 104-105).
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