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Plus de sécurité — moins de liberté?

Les techniques d’investigation et de preuve en question

Compte-rendu du congrés du Groupe suisse de
travail de criminologie (Interlaken, 5-7 mars
2003)1

Quelle position adopter a une époque ou la
technologie et les sciences offrent de plus en
plus leurs services aux techniques d’enquéte,
aux moyens de preuve et aux sciences criminel-
les en général? N'y a-t-il pas de limites a 1"utili-
sation de notre savoir-faire? La liberté indivi-
duelle est-elle étre mise en péril face a des pro-
cédés de plus en plus perfectionnés?

Dans la lutte lancée par la communauté in-
ternationale face au terrorisme et a la crimina-
lité organisée, la célérité et 1'efficacité des in-
vestigations sont des revendications maintes
fois formulées. L'émoi suscité par les actes ter-
roristes a fait naitre un besoin sécuritaire im-
portant. Des actes d’enquéte et de preuve tou-
jours plus efficaces favorisent-ils réellement
l'accroissement de la sécurité de chacun ou au
contraire la restriction de la liberté de tous?
Mark Pieth? a tres clairement posé le cadre du
débat:la société n'a pas d’autre choix que de ga-
rantir la sécurité publique par le respect des
principes de légalité et de proportionnalité des
actions de ses organes policiers et judiciaires.
Cependant, la protection des citoyens ne peut
pas sans autre étre maximisée car chacun doit
pouvoir participer a la vie sociale et la sécurité
et ses exigences doivent conserver un caractére
secondaire: I'Etat de droit ne peut pas étre un
Etat policier!

Dominique Pécaud? a fait part des résultats
d'une étude qu’il a menée en 2001 (mandatée
par 'Institut des Hautes Etudes de la Sécurité
Intérieure, IHESI, Paris), portant sur l'impact
de la vidéosurveillance sur la sécurité des ci-
toyens dans les espaces publics. Un des points
cruciaux du succes d'une telle politique consis-
te en l'information du public afin qu’il com-
prenne le systéme employé et son efficacité.
Ces moyens sont également considérés, en
principe, comme l'une des solutions de préven-
tion situationnelle des activités criminelles. Ce-
pendant, les résultats de I'enquéte ont égale-
ment montré que la présence d'une caméra
pouvait étre comprise comme une provocation
et susciter des agissements répréhensibles in-

attendus. Le message de D. Pécaud prend la
forme d'un clair avertissement: prenons garde
aux effets pervers de la réification et de la «na-
turalisation» de la vie sociale!

Edwin Kube* s’est, quant a lui, exprimé sur
la recherche assistée par ordinateur sur la
base de profils d'auteurs (en allemand: «Raster-
fahndung»). Depuis le 11 septembre 2001, cette
méthode a été largement utilisée comme
moyen de prévention de dangers, ce qui lui a
procuré une attention particuliere de la part
du public. Mais l'emploi est-il réservé aux cas
de dangers réels, actuels ou déja lors de me-
naces virtuelles? Tel est 'enjeu de la sécurité
face aux libertés individuelles. Edwin Kube
rappelle également que la recherche assistée
par ordinateur a bel et bien un aspect préven-
tif mais ne doit pas étre surestimée. En effet,
elle ne permet pas a coup slr de cibler une
personne dangereuse, intégrée comme un
autochtone dans un pays. Dans ces cas-1a, le
passage d'un soupc¢on individuel a une notion
nébuleuse dénommée le «soupcon collectif»
peut conduire a un affaiblissement du droit, a
un Etat préventif qui recherche des étre
humains ayant des caractéres distinctifs et
non des personnes suspectées. Il convient des
lors de fixer un cadre juridique clair afin d’éli-
miner au mieux les zones obscures. S’il est un
moyen d’investigation suscitant une grande
fascination, il s’agit bien du «profiling». Ce-
pendant, Volker Dittmann5 mentionne qu’a
l'exception des spécialistes, chacun percoit
l'image du «profiler» de maniere tres éloignée
de la réalité. Cette mauvaise conception de la
réalité est due aux médias mais également a
l'image que se donnent certains profession-
nels du «profilage». A 1'origine, cette discipli-
ne fut instaurée par le FBI principalement
pour faciliter les enquétes concernant les
crimes en série. Mais 1'analyse criminelle re-

1

U WN

Le présent compte rendu n'a qu'un but d'information. Pour le détail des
conférences on se référera aux actes: U. Cassani, V. Dittmann, R. Maag,
S. Steiner, Mehr Sicherheit - weniger Freiheit ? Ermittlungs — und Beweis-
techniken hinterfragt / Plus de sécurité —moins de liberté ? Les techniques
d'investigation et de preuve en question, Verlag Riiegger, Zurich, septem-
bre 2003.
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couvre l'ensemble des méthodes et des tech-
niques qui permettent la gestion d'informa-
tions et de déduction des renseignements
utiles a 1l'enquéte policiere et judiciaire. Il
s’agit d'une tache globale, d'un travail multi-
disciplinaire: on n'a jamais vu un «profiler» ré-
soudre a lui seul une enquéte, excepté dans les
films hollywoodiens! V. Dittmann souligne que
si le «profilage» et les analyses criminelles
opérationnelles donnent, dans le meilleur des
cas, des aides précieuses pour guider des re-
cherches policieres, elles ne peuvent en aucun
cas mener directement a 1'identité d'un auteur.

La criminalité organisée et le terrorisme re-
posent sur des moyens logistiques d’envergure
et efficaces. Les technologies actuelles donnent
de nouvelles armes a ces milieux et il est in-
contestable que la surveillance des télécom-
munications représente un moyen d’'investiga-
tion important. Depuis le ler janvier 2002, la 1oi
fédérale sur la surveillance de la correspon-
dance par poste et télécommunication® et son
ordonnance? sont en vigueur. Bernhard Stratili®
rappelle que la mise en application des régles
de droit a I’encontre d'une personne physique
ou morale constitue une atteinte a sa sphere
privée. L'article 3 de ladite loi mentionne un ca-
talogue d'infractions exhaustives représentant
l'intérét public poursuivi et est reconnu pour
ses nombreuses incohérences et lacunes. La
liste énoncée suscite la perplexité, pire, elle
pousse au «bricolage juridique». La confiance
dans un tel moyen de preuve et d'investigation
parait ainsi limitée. De plus, il est incontestable
que de telles mesures de surveillance peuvent
révéler des événements sans rapport avec les
faits a élucider, des informations sous secret
professionnel ou des infractions précédem-
ment ignorées. La nouvelle loi a tenté de rédui-
re ces effets indésirables mais sans véritable
succes et le Tribunal fédéral devra ainsi certai-
nement préciser une regle de droit qui a été
l'objet d'une réflexion trop succincte!

Beat Kiinzli® s’est exprimé sur les problemes
pratiques dans la mise en ceuvre de la LSCPT.
Outre les incohérences de fond, cette loi révele
également des problemes aux niveaux tech-
nique et administratif. Ainsi, la surveillance des

6 LSCPT RS 780.1.

7 OSCPT RS 780.11.

8 Dr en droit, chargé de cours a I'Université de Genéve.

9 Procureur du canton de Ziirich.

10 Directeur de Forensic Computing Services, Pféaffikon.

11 Professeur a 1'Institut de Police scientifique et de criminologie, Lausanne.
12 Professeur de droit pénal et de criminologie a 1'Université de Lausanne.
13 Président de la chambre d’accusation du canton de Saint-Gall.
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cabines téléphoniques et des centrales télé-
phoniques entraine des difficultés. L'entité ad-
ministrative, dénommée Services des taches
spéciales (STS), chargée de l'application de la
LSCPT et de son ordonnance n’est pas en pos-
session des installations techniques adéquates
pour pratiquer de telles écoutes. De plus, la
surveillance a-t-elle encore un sens quand le
STS ne fonctionne que pendant les heures de
bureau alors qu'il est notoire que la majorité des
contacts entre groupes criminels se déroulent de
nuit? Finalement, les colits prohibitifs récla-
més par les opérateurs pour la surveillance
d'un téléphone mobile entravent également les
investigations. Comme le rappelle également
Herbert Andres?9, il y a une obligation future
de surveiller les logiciels vu 1'évolution de la
criminalité. Et dans ce domaine, les cotlts de
surveillance du monde Internet pratiqués par
les opérateurs suisses sont exorbitants par
rapport a ceux pratiqués en dehors de nos
frontiéres. Tirons-nous tous a la méme corde?

Les sciences criminelles ont de plus en plus
souvent recours aux preuves dites scienti-
fiques pour établir des faits. Or, comme 1'a dé-
montré Franco Taroni'?!, 'interprétation de ces
moyens de preuve est laissée au juriste qui de-
vra les comprendre et les évaluer. En regle gé-
nérale, I'expert exprime la force probante de
ses résultats sous forme de probabilités; qui dit
réponse sous forme de probabilités dit déci-
sion par une évaluation de l'incertitude. C’est
bien plus le mode de réponse que le résultat
lui-méme qui induit des difficultés de compré-
hension. Dés lors, la preuve scientifique repose
non seulement sur la qualité de 1'expert mais
aussi et surtout sur la capacité de ’'homme de
loi de comprendre les événements incertains
(exprimés par des probabilités) comme par
exemple les résultats d'une analyse ADN.

La discussion entre Martin Killias!? et Nik-
laus Oberholzer!? concernant la banque de
données ADN a bien démontré l'intérét pour
les questions liées a ce sujet. Siles deux auteurs
sont convaincus du bien-fondé d'un tel instru-
ment, le second s’est fait le porte-parole des
personnes manifestant des réticences et récla-
mant des garde-fous conséquents. Selon lui, le
moyen est certes efficace mais ses effets secon-
daires sont préoccupants. Parfois, il faut savoir
renoncer a des moyens de preuve lorsqu’on est
conscient de la gravité des conséquences et des
atteintes a la sphere privée qu’ils peuvent en-
gendrer. 'ADN est un moyen de plus de contrd-
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ler I'espace public et pourrait devenir la nou-
velle reine des preuves, comme 1'a été 'aveu en
de sombres périodes. Finalement les enquétes
de masse font peur. Telles sont les craintes et
les réticences d'une partie de la population.

Martin Killias rappelle que la banque de
données ADN n’est pas un moyen pour porter
atteinte aux libertés mais pour les protéger afin
d'innocenter de maniere irréfutable un suspect
lors d'une enquéte. Mais de la peut naitre une
confusion: la preuve ADN n’est pas et ne sera
jamais susceptible d'établir a elle seule la cul-
pabilité d'un suspect. Elle est obligatoirement
corroborée par d’autres preuves car seul un en-
semble convergent d’'indices peut tendre a éta-
blir la culpabilité d'un suspect. Martin Killias
conclut en disant qu'avec ’ADN, on connait le
risque d’erreur par les probabilités ce que ne
permet pas le témoignage par exemple. Enfin,
la banque de données ADN n’est pas si diffé-
rente d'une banque de données d’empreintes
digitales et ces derniéres sont utilisées sans
que personne ne sy oppose. En fin de compte,
C’est le terme «génétique» qui fait naitre les ré-
ticences. La banque de données ADN, comme
I'a souligné Verena Meier!4, ne pourra jamais
déterminer sil'individu X ouY a les yeux bleus
ou verts et cela trop de personnes le croient en-
core et le redoutent! De plus, la LSCPT peut
étre tout aussi attentatoire aux libertés de cha-
cun quand des personnes hors de cause sont
surveillées par la force de chose!

Les Etats européens utilisent davantage les
preuves «scientifiques» que d’autres moyens
d’investigation comme les enquétes sous cou-
verture et le recours aux repentis. Cependant,
comme l'a fait remarquer Marie-Aude Beer-
naert!s, pour faire face a la criminalité organi-
sée ou au terrorisme, les législateurs autorisent
de nouveaux procédés d’enquéte comme le re-
cours aux agents infiltrés et aux «témoins de la
Couronne» au mépris des libertés individuelles
et de certains droit fondamentaux. En effet, les
enquétes sous couverture allient le secret et la
ruse afin d’entrer en interaction avec les mi-
lieux visés. Les expériences italiennes et cana-
diennes relatées par Maurizio Romanellilt et
Hughes Johanis!? ont également démontré les
difficultés structurelles de ce genre de pratique
dans le choix et le recrutement des agents infil-
trés, de la difficile gestion des témoins et des
repentis. La Suisse, elle, n'a pas une grande ex-
périence d’enquétes sous couverture. De plus,

la volonté politique est claire: les agents provo-
cateurs y sont interdits. Le 1er juillet 1998, le
gouvernement fédéral a soumis au Parlement
le message et le projet de loi sur l'investigation
secretels. Cette loi est destinée a créer une ba-
se légale autorisant le recours a des enquéteurs
infiltrés comme moyen de lutte (notamment
contre le traficillicite de stupéfiants) et a régle-
menter cette pratique. Quant aux repentis,
l'utilisation comme témoin d'un coauteur de
l'infraction acceptant de témoigner contre ses
complices en échange d'une exemption de pei-
ne, d'allégement en cours d'exécution de peine
ou de tout autre avantage procédural est incon-
nue a ce jour en Suisse. Pourtant, certains pays
font de ce procédé un instrument essentiel et
indispensable de la lutte contre la criminalité
organisée.En conclusion, s’il est une notion
qu'il faut apprendre a conjuguer dans l'investi-
gation criminelle, c'est bien celle de «faire
équipe». Aucun moyen technique ou technolo-
gique ne se révele étre a lui seul la panacée.
Mais est-on prét a limiter les moyens d'enqué-
te, comme par exemple le recours aux repentis
et la constitution d'une banque de données
ADN, afin de ne pas porter atteinte aux libertés
individuelles et renoncer ainsi a combler effi-
cacement le fossé qui nous sépare du milieu
criminel?

Le congres, par son importante fréquenta-
tion, a démontré l'intérét porté a toutes ces
questions mais également les réticences a en-
trer dans une spirale de moyens de preuve po-
tentiellement toujours plus attentatoires aux
libertés individuelles. Il est a souhaiter que ce
regard critique contribue a alimenter les débats
et a trouver des solutions adéquates a 'emploi
d'un arsenal diversifié de moyens de lutte
contre les diverses formes de criminalité, mais
pas au détriment des droits fondamentaux et
des principes essentiels du proces pénal.

Raphaél BROSSARD
Collaborateur scientifique
Droit pénal et criminologie
Université de Fribourg (Suisse)
raphael.brossard@unifr.ch

14 Dr. és sciences, Directrice du Département de génétique forensique de

I'Institut de médecine légale de 1'Université de Bale.

15 Chargée de cours invitée a la Faculté de droit de I'Université catholique de

Louvain, Belgique.
16 Procureur, section anti-mafia, Milan, Italie.

17 Officier de la Royal Canadian Mounted Police, section opération spéciale,

Ottawa, Canada.
18 Feuille fédérale 1998, 3765ss.
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Mehr Sicherheit — weniger Freiheit?

Ermittlungs- und Beweistechniken hinterfragt

Bericht vom Schweizerischen Kongress fiir Krimi-
nologie (Interlaken, 5.—-7. Mdrz 2003)! Von Rapha-
él Brossard, iibersetzt von Anne Berkemeier

Welche Position gilt es einzunehmen in einer
Zeit, in der Technologie und Wissenschaft ihr
Augenmerk mehr und mehr auf die Untersu-
chungstechniken, die Beweismoglichkeiten
und die Kriminalistik im allgemeinen richten?
Sind der Nutzung unserer technischen Mog-
lichkeiten keine Grenzen gesetzt? Ist die indivi-
duelle Freiheit angesichts immer ausgefeilterer
Verfahren nicht in Gefahr?

Im Kampf der internationalen Staatenge-
meinschaft gegen Terrorismus und organisierte
Kriminalitit werden oft schnelle und effiziente
Untersuchungen gefordert. Die terroristischen
Akte der letzten Zeit haben einen grossen Si-
cherheitsbedarf entstehen lassen. Erhéhen nun
immer griindlichere Untersuchungs- und Be-
weismethoden wirklich die Sicherheit jedes
einzelnen oder droht im Gegenteil die Ein-
schrankung der Freiheit aller? Mark Pieth? hat
den Rahmen fiir diese Debatte sehr klar ge-
steckt: die Gesellschaft hat keine andere Wahl
als die offentliche Sicherheit eines jeden unter
Beachtung des Legalitatsprinzips und des Ver-
héltnismaéassigkeitsgrundsatzes zu gewdhrleis-
ten. Der Schutz der Bevolkerung kann jedoch
nicht ohne weiteres ausgedehnt werden. Die
Sicherheitsanforderungen miissen einen se-
kunddren Charakter behalten: der Rechtsstaat
kann kein Polizeistaat sein!

Dominique Pécaud? berichtet von den Er-
gebnissen einer Studie aus dem Jahre 2001 (be-
auftragt wurde er vom Institut des Hautes Etu-
des de la Sécurité Interérieure, IHESI, Paris)
{iber den Einfluss von Videoiiberwachung auf
die Sicherheit der Biirger auf 6ffentlichen Plat-
zen. Eine der zentralen Voraussetzungen fir

1 Der vorliegende Bericht dient lediglich Informationszwecken. Fiir detail-
" lierte Ausfiihrungen zum Kongress konsultieren Sie bitte: U. Cassani,
V. Dittmann, R. Maag, S. Steiner, Mehr Sicherheit - weniger Freiheit? Er-
mittlungs- und Beweistechniken hinterfragt / Plus de sécurité - moins de
liberté? Les techniques d'investigation et de preuve en question, Verlag
Riiegger, Ziirich, September 2003.
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den Erfolg von Videoliberwachung besteht in
der Information der Offentlichkeit, damit diese
das System und dessen Funktionsweise ver-
steht. Zusatzlich erhofft man sich von der
Videouiberwachung einen praventiven Effekt.
Jedoch haben die Ergebnisse der Studie auch
gezeigt, dass das Vorhandensein einer Kamera
als Provokation verstanden werden und Aus-
16ser fiir unerwartete strafbare Handlungen
sein kann. Die Aussage von D. Pécaud ist eine
klare Warnung: Vorsicht vor den unerwiinsch-
ten Effekten der Verdinglichung und der
«Naturalisierung» des Soziallebens!

Edwin Kube* informiert iiber die Raster-
fahndung. Seit dem 11. September 2001 ist
diese Untersuchungsmethode haufig als Mittel
zur Gefahrenbekimpfung benutzt worden,
weswegen die Rasterfahndung in den Fokus
des offentlichen Interesses gertickt ist. Fraglich
ist, ob die Anwendung der Rasterfahndung auf
Fdlle mit tatsdachlichem und aktuellem Gefah-
renpotential beschrdankt ist oder ob sie bereits
bei virtueller Gefihrdung angewendet werden
kann? Laut Edwin Kube hat die Rasterfahn-
dung sicher einen praventiven Effekt, sollte
aber nicht Uberschdtzt werden. Tatsdchlich
kann man mittels der Rasterfahndung gefdhr-
liche Individuen, die wie Einheimische in einem
Land integriert sind, nicht mit 100prozentiger
Sicherheit aufspiiren. Der Ubergang von einem
individuellen zu einem kollektiven Verdacht
kann das Recht schwichen und dazu fiihren,
dass Menschen bestimmter Charaktereigen-
schaften wegen und nicht aufgrund eines kon-
kreten Verdachtsmomentes gesucht werden.
Um solche Grauzonen zu vermeiden, muss ein
klarer rechtlicher Rahmen festgelegt werden.

Eine besonders faszinierende Untersu-
chungsmethode ist das Profiling. Volker Ditt-
mann5 bemerkt allerdings, dass mit Ausnahme
der Profiler, die meisten ein sehr realitéts-
fernes Bild dieses Berufes haben. Diese falsche
Vorstellung der Realitdt ist auf die Medien,
aber auch auf das Image, das manche Profiler
sich selber gegeben haben, zuriickzufiihren.
Urspriinglich wurde diese Disziplin vom FBI
hauptsdchlich fiir Ermittlungen bei Serienver-
brechen eingefiihrt. Die Kriminaluntersu-
chung besteht jedoch aus allen Methoden und
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Techniken zur Beschaffung von Informationen
und niitzlichen Auskiinften. Es handelt sich um
eine weltweite Aufgabe und eine multidiszipli-
ndre Arbeit: ein «Profiler» wird keinen Fall al-
leine ausser vielleicht in
Hollywoodfilmen! V. Dittmann unterstreicht,
dass, obwohl das «Profiling» und die operativen
Kriminalanalysen im besten Fall wertvolle Hil-
fe dazu leisten, den Polizeirecherchen eine
Richtung zu geben, diese keinesfalls direkt die
Identitdt des Taters ermitteln kénnen.
Organisierte Kriminalitdt und Terrorismus
verfiigen iiber umfassende und effiziente logis-
tische Mittel. Die moderne Technologie bietet
diesem Milieu neue Waffen. Darum ist die
Uberwachung der Telekommunikation ein
wichtiges Mittel zur Untersuchung. Seit dem
1. Januar 2002 sind das Bundesgesetz® und die
Verordnung? iiber die Uberwachung des Post-
und Fernmeldeverkehrs in Kraft. Bernhard
Stratili8 erinnert daran, dass die Anwendung
der Vorschriften dieses Gesetzes gegen natiirli-
che oder juristische Personen einen Angriff auf
die Privatsphire darstellt. Art. 3 BUPF fiihrt ei-
nen erschopfenden Katalog von Zuwiderhand-
lungen auf und weist zahlreiche Inkoherenzen
und Fehler auf Besagte Liste ruft Ratlosigkeit
hervor, schlimmer noch, sie zwingt einen zu
«juristischem Wurschteln». Das Vertrauen in
ein solches Untersuchungs- und Beweismittel
scheint darum begrenzt. Ausserdem kdénnen
solche Uberwachungsmethoden Dinge ans

16sen koOnnen,

Tageslicht bringen, die nichts mit den zu unter-
suchenden Tatsachen zu tun haben: Informa-
tionen, die unter das Berufsgeheimnis fallen
oder Zuwiderhandlungen, die bis anhin unent-
deckt geblieben sind. Dem neuen Gesetz ist es
nicht gelungen, diese unerwiinschten Nebenef-
fekte zu verringern. Darum wird das Bundesge-
richt kilinftig ein Gesetz prazisieren miissen, dass
wohl nicht lang genug durchdacht worden ist!
Beat Kiinzli® berichtet tiber die praktischen
Probleme, welche die Umsetzung des BUPF mit
sich gebracht hat. Abgesehen von grundlegen-
den Ungereimtheiten, weist das Gesetz eben-
falls Problemfelder auf technischem und admi-
nistrativem Niveau auf. Auch die Uberwachung
von Telefonkabinen und -zentralen gestaltet
sich schwierig. Die Behorde, die im Gesetz
«Dienst» genannt wird (Dienst fiir die Uber-
wachung des Post- und Fernmeldeverkehrs)
und die zustdndig fir die Anwendung des
BUPF und seiner Verordnung ist, besitzt nicht
die geeigneten technischen Mittel, solche Ab-

horaktionen durchzufithren. Ausserdem macht
es wenig Sinn, dass die Uberwachung lediglich
wahrend der Blirozeiten gewdhrleistet ist, wo
es doch allseits bekannt ist, dass die meisten
Kontaktaufnahmen mit kriminellem Hinter-
grund in der Nacht stattfinden. Schliesslich
hemmen die hohen Kosten, die von den Mobil-
funkanbietern fiir die Uberwachung eines
Mobiltelefons verlangt werden, die Nachfor-
schungen. Herbert Andres!® gibt zusatzlich zu
Bedenken, dass man in Zukunft angesichts der
Entwicklung der Kriminalitdt Software wird
uberwachen missen. Doch sind die von
schweizerischen Anbietern verlangten Kosten
fiir die Uberwachung des Internets exorbitant
im Vergleich zu denen im Ausland. Ziehen wir
alle am selben Strick?

Die Kriminalwissenschaft stiitzt sich zum
Beleg von Tatsachen mehr und mehr auf soge-
nannte wissenschaftliche Beweise. Wie Franco
Taronil! zeigt, bleibt es aber dem Juristen liber-
lassen, die Beweismittel zu interpretieren; er
muss sie verstehen und auswerten. Im allge-
meinen driickt der Experte die Beweiskraft sei-
ner Ergebnisse mittels Wahrscheinlichkeiten
aus, d.h. man muss eine Entscheidung mittels
der Bewertung von etwas Ungewissem in Kauf
nehmen. Verstandnisschwierigkeiten bereitet
dabei mehr die Art der Antwort als das Er-
gebnis selber. Ausserdem hdngt der wissen-
schaftliche Beweis nicht nur vom Kdénnen des
Experten, sondern auch und vor allem von der
Fahigkeit des Juristen, ungewisse Resultate
(ausgedrtickt in Wahrscheinlichkeiten), wie die
Ergebnisse einer DNA-Analyse, zu verstehen.

Die Diskussion zwischen Martin Killias!?
und Niklaus Oberholzer?3 iiber DNA-Daten-
banken zeigt deutlich, welch grosses Interesse
an diesem Thema besteht. Auch wenn beide
vom Nutzen einer solchen Institution tiber-
zeugt sind, vertritt letzterer die Ansicht, dass
Zuruckhaltung getibt werden sollte und klare
Grenzen vorhanden sein miissten. Seiner
Meinung nach ist das Mittel sicher effizient,
aber seine Begleiterscheinungen sind beun-
ruhigend. Manchmal muss man Moglichkeiten
der Beweisfiihrung ungenutzt lassen, wenn
man sich der mitunter schwerwiegenden Kon-
BUPF SR 780.1.

VUPE SR 780.11.
Dr. iur, Lehrbeauftragter an der Universitdt Genf.

9 Staatsanwalt im Kanton Ziirich.
10 Direktor der «Forensic Computing Services», Pfaffikon.

(el BN

11 Professor am «Institut de Police scientifique et de criminologie», Lausanne.
12 Professor fiir Strafrecht und Kriminologie an der Universitdt Lausanne.

13 Prdsident der Anklagekammer des Kantons St. Gallen.
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sequenzen bewusst ist. Die DNA ist eine wei-
tere Moglichkeit, den oOffentlichen Raum zu
kontrollieren und kénnte — @hnlich dem Ge-
standnis — der «Top-Beweis» werden. Bei ei-
nem Teil der Bevolkerung 16sen solche Mas-
sennachforschungen allerdings Angste und
Bedenken aus.

Martin Killias gibt zu bedenken, dass die
DNA-Datenbank die Freiheit nicht gefdhrdet,
sondern diese schiitzt, da die Unschuld eines
Verddchtigen so auf unwiderrufliche Art und
Weise bewiesen werden kann. Aber daraus
kann ein gedankliches Durcheinander entste-
hen: der DNA-Beweis ist nicht und wird nie-
mals dazu geeignet sein, alleine die Schuldhaf-
tigkeit eines Verddchtigen festzustellen. Dieser
Beweis wird zwangslaufig durch andere Be-
weise erhdrtet, da nur mehrere ubereinstim-
mende Beweise die Schuld eines Verdachtigen
begriinden konnen. Martin Killias bemerkt
schliesslich, dass es beim DNA-Beweis ein
Fehlerrisiko (wegen der Wahrscheinlichkeiten)
geben kann, was bei einer Zeugenaussage na-
tiirlich nicht der Fall ist. Auf der anderen Seite
unterscheidet sich eine DNA-Datenbank nicht
wesentlich von einer elektronischen Daten-
bank fiir Fingerabdriicke und letztere werden
genutzt, ohne dass jemand sich daran stosst.
Schlussendlich ist es der Terminus «gene-
tisch», der Bedenken aufkommen ldsst. Wie
Verena Meier!4 unterstreicht, wird man mittels
einer DNA-Datenbank niemals festlegen kon-
nen, ob X blaue oder griine Augen hat. Aber
genau das glauben und befiirchten viele Men-
schen auch heute noch!

Die europdischen Staaten ziehen wissen-
schaftliche Beweise anderen Beweismoglich-
keiten, wie verdeckter Ermittlung oder Kron-
zeugen, vor. Unterdessen gestatten die staat-
lichen Gesetzgeber, wie Marie-Aude Beernaert!s
einwendet, um der organisierten Kriminalitdt
oder des Terrorismus Herr werden zu konnen,
neue Untersuchungsmethoden wie den Ein-
satz von V-Mdnnern und Kronzeugen zulasten
der individuellen Freiheit und gewisser
Grundrechte. Tatsdchlich vereinen verdeckte
Ermittlungen Geheimhaltung und List mit

14 Dr. rer. nat., Direktorin des Departements fiir forensische Genetik des In-
stituts fiir Gerichtsmedizin der Universitdt Basel.

15 Lehrbeauftragte an der Rechtswissenschaftlichen Fakultdt der katholi-
schen Universitdt Lowen, Belgien.

16 Staatsanwalt, Sektion Anti-Mafia, Mailand, Italien.

17 Offizier der Royal Canadian Mounted Police, Sektion spezielle Operatio-
nen, Ottawa, Canada.

18 BBI 1998, 3765 ff.
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dem Ziel, mit dem anvisierten Milieu in Ver-
bindung zu treten. Die italienischen und kana-
dischen Erfahrungen in diesem Bereich, die
von Maurizio Romanelli’® und Hughes Joha-
nis!7 dargestellt werden, zeigen die strukturel-
len Schwierigkeiten bei der Auswahl und der
Rekrutieren von Agenten und die Probleme
bei der Behandlung von Zeugen und Kronzeu-
gen. In der Schweiz hat man keine grosse Er-
fahrung mit verdeckter Ermittlung. Ausserdem
ist die politische Vorgabe klar: «agents provo-
cateurs» sind verboten. Am 1. Juli 1998 hat der
Bundesrat dem Parlament Botschaft und Vor-
entwurf zu einem Gesetz liber die verdeckte
Ermittlung!8 vorgelegt. Dieses Gesetz soll eine
rechtliche Grundlage schaffen, die den Riick-
griff auf verdeckte Ermittler als einer Moglich-
keit des Kampfes (namentlich gegen den ille-
galen Handel mit Betdaubungsmitteln) gestat-
tet und diese Praxis reglementiert. Die Institu-
tion des Kronzeugen — darunter versteht man
die Einbeziehung eines Mittaters, der bereit ist
gegen seine Komplizen auszusagen und im
Gegenzug eine Strafbefreiung, eine Strafmil-
derung oder einen anderen prozessrecht-
lichen Vorteil erhdlt — ist bis heute in der
Schweiz unbekannt, obwohl einige Lander
dieses Vorgehen bereits zu einem unentbehr-
lichen Instrument im Kampf gegen das organi-
sierte Verbrechen gemacht haben. Zu-
sammenfassend ldsst sich konstatieren, dass
das «Zusammenspiel» aller Untersuchungs-
methoden und -moglichkeiten von zentraler
Bedeutung ist. Kein technisches oder techno-
logisches Mittel bietet fiir sich alleine genom-
men die Universallésung.

Derrege Zulauf zu diesem Kongress hat das
grosse Interesse an all diesen Fragen gezeigt.
Es wurden Bedenken deutlich, sich von einem
Strudel moglicher Beweismittel, die mehr und
mehr die individuelle Freiheit einschrédnken,
mitreissen zu lassen. Zu wiunschen ware, dass
dieser kritische Blick dazu beitrdgt, die Debat-
te anzukurbeln und angemessene Losungen
fiir die Nutzung eines diversifizierten Arsenals
an Moglichkeiten fiir den Kampf gegen die ver-
schiedensten Auspragungen der Kriminalitat
zu finden, ohne dabei Grundrechte oder funda-
mentale Prinzipien des Strafprozesses zu be-
eintrachtigen.
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