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PROTECTION DES DONNEES

La tarte
a ’ordinateur

La plupart des pays industrialisés ont déja légiféré.
En Suisse, deux cantons (Genéve et Vaud) ont pris
les devants, tandis que la Confédération donnait
des directives & son administration, en attendant
les deux projets de loi demandés aux experts. Et
une bonne trentaine de communes (dont Lau-
sanne, Bienne, Le Locle et Yverdon) y sont allées
de leur réglement «ad hoc».

Cette fievre législative va sans doute encore monter
pour cumuler en 1984, année du «grand frére».
Car c’est bien ’ordinateur qui a provoqué toute
cette émulation en matiére de protection des don-
nées. Salué par les uns comme I’auxiliaire idéal et
redouté par d’autres comme I’épouvantail totali-
taire, I’ordinateur pose en effet pas mal de colles
aux juristes.

D’ou I’essor du droit informatique, qui parle con-
trats de fourniture du logiciel, répression de la cri-
minalité par ordinateur, et surtout, protection des

données, en tant qu’elles sont traitées électronique-
ment,

Expression trompeuse: en fait, il ne s’agit pas de
protéger les données elles-mémes (le probléme de
leur sécurité physique, contre le feu, le vol, etc. est
d’ordre technique), mais de sauvegarder la sphere
privée des personnes a propos desquelles des infor-
mations sont rassemblées. Le mode d’exploitation
des fichiers ainsi constitués importe peu: il est plus
facile de lire un dossier écrit en clair, mais plus effi-
cace d’accéder a tout un fichier informatisé. Et
comme le traitement électronique permet les repé-
rages, les croisements, la mémorisation, etc. a une
vitesse inatteignable par le cerveau humain, le pro-
bleme de la protection des données est en général
associé a ’ordinateur, qui 1’a fait apparaitre aux
yeux du législateur comme du public.

Aussi bien, la plupart des réglementations prises
concernent toutes les collections de données per-
sonnelles, indépendamment de leur mode de traite-
ment; c’est aussi la solution choisie par les Directi-
ves du 16 mars 1981 applicables au traitement des
données personnelles dans ’administration fédé-
rale. En revanche, tant la loi genevoise du 24 juin

1976 (profondément révisée en décembre 1981) que
la loi vaudoise du 25 mai 1981 s’appliquent aux
seuls fichiers informatiques, a I’instar des législa-
tions danoise ou luxembourgeoise .

Cette divergence sur le champ d’application en
recouvre une autre, plus générale: sur la place 3
donner — ou a laisser — aux postulats de la pro-
tection des données. A Berne, plus précisément
chez les «puristes» de I’Office fédéral de la Justice,
on veut en toute priorité garantir aux personnes
«concernées» le droit de savoir dans quels fichiers
elles figurent, quelles données sont enregistrées
leur sujet, tout comme le droit de demander la cor-
rection ou la radiation des informations (devenues)
fausses ou caduques.

Dans les cantons, on est moins soucieux du prin-
cipe que de ’application. On veut bien une loi pour
garantir aux citoyens que les données le concernant

ne seront ni recueillies en vain, ni exploitées abusi- |
vement. Mais le législateur ne concoctera pas un |
texte exprimant une méfiance trop évidente a |

I’égard de ’administration — et la génant de sur-
croit dans son travail au service de la nation. Aprés

La Suisse
en queue de peloton

Deux ou trois choses que vous saurez, en sus, d
propos de la «protection des données».

— Les Etats et les lois. Au début était la Suéde,
avec la premiére loi compléte «ad hoc», mise sous
toit en 1973, et complétement revisée en 1979. Puis
vinrent les Etats-Unis (1974), suivis de preés, en
1977, par le Canada et la RFA (loi aujourd’hui en
révision fondamentale). Et, en 1978, un peloton
compact: France, Luxembourg, Norvége, Autri-
che et Danemark. Enfin, I’année derniere: Italie,
Islande, Israél et Hongrie.

En discussion: Suisse, Japon, Pays-Bas et Belgi-
que.

A noter que I’Italie n’a légiféré que pour protéger
les citoyens et les citoyennes contre les fichiers de
police (d’autres pays, comme la RFA, traitent cette
question a part?).

De leur cété, tant le Portugal (1976) que I’Espagne
(1978) se sont contentés d’une disposition constitu-
tionnelle, sans aller jusqu’a une loi.

— Définition. Directives applicables au personnel
de ’administration fédeérale (16.3.1982): sont en
Jjeu «toutes données et toutes informations se rap-
portant @ une personne physique ou a une per-
sonne morale ou @ un groupe de personnes, pour

autant que celle-ci soit ou puisse étre déterminée».

— Déclaration des droits fondamentaux de la per-
sonne fichée:

Droit a linformation: savoir quels fichiers exis- |
tent, a qui ces fichiers sont éventuellement commu- |

niqués, et sur quel fichier on est fiché.

Droit d’acces aux données: la personne fichée doit |

savoir quelles sont les informations qui sont

Sstockées sur son cas (exceptions: motifs de sécurité |

et les informations médicales dont la communica-
tion pourrait avoir un effet facheux sur le « rensei-
gnéx»).

Droit a rectifier et a faire rectifier les informations
Jausses ou caduques (radiation).

Droit, pour la personne fichée, au refus de trans-
mission des données qui la concernent.

' Voir aussi le canton de Vaud ou existent parallélement
une loi cantonale sur les dossiers de police judiciaire
(nov. 1980) et une loi sur les fichiers informatiques et la
protection des données personnelles (mai 1981).




tout, avant I’ordinateur, alors que tous les fichiers
étaient tenus manuellement et compréhensibles par
toute personne sachant lire, on n’a jamais vu de
dossiers fiscaux, médicaux ou autres documents
confidentiels proposés au plus offrant. Et le
citoyen n’a jamais fait de procés d’intention a ce
sujet.

De telles objections reposent évidemment tout le
probléme des relations de I'individu a I’Etat. Les
uns estiment qu’elles sont améliorées par tout
effort vers une plus grande transparence des insti-
tutions et vers une participation a leur fonctionne-
ment. Les autres pensent que le droit d’accés ne
correspond pas a4 une aspiration générale, mais
tout au plus a la préoccupation de quérulants
notoires. Et que, de toute maniére, le «fichier des
fichiers», préalable nécessaire a toute information
et autodéfense du citoyen fiché, ne saurait €tre
tenu a jour correctement, & moins d’y consacrer
des forces considérables — d’ailleurs indisponi-
bles.

SECTEUR PUBLIC ET SECTEUR PRIVE

A dire vrai, ’enjeu dépasse largement la protection
des données personnelles traitées, électronique-
ment ou non, par les administrations publiques.
Car au-dela de ces informations, déja trés nom-
breuses, exploitées par des gens tenus au secret de
fonction, il y a toute la masse énorme de données
rassemblées dans le secteur privé: certes les avo-
cats, les médecins et leur personnel auxiliaire doi-
vent respecter le secret professionnel, — mais tous
les autres?

Quid des employeurs qui établissent des dossiers
souvent trés complets sur les postulants et titulai-
res?

Et que dire des assureurs-vie, qui tiennent soigneu-
sement depuis les années vingt une liste noire des
proposants a «mauvais» risque?

Et les commergants d’adresses? Et ceux qui propo-
sent des crédits, des renseignements commerciaux,
des informations confidentielles, des conjoints
possibles?

D’ou tiennent-ils leurs renseignements, comment
mettent-ils leurs dossiers a jour, qui parvient a s’en
faire sortir?

Dans le secteur privé, chaque fois que la sanction
pénale du secret professionnel est inexistante, la loi
doit venir garantir la protection des données per-
sonnelles, c’est-a-dire la sauvegarde des fichés — le
cas échéant a leur insu. Et qu’on n’essaye pas de
nous faire croire a la portée universelle des régles
de déontologie et autres codes de bonnes pratiques

MIEUX VAUT LIRE

auluwmant

professionnelles: ces normes volontaires valent
seulement pour ceux qui veulent bien les respecter
— et les meilleures professions ont aussi leurs mou-
tons noirs,

La protection des données est certes un peu la tarte
a la créme de I’ére informatique. Mais c’est aussi
I’aune a laquelle se mesure la maniére dont I’Etat
traite ses administrés et le degré de respect que les
entreprises et les professions du secteur privé gar-
dent pour la personne de leurs clients et employés.
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