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Editorial

Liebe Leserinnen und Leser

Wenn es um IT-Sicherheit geht, so stellt man mit einiger
Überraschung fest, sind viele Unternehmen nach wie vor zu nachlässig.
Man glaubt bei den vorhandenen knappen Budgets bei der Sicherheit

Geld sparen zu können in der irrigen Meinung, «uns trifft es

sicher nicht». Vor allem kleine und mittlere Unternehmen schützen

ihre Informationstechnologie nur unzureichend. Auf der anderen
Seite besteht die Gefahr, dass man sehr wohl viel Geld in die technische Sicherheit wie
Firewalls oder Virenscanner steckt, dabei aber übersieht, dass die Mitarbeiter im Betrieb
selbst das grössere Risiko darstellen. Nach einer Studie der Meta Group behält etwa

jeder vierte ausgeschiedene Mitarbeiter mindestens ein unautorisiertes Zugriffsrecht.
Bei unfreiwilligen Abgängen kommt das praktisch einer Einladung zu Datenklau oder

Sabotage gleich. Tatsächlich ist die Verwaltung und Kontrolle der ungezählten Zugriffe
auf ein IT-System in der Praxis sehr komplex-vor allem, wenn der Benutzerkreis auf

Kunden, Prozesspartner und Lieferanten ausgeweitet wird. DieSisyphus-Arbeit, um die

Sicherheit wieder in den Griff zu bekommen, nimmt dann ein Ausmassan, das sich nur
noch mit einem weit gehend automatisierten Management effizient bewältigen lässt.

Sicherheit betrifft somit das ganze Unternehmen, nicht nur die Informatik. Wenn eine

wichtige IT-Anwendung eine Störung erfährt oder gar das ganze System ausfällt, sind

auch Planung, Produktion und Administration mit betroffen. Die möglichen Folgen
sind Produktionsstillstand, Lieferverzögerungen, Imageverluste und damit verbunden
nicht selten ein Einbrechen des Aktienkurses. Sicherheit lässt sich damit nicht einfach
bloss über das Portmonnaie regeln. Ebenso gehört ein sorgfältiges und umfassendes

Sicherheitsmanagement in der Informations- und Kommunikationstechnologie (ICT)

dazu. Dazu lesen Sie mehr in unserem Schwerpunkt «Sicherheit und Verfügbarkeit»
in dieser Ausgabe.

Konvergenz ist in den Medien zu einem Dauerbrenner geworden. Wir haben dieses

Thema von unserer letzten Ausgabe nochmals aufgenommen und zeigen Ihnen, welche
Trends sich bezüglich Verschmelzung von Festnetz und Mobilfunk sowie Konvergenz
(FMC) abzeichnen. Dabei stellen wir die kritische Frage: «Gibt es im Bereich FMC noch

echte Innovationen?»

Ich wünsche Ihnen eine anregende Lektüre.
Hannes Gysling, Chefredaktor Comtec
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