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Der Fuss des Weinglases OSI*

Joseph PITTELOUD, Berne

Synthese der Empfehlungen der Serie CCITT X.200, Version 1988, sowie Prdsentation der Transport- und
Kommunikationssteuerungseinheit

Zusammenfassung. Der Autor zeigt ei-
nerseits den Normierungszustand der
offenen Systeme 0SI| und beschreibt
mit einer Analogie das Wesentlichste
der oberen Architekturschichten, ander-
seits befasst er sich mit den Einzelheiten
der Transport- und Kommunikations-
schichten (der Boden des Weinglases
OSI). Ein nachster Beitrag wird den obe-
ren Prasentations- und Anwendungs-
schichten gewidmet.

Le fond du verre a vin OSI

Résumé. L‘auteur fait, d’une part, le
point sur l'état de la normalisation des
systemes ouverts OSI| et présente par
analogie l'essence des couches supé-
rieures de l'architecture. D’autre part, il
aborde plus particulierement les
couches de transport et de session
(fond du verre OSI). Un article ultérieur
sera consacré aux couches supérieures
de présentation et d'application.

Gli strati OSl «trasporto e ses-
sione»

Riassunto. L’autore mostra a che punto
sono i lavori di normalizzazione dei si-
stemi aperti OSl e, servendosi di un‘ana-
logia, descrive le caratteristiche essen-
ziali degli strati superiori dell’architet-
tura OSI. Si occupa quindi in dettaglio
degli strati OS! trasporto e sessione.
Uno dei prossimi articoli sara dedicato
agli strati 6 e 7 di presentazione e appli-

1 Ausgangspunkt

11 Ende einer Studienperiode

Der Zyklus einer CCITT-Studienperiode dauert 4 Jahre,
und 1988 war das abschliessende Jahr der letzten Pe-
riode (1984...1988). Fiir 4 Jahre werden die Empfehlun-
gen des CCITT offiziell publiziert (Blue Books), also ein-
gefroren, so dass die Entwicklungen und die Dienste voll
davon profitieren konnen. Diese Studienperiode war
durch eine Explosion von Empfehlungen betreffend Da-
tenkommunikation gekennzeichnet (7ab. /). Die Gesamt-
seitenzahl von Spezifikationen dieser Empfehlungen hat
sich mehr als verdoppelt. Was die Empfehlungen der
OSI-Architektur betrifft (Open Systems Interconnection,
Serie X.200), so hat sich die Seitenzahl von 430 (Red
Books 1984) auf 1300 Seiten (Blue Books 1988) erhoht.

Es ist also an der Zeit, eine Synthese zu wagen, um die
explosionsartige Evolution sowie ihre Auswirkungen auf
die Telekommunikation und die damit verbundene Stra-
tegie zu verstehen.

12 Methodologie

Die in diesem und dem anschliessenden Artikel verwen-
dete Methodologie ist sehr pragmatisch:

— sie setzt Grundkenntnisse des OSI-7-Schichtenmo-
dells voraus

Tabelle I. Explosion der Empfehlungen

Empfehlung Red books (84) Blue books (88)
(Seiten) (Seiten)
X1 —=X.19 70 70
X.20 —X.39 360 660
X.40 —X.199 360 520
X.200—X.299 430 1300
X.300—X.399 100 340
X.400—X.499 270 870
X.500—X.599 — 190
Total 1590 3950

" OSI-Architektur

* Originalbeitrag in franzosischer Sprache in den «Techn. Mitt. PTT» Nr.
1/1989 erschienen
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cazione.

— sie nimmt an, dass die Grundsatze der drei unteren
Schichten verstanden sind (physikalische, Leitungs-
und Netzwerkschicht), also jene, die im Telex-, Tele-
fon- oder im Paketvermittlungsnetz tblicherweise an-
gewendet werden (X.25)

— sie konzentriert sich auf die hoheren Architektur-
schichten, weil gerade hier die Normierung spektaku-
lare Fortschritte gemacht hat

— sie versucht aufs ausserste zu vereinfachen, indem
drei Analogien vorgeschlagen werden (das Weinglas,
der Ubermittlungssoldat und die Panzerkolonne)

— sie versucht, die wesentlichsten Grundgedanken zu
vermitteln, ohne die damit verbundenen technischen
Konzepte zu verletzen.

Der Autor behauptet nicht, dieses riesige Werk in seiner
Gesamtheit zu verstehen. Dies Ubersteigt die Moglich-
keiten einer einzigen Person. Er hofft aber, durch die
vorliegende Synthese den Einstieg in diese fir den Leser
abstrakte Welt zu erleichtern und ihn die etwas abstos-
senden Spezifikationen sowie die Zusammenhéange bes-
ser verstehen zu lassen.

13 Analogie mit dem Weinglas
oder die Anwendbarkeit von OSI

Die OSI-Architektur wurde, um ihre Anwendbarkeit zu
erklaren, haufig mit einem Weinglas («OSI wineglass»)
verglichen. Es gibt zwei Grinde dafiir: die Form und den
Inhalt (Fig. 1). Was die Form betrifft, zeigt das Weinglas
eine Verengung auf halber Hohe und eine Ausweitung
nach oben und unten.

Die Verengung stellt die Grenze zwischen der Transport-
und der Kommunikationssteuerungsschicht dar. Diese
logische Schnittstelle trennt die Anwendungen von den
Problemen der Netze und umgekehrt. Die Ausweitung
des Fusses nach unten zeigt die Ausweitbarkeit der Ar-
chitektur fir neue Netztypen in der Reihenfolge, wie sie
entstanden sind:

— die Telefonwéhlnetze (PSTN)
— die leitungsvermittelten Netze (CSPDN)
- die Paketvermittlungsnetze (PSPDN)

Technische Mitteilungen PTT 2/1989
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— die lokalen Netze (LAN)

— die dienstintegrierten Netze (ISDN)

— und bald die Breitbandnetze (B-ISDN)
— usw.

Man kann also fur eine bestimmte Anwendung einen
neuen Netztyp einfihren, ohne den ganzen oberen Teil
des Gebaudes andern zu muissen. Das Gebaude besteht
aus dem Material der Schicht 1 und vor allem aus allen
Kommunikationssoftware-Modulen, die fiir die Anwen-
dung natig sind (Schichten 2 bis 7). Das gleiche gilt fur
die Ausweitung nach oben. Auf ein offenes System kon-
nen nach oben neue Anwendungen hinzugefligt werden,
ohne dabei das Gebaude zu verandern. Im CCITT sind
erschienen:

— die Teletex-Dienste, Grundsteine von OS]

— dann die Mitteilungsdienste (CCITT X.400)

— dann die Verzeichnisse (Directories CCITT X.500)

— dann die Dokumentenarchitektur (CCITT T.400 und
T.500), immer noch auf den gleichen unteren Schich-
ten basierend.

Was den Inhalt betrifft, so mochte die Analogie mit dem
Weinglas auf die «Flissigkeiten» hinweisen, das heisst
auf die zu erobernden Markte, die mit der Schicht 7 so-
zusagen durch die Anwendungen getrunken werden.
Gerade hier kann man ohne grosse Investitionen eine
hohe und schnelle «Rendite der Investitionen» (Return
on Investment) erreichen.

2 Elemente der Synthese
21 Architektonische Struktur

211 Analogie mit dem Ubermittlungssoldaten
oder das Funktionsprinzip

Eine militarische Analogie eignet sich vorzlglich, um die
allgemeine Funktion der 7-Schichten-Struktur zu erkla-
ren. Dabei gehen wir von Mandvern der Armeen eines
grossen Bundnisses aus. Zwei Kommandoposten, KP1
und KP2, sind in sicheren Unterstanden weit voneinan-
der entfernt angelegt (Fig. 2). Betrachten wir die Ele-
mente in bezug auf 0S| und dann die Ablaufe. (Die kur-
siv gedruckten Worter stehen in direktem Zusammen-
hang mit OSI.)

Die offenen Systeme

Die offenen Systeme werden durch die zwei KP darge-
stellt. Sie sind sicher bewacht und 6ffnen sich nur in
kontrollierter Weise zur Aussenwelt. Diese Offnung ist
nicht die grosstmogliche, sondern beschrankt sich auf
das strikte Minimum, das notig ist, um Informationen
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zwischen den zwei KP auszutauschen. Die lokale Organi-
sation hangt von den zur Verfligung stehenden perso-
nellen und materiellen Mitteln ab, ebenso von der Per-
sonlichkeit des verantwortlichen Kommandanten des
KP. Sie kann von einem KP zum anderen stark abwei-
chen.

Die unteren Schichten

Die unterschiedlichen Kommunikationsmittel, die die
zwei KP verbinden, werden durch die unteren Schichten
(Physical Layer, Data Link Layer und Network Layer) der
Architektur dargestellt. Zahlreiche verschiedene Mittel
konnen eingesetzt werden:

— Richtstrahlverbindungen

— militarische, terrestrische Netze
— zivile Netze

— motorisierte Meldelaufer

— Brieftauben

— usw.

Der Transport

Die Transportschicht kann durch den Ubermittlungssol-
daten, verantwortlich fir den Verbindungsaufbau zwi-
schen den zwei KP, dargestellt werden. Er kann die ihm
zur Verfigung stehenden Netzzugange am besten nach
den Bedirfnissen der Offiziere verwalten.

Die oberen Schichten

Die oberen Schichten konnen den Stabsoffizieren zuge-
ordnet werden (die héheren Kreise), die mit ihren Part-

PC1 PC 2
@ soldat de @ 4
4 .
transmission
¢ r( ondes radio )—l N
/\/\/
réseau militaire
1-3 ﬁ réseau civil 1<3
{d estafette .
motorisée
° pigeons 5
L voyageurs J
Fig. 2
Der Ubermittlungssoldat und seine Umgebung
PC - KP

Officier — Offizier

Soldat de transmission — Ubermittlungssoldat
Ondes radio — Radiowellen

Réseau militaire — Militarisches Netz

Réseau civil — Ziviles Netz

Estafette motorisée — Motorisierter Meldelaufer
Pigeons voyageurs — Brieftauben



nern im gegenulberliegenden KP kommunizieren moch-
ten, um den Ablauf der Manover zu koordinieren.

Nachdem nun die Rollen zugewiesen sind, sehen wir uns
an, wie die Schichten funktionieren:

Die Transportschicht

Der Ubermittlungssoldat ist fiir eine sichere Kommuni-
kation zwischen beiden Enden der Verbindung, das
heisst von KP zu KP, verantwortlich. Er hat zur Aufgabe,
eine Verbindung herzustellen, auch dann, wenn die
Kommunikationsmittel ausfallen oder wenn wahrend der
Manéver neue Mittel durch Ubermittlungstruppen zwi-
schen den zwei KP eingerichtet werden. Er muss dem
Offizier einen Dienst in der Weise anbieten, dass dieser
sich nicht darum zu kimmern hat, welche Mittel einge-
setzt werden. Der Offizier muss eine Kommunikation
verlangen konnen mit der fir den gewilinschten Dialog
nétigen minimalen Dienstqualitit. Der Ubermittlungs-
soldat kimmert sich zusammen mit seinem Partner
auf der Gegenseite darum, dem Offizier diese
Kommunikation anzubieten. Es besteht also eine klare
Aufgabenzuteilung zu den untergeordneten Organen
(Management by objectives).

Die Kommunikationssteuerungsschicht

Sobald die Verbindung zwischen den zwei KP durch die
Ubermittlungssoldaten hergestellt ist, kann der Dialog
zwischen den Offizieren beginnen. Damit sind auch die
Regeln des Austausches festgehalten. Die zwei Offiziere
kénnen nicht gleichzeitig sprechen; das Gesprach wird
also entweder ein Monolog oder ein richtiger wechsel-
seitiger Dialog (two way alternate) sein. Im zweiten Fall,
wenn es sich beispielsweise um eine Funkverbindung
handelt, sagt der sprechende Offizier zur Gesprachs-
libergabe klar «An Siel», damit der andere weiss, dass
er an der Reihe ist.

Wenn die Leitung gestort ist, konnen die ausgetausch-
ten Worte fir den Empfanger unverstandlich werden. Er
kann eine Wiederholung der letzten Sétze verlangen.
Die Pausen zwischen den Satzen bilden einen Synchro-
nisationspunkt.

Wenn das Thema des Dialogs sehr wichtig ist, wie bei
einer militarischen Befehlsausgabe, fragt der befehlsge-
bende Offizier seinen Partner am Ende der Befehlsaus-
gabe ausdricklich um eine Bestatigung in der Form:
«Verstanden?», und die Antwort ist «Verstanden!». Der
empfangende Offizier hat damit die Verantwortung fir
den empfangenen Befehl klar Gbernommen.

Die Darstellungsschicht

Die Manover finden im Rahmen verschiedener Armeen
eines Bindnisses statt, das heisst in einer Umgebung, in
der die Offiziere nicht unbedingt eine gemeinsame Mut-
tersprache haben. Jede dieser Sprachen stellt die /okale
konkrete Syntax dar, die von den Hirnen der Offiziere
angewendet werden und kommunizierende Einheiten
bilden. Zu Beginn des Dialogs konnen sich die Offiziere
auf eine gemeinsame Sprache einigen. Das kann
Deutsch oder Franzosisch oder besser Englisch, als ge-
meinsamer Nenner in internationalen Gesprachen, sein.
Diese englische Verkehrssprache stellt also die konkrete
Transfersyntax dar, die zwischen zwei Kommunikations-
instanzen angewendet wird. Die Simultanibersetzung
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der Ideen von der Muttersprache in die Verkehrssprache
ist eine lokale, mentale Handlung, die jedem Offizier ei-
gen ist. Dieser Prozess kann mehr oder weniger schwie-
rig sein, je nach den Kenntnissen des Offiziers.

Die Offiziere konnen sich kennen und vor einer bevor-
stehenden Kommunikation ein fir allemal entschieden
haben, welche Transfersyntax sie unter sich verwenden
wollen («prior agreement»). Sie kdnnen auch zu Beginn
die anzuwendende Syntax fiir die Gesprachsdauer ab-
sprechen. Das Ergebnis bildet den Darstellungskontext
der Kommunikation. Die Offiziere konnen im Verlaufe
des Dialogs aus einem beliebigen Grund entscheiden,
die Sprache, das heisst den Darstellungskontext, zu
wechseln, indem sie zum Beispiel auf Deutsch, Spa-
nisch oder Russisch Gberwechseln.

Die Anwendungsschicht

Nun die Anwendung: Schauen wir uns den Offizier
etwas naher an. Er hat eine Mutze, die einem Grad und
einer Rolle entspricht. Wenn man ihm seine Mitze weg-
nimmt, um Einblick in sein Gehirn zu nehmen, und die
Strukturierung seiner Gedanken analysiert (...wagen
wir es), befindet man sich vor einer bestimmten Anzahl
vorprogrammierter Bedingungen oder gedanklicher Pro-
zesse, die sich einschalten, sobald die Rolle aufgerufen
wird. Diese unterschiedlichen gedanklichen Prozesse
bilden die Elemente seiner Rolle, das heisst die Ele-
mente der gegebenen Anwendung (Application Service
Element).

So wird also jeder Offizier seine vorprogrammierten Ba-
sisprozesse haben, wie jener zum Kommandieren ge-
geniiber seinem Ubermittlungssoldaten, um die Verbin-
dung mit dem von ihm gewiinschten Partner herzustel-
len (Association Control Service Element). Er besitzt
zum Glick andere, hoher entwickelte Prozesse, wenn
man seine spezialisierte Rolle betrachtet: z. B. der Mu-
nitionsoffizier, der Fahrzeugoffizier, der Sanitatsoffizier
usw. Sobald zwei Fahrzeugoffiziere miteinander zu spre-
chen beginnen, schalten sich eine Menge mentaler Pro-
zesse in ihren Kopfen ein. Es sind die Prozesse, die ih-
nen wahrend ihrer Spezialausbildung als Fahrzeugoffi-
ziere eingetrichtert wurden.

Ein Dialog zwischen zwei Munitionsoffizieren ware ahn-
lich, wirde aber andere mentale Prozesse, das heisst ei-
nen anderen Anwendungskontext, einschalten. Der An-
wendungskontext ist also ein Satz vorprogrammierter
Verhaltensweisen, die einer Rolle bzw. einer Anwen-
dung zugeordnet sind. Er erlaubt, die Arbeit in der Hirn-
masse der zwei beteiligten Partner zu beschreiben.

Wenn sich unsere zwei Fahrzeugoffiziere daran erin-
nern, dass sie in Zivil leidenschaftliche Philatelisten sind,
werden sie vielleicht ihre Mutze bzw. den Anwendungs-
kontext wechseln und von ihren Steckenpferden spre-
chen.

Bemerkung: Zurzeit erlauben die Normen einen Wechsel
des Darstellungskontextes wahrend einer in Verbindung
stehenden Anwendung, nicht aber einen Wechsel des
Anwendungskontextes. Man ist «Offizier» wahrend der
ganzen Kommunikationsdauer. Wenn man den Dialog
als «Philatelist» fortsetzen will, muss man eine neue
Kommunikation herstellen, . . . ausserhalb der Dienstzeit
und auf eigene Kosten!

Technische Mitteilungen PTT 2/1989
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Beschreibung der hierarchischen Ebenen

Layer — Ebene

Officier — Offizier

Service — Dienst

Protocol — Protokoll

Réseaux de communication — Ubermittlungsnetze
Service provider — Dienstlieferant

212 Ubersicht iiber die architekturellen
Empfehlungen

Dienst und Protokoll

Fur jede Schicht hat man sich auf das Prinzip festgelegt,
Dienst und Protokoll getrennt zu definieren. Der Dienst
ist die Beschreibung in Textform dessen, was der Offi-
zier vom Soldaten, z. B. fur die Transportschicht, erwar-
tet. Dagegen ist das Protokoll der bis ins kleinste Detail
definierte Meldungsaustausch unter den Ubermittlungs-
soldaten. Er erlaubt, eine sichere Kommunikation zwi-
schen beiden Enden (von KP zu KP) zu erstellen.

Die Norm CCITT X.210 erklart das generelle Prinzip der
Schichten, anwendbar auf alle Schichten ausser der An-
wendungsschicht, die grundsatzlich keiner hoheren In-
stanz einen Dienst zu bieten hat (Fig. 3). Man unter-
scheidet also nicht zwischen mehreren Ebenen im Be-
wusstsein des Offiziers.

Die Normen fir die Dienste erhielten Nummern der
Form CCITT X.21n, wobei «n» fur die Schicht steht. Die
Normen fir die Protokolle erhielten die Nummern der
Form CCITT X.22n, wo «n» ebenfalls die Nummer der
Schicht bezeichnet.

Demnach gilt fur die Schicht 4 (Transport):

— CCITT X.214: Transportdienst
— CCITT X.224: Transportprotokoll

Der Offizier (Schicht n+1) erwartet einen Dienst vom
Ubermittlungssoldaten (Schicht n). Die Art des Informa-
tionsaustausches unter den beiden ist eine rein lokale,
nicht normierte Angelegenheit, die von den personli-
chen Beziehungen untereinander abhangt. Der Uber-
mittlungssoldat erwartet wiederum Dienste und Kom-
munikationsmittel der néachst tieferen Schicht (Schicht
n—1). Die Art, wie er zu diesen lokalen Mitteln greift, ist
nicht normiert. Dagegen ist das fiir den anderen KP
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Sichtbare strikt in Form des Protokolls normiert, in dem
jede Meldung und jedes Bit definiert ist. In der Trans-
portschicht ist das Protokoll des Informationsaustau-
sches zwischen den zwei Ubermittlungssoldaten eben-
falls vollstandig definiert, um mit den zur Verfigung
stehenden Ubertragungsmittel dem Offizier die gefor-
derten Dienste anzubieten.

Die Weinglasfillung

Figur 4 zeigt eine bildliche Darstellung der OSI-Wein-
glasfillung.

Die Basisnormen beschreiben das Modell (CCITT X.200),
die Darstellungskonvention der Schichten (CCITT X.210)
und die Testmethoden zum Sicherstellen der Uberein-
stimmung mit den Normen fir jede Schicht (CCITT
X.290). Zusétzlich zu den Basisnormen hat jede Schicht
ihre eigenen Bausteine. Dies sind

— CCITT X.214/X.224 fiir den Transport (Ubermittlungs-
soldat)

— CCITT X.215/X.225 fir die Kommunikationssteuerung
(Dialog unter den Offizieren)

— CCITT X.216/X.226 fir die Verhandlung der Prasenta-
tionssyntax unter den Offizieren

— CCITT X.208/X.209 fiur die Definition einer Transfer-
syntax (Verkehrssprache).

Fir die Anwendung sind drei mentale Grundprozesse
definiert, die als allgemein einsetzbare Werkzeuge oder
Bausteine zum Aufbau einer Rolle zu verstehen sind:

— CCITT X.217/X.227 fir die Befehlsausgabe zum Solda-
ten und die Erstellung des Anwendungskontextes der
Kommunikation (Rollen)

— CCITT X.218/X.228 fir eine gesicherte Kontrolle der
Ubertragung von langen Meldungsketten zwischen
Offizieren

— CCITT X.219/X.229 als leistungsféhiges Konstruktions-
werkzeug von komplexen logischen Prozessen fiir die
anwendungsspezifische Rolle, die die Offiziere zu
spielen haben (Fahrzeugoffizier usw.).

ROSE
X.219/X.229
RTSE
X.218/X.228

ACSE
X.217/X.227

6 X.216/X-2267 | == X.208/X.209

X.215/X.225

X.214/X.224
3 X.213/X.223
(X.244)

D X.200 (Architecture)
X.210 (Service Conventions)
X.290 (Conformance Testing)

Fig. 4
Die OSI-Weinglasfiillung
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Fig. 5

Der Transportdienst vom Offizier aus gesehen

PC - KP

Officier — Offizier

Queue from 1 to 2 - Warteschlange von 1 nach 2
Transport service provider — Ubermittlungssoldat und -netz

Tabelle Il zeigt die entsprechenden Referenzen zu den
ISO-Normen und ist eine hervorragende lllustration zur
intensiven Zusammenarbeit zwischen den zwei Normie-
rungsgremien der ISO und der CCITT, auch wenn sie Or-
ganisationen sind, die nicht immer die gleichen Interes-
sen vertreten.

Tabelle Il. Kreuzreferenz OSI/CCITT

CCITT-Empfehlung ISO/EC Standard (DP/DIS or IS)

X.200 1SO 7498

ISO 8824
X.208 1S0O 8824/AD 1

1SO 8825
X.209 { 1SO 8825/AD 1
X.210 1SO TR 8509
X.211 1SO 10022
X.212 1SO 8886

1SO 8348
X.213 1SO 8348/AD 2

IS0 8348/AD 3
X.214 1SO 8072

1SO 8326
X.215 ‘{ 1SO 8326/AD 2
X.216 1SO 8822
X.217 1SO 8649
X218 1SO 9066-1
X.219 1S0O 9072-1
X.223 1SO 8878
X.224 1SO 8073

1SO 8327
X.225 { IS0 8327/AD 2
X.226 1SO 8823
X.227 1SO 8650
X.228 ISO 9066-2
X.229 IS0 9072-2

1SO 9646-1
X.290 { 1SO 9646-2
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3 Transportebene (CCITT X.214/X.224)

31 Panzerkolonne auf der Autobahn

Die vom Ubermittlungssoldaten an den Offizier zu lei-
stenden Dienste kénnen mit der Ubernahme der Infor-
mationen und ihrer Einreihung in die Warteschlange, die
sich wie auf einem Forderband zum gegentberliegen-
den KP fortbewegt, dargestellt werden. Dieses Forder-
band wird so schnell wie méglich vom gegentiberliegen-
den Soldaten geleert und der Inhalt am Ort dem Bestim-
mungsoffizier Gbermittelt (Fig. 5).

Um die Funktionen der Warteschlange zu erklaren, wird
das Modell des Ubermittlungssoldaten etwas geandert.
Der Soldat wird fiir die Ingangsetzung einer Panzerko-
lonne verantwortlich, die die Informationen der hoheren
Schichten transportieren soll, wobei jeder Panzer ein
Stuck davon befordert. Eine Panzerkolonne in der umge-
kehrten Richtung trégt die Informationen des anderen
KP. Die zwei Panzerkolonnen verschieben sich vdllig
unabhangig voneinander auf den richtungsgetrennten
Spuren der Autobahn, die die zwei KP verbindet. Jede
Kolonne ist also eine Folge von informationstragenden
Panzern, die einander nicht Gberholen kénnen. Dagegen
kann ein Meldelaufer mit einem Leichtfahrzeug (expe-
dited data) an der Kolonne vorbeifahren, das heisst die
Warteschlange und die Panzer Gberholen, die noch nicht
am Ziel beziehungsweise beim anderen offenen System
angekommen sind (Fig. 6). Man kann sich die Meldeldu-
fer auch als Militarpolizei vorstellen.

Diese bewegliche Polizei kann naturlich nicht auf der
Autobahnpiste rickwarts fahren. Die Panzerkolonne
wird mit einem Besenfahrzeug abgeschlossen (Befehl
zum Abbruch des Transports). Dieses Besenfahrzeug
kann, wie bei einem Velorennen, die hinteren Panzer, die
nicht zu folgen vermogen, tUberholen und aus dem Ren-
nen herausnehmen. Es kann sein, dass gewisse Panzer
mit den letzten Informationselementen nie den gegen-
uberliegenden KP erreichen konnen. Die Ingangsetzung
der zwei Kolonnen geschieht nach folgendem Prinzip:
Ein Eroffnungsfahrzeug (Befehl zur Transportverbin-
dung) wird auf eine der Pisten geschickt, sagen wir von

Transport Expedited Transport
disconnect data data
|

= o

ne peut dépasser

peut dépasser

peut dépasser et mettre hors-circuit

Fig. 6

Der Schluss der Panzerkolonne

Transport disconnect — Ubermittlungsunterbruch

Expedited data — Gesendete Daten

Transport data — Ubermittelte Daten

Ne peut dépasser — Kann nicht vorfahren

Peut dépasser — Kann vorfahren

Peut dépasser et mettre hors circuit — Kann vorfahren und aus der Ko-
lonne herausnehmen
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Tabelle Ill. Netzverbindungstypen

Netzwerk- Anzahl der Anzahl der
verbindung Restfehler signalisierten Fehler
Typ A annehmbar annehmbar

Typ B annehmbar nicht annehmbar
Typ C nicht annehmbar —

KP1 zu KP2. Der Offizier vom KP2 bestatigt, dass er
bereit ist, die Panzerkolonne zu empfangen, indem er
seinen Ubermittlungssoldaten dazu auffordert, ein Er-
offnungsbestatigungs-Fahrzeug auf der anderen Piste
zurlickzuschicken. Bei Ankunft desselben kann der Offi-
zier von KP1 den Befehl zum Abfahren seiner Panzerko-
lonne geben.

32 Netztypen und Transportklassen

321 Netztypen

Laut Normen verfiigt der Ubermittlungssoldat tber drei
Kommunikations-Netztypen. Zu deren Definition unter-
scheidet man (Tab. /ll):

— Anzahl Kommunikationsfehler, die das Netz zum Sol-
daten signalisiert (in der Terminologie der Paket-
vermittlung entspricht dies der Anzahl «Reset» und
«Restart»)

— Die Anzahl der restlichen Kommunikationsfehler, die
durch das Netz nicht signalisiert werden. Verlust einer
Brieftaube in einer sequentiellen Sendung von Tauben
(oder in der Terminologie der Informatik: Sequenzfeh-
ler, zerstorte, verdoppelte, verknipfte oder verlorene
Daten, wie in den «Lokalen Netzen» der Technologie
«Ethernety, «Tokenring» usw.)

— Das Netz Typ A ist ein sicheres Netz; wenn es Fehler
macht, signalisiert es sie dem Ubermittlungssoldaten

— Das Netz Typ B ist ein sicheres Netz, das seine Arbeit
richtig macht; aber die Anzahl Fehler, die es signali-
siert, ist nicht annehmbar fiir einen einwandfreien
Dienst fur den Offizier

— Das Netz Typ C ist ein wenig sicheres Netz und signa-
lisiert Fehler kaum.

Je schlechter die Netzqualitat, desto mehr Arbeit hat
der Ubermittlungssoldat mit seinem Partner, damit der
Offizier von dem offerierten «Dienst» nichts merkt. Er
will seine Panzerkolonne mit Informationen abschicken
und erwartet aus der entgegengesetzten Richtung eine
Kolonne mit Informationen, mehr nicht.

322 Transportklassen

Je nach Netztyp konnen die Soldaten unter funf Trans-
portklassen wahlen, um der geforderten Dienstqualitét
gerecht zu werden (Klasse 0 bis 4, Tab. /V). Die zwei er-
sten Klassen (0 und 1) erlauben nur einem Offizier je KP,
die Verbindung zu nutzen, in unserem Fall die Autobahn.
Hingegen ist es mit den drei letzten Klassen moglich,
dass mehrere Offiziere eines KP gleichzeitig die gleiche
Verbindung benutzen. Dazu miissen jedoch die Panzer
gekennzeichnet sein (Transport Protocol Data Unit,

Bulletin technique PTT 2/1989

TPDU), damit man weiss, zu welchem Offizier sie geho-
ren, und sie bei der Ankunft verzweigen kann (Multi-
plexing).

Die Klassen sind in vier Kategorien unterteilt. Die Klas-
sen 0 und 2 sind fiir sichere und qualitativ hochstehende
Netze vorgesehen (Typ A), die Klassen 1 und 3 sind fur
sichere Netze von weniger guter Qualitat reserviert (Typ
B). Die Klasse 4 wird fur wenig sichere Netze benitzt
(Typ C). Diese verlangt vom Ubermittlungssoldaten am
meisten Eingriffe, um die Licken des Netzes auszuglei-
chen.

Die Klasse 0 verwendet man normalerweise auf den
X.25-Netzen, wegen der Ubertragungsqualitdt und der
Flusskontrolle des Netzprotokolls. Die Klasse 4 wird in
den heutigen lokalen Netzen der Familie IEEE 802.x hau-
fig verwendet.

33 Wichtigste Dienste der Transportschicht
(Tab. V)

331 Aufbau der Transportverbindung

Beim Aufbau der Transportverbindung identifizieren
sich die Ubermittlungssoldaten gegenseitig mit Hilfe
des Eroffnungsfahrzeuges (source and destination refer-
ence). Sie identifizieren auch den dienstverlangenden
Offizier (calling and called Transport Service Access
Point Identification, TSAP-ID) oder eher den internen
Kommunikationspunkt, der sie mit dem Offizier verbin-
det. Sie bestimmen ebenfalls die Transportklasse an-
hand der vom Offizier verlangten Dienstqualitat.

332 Datentransport/Segmentieren
und Zusammenfiigen

Die Ubermittlungssoldaten verschieben nun die Infor-
mationspanzer Uber die Verbindung. Wenn das Netz
diese Panzer nicht vertragt (zu lange Datenblocke), kiim-
mern sich die Soldaten darum, die Panzer in kleinere
Einheiten zu «zerschneiden» (Schiitzenpanzer) und sie
auf der anderen Seite wieder zur ursprunglichen Panzer-
kolonne zusammenzusetzen (segmenting and reassem-
bling).

Tabelle IV. Transportklassen

Typ des Verbindungsnetzes

A B G
0 X
X nicht
Transport- multiplexiert
klasse
X
3 X
multiplexiert
4 X

several transport
connections multiplexed
onto a single

network connection

Multiplexierung:
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Tabelle V. Transportprozeduren

Prozedur Transportklasse
0 1 2 3 4

Erstellen der
Transportverbindung 2 5 % o .
TPDU transfert_/segmenting X X X X X
and reassembling
Explicit release — X X X X
Data TPDU numbering — X X X X
Multiplexing/explicit flow control - — X X X
Expedited data transfer — X X X X
Error recovery (signalled errors) — X — X X
Error detection

X - - — — X
(non signalled errors)

333 Release

Die Freigabe der Transportverbindung ist fiir die Trans-
portklasse 0 etwas brutal: Der Soldat zieht einfach den
Stecker aus, das heisst er unterbricht die Netzverbin-
dung. Das ist wirklich eine Sparklasse!

Fir die oberen Transportklassen (Business, First Class,
usw.) verrichten die Soldaten die Arbeit nach Vorschrift
und informieren sich gegenseitig mit dem Besenfahr-
zeug, dass der von den Offizieren organisierte Vorbeizug
der Panzer beendet ist und dass sie die Autobahn freige-
ben, das heisst die Transportverbindung auslésen wer-
den. Einige der hinteren Panzer konnen jedoch dadurch
ihr Ziel nicht erreichen.

334 Multiplexing/Flow Control

Die Ubermittlungssoldaten kénnen mehrere Panzer-
kolonnen von verschiedenen Offizieren auf die gleiche
Kommunikationsstrecke schicken (multiplexieren).

Jede Kolonne muss nattrlich separat behandelt werden,
das heisst, dass fiir jede Kolonne die Ubermittlungssol-
daten den Fluss kontrollieren missen und dass sie nicht
mehr Panzer auf die Strecke schicken durfen, als dass
ihr Partner am Ausgang in Richtung Bestimmungsoffi-
zier von der Strecke nehmen kann (flow control).

335 Expedited Data Transfer

Die Soldaten konnen auf Anfrage der Offiziere einen
Meldelaufer auf die Strecke schicken, der an der Pan-
zerkolonne vorbeizieht, ohne dass er von der Flusskon-
trolle zurlGickgehalten wird (Fig. 6).

336 Error Recovery / TPDU Numbering

Nehmen wir an, das Netz signalisiere dem Ubermitt-
lungssoldaten einen Ubertragungsfehler (ein Panzer ist
irgendwo stehengeblieben oder zerstort). Der sendende
Soldat numeriert zu diesem Zweck die Panzer am Start
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(TPDU numbering). Der empfangende Soldat kontrol-
liert, ob die ankommenden Panzer in der richtigen Rei-
henfolge sind, wenn nicht, verlangt er Uber die Kolonne
auf der anderen Autobahnpiste die nochmalige Uber-
mittlung des fehlenden Panzers. Dieser erhalt den glei-
chen Informationsinhalt wie der stehengebliebene Pan-
zer. Diese Numerierung wird auch fir die Flusskontrolle
bei der Multiplexierung verwendet.

337 Error Detection

In der Transportklasse 4 steht den Ubermittlungssolda-
ten ein weniger sicheres Netz zur Verfliigung. Deshalb
mussen sie Mechanismen einbauen, die sie gegen et-
waige Fallen schutzen wie:

- Verlust von Panzern (TPDU loss)

- nicht sequentielle Ankunft von Panzern (TPDU deli-
very out of sequence)

— Verdoppelung von Panzern. Ein fremder Panzer hat
sich betrugerisch in das Gefolge eingeschlichen
(TPDU duplication)

— Beschadigung des Informationsinhalts in einem Pan-
zer (entweder durch Unfall, oder durch fremde Einmi-
schung, TPDU corruption).

Die besonders fur die Klasse 4 bereitgestellten Mecha-
nismen sind:

- «Use of Checksumy» (kompensiert das Nichtvorhan-
densein einer CRC-Kontrolle im Netz)

— «Inactivity control»

— «Retransmission on timeout»

- «Resequencing» (spezifische Fehlerbehebung der
Klasse 4).

4 Ebene der Kommunikationssteuerung
(CCITT X.215/X.225)

41 Beziehungen zum Transport

Mit der Kommunikationssteuerungsschicht wird eine
neue Dimension erreicht. Der Dialog zwischen den Offi-
zieren beginnt mit dem von den Ubermittlungssoldaten
offerierten Dienst. In der Weinglasanalogie befinden wir
uns uber der Linie der Verantwortung, die das Glas un-
terteilt (Fig. 1).

Die gleiche Transportverbindung zwischen den zwei KP
kann von mehreren Offizierspartnern fur aufeinanderfol-
gende Dialoge verwendet werden (z. B zuerst unter
Fahrzeugoffizieren, dann unter Munitionsoffizieren). In
diesem Fall unterbricht der Ubermittlungssoldat die mit

Fig. 7

Sich folgende Kom-
munikationssteue-
rungs-Verbindun-
gen uber eine
Transportverbin-
dung

Time - Zeit

Session connections
— Kommunikations-

——» time

2 session connections

1 transport connection

steuerungsverbin-

dungen O
Transport connec- @
tion — Transportver-
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Fig. 8
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Time — Zeit

Activity interrupt —

Aktivitatsunterbruch

Activity resume —

Aktivitatszusam-

menfassung

Session connections

— Kommunikations-

O steuerungsverbin-
dungen

@ Transport connec-
tion — Transportver-
bindung

——FF— > time

Activity Activity
interrupt resume

O—tyrl g

1 session connection

0 0

2 transport connections

dem anderen KP erstellte Transportverbindung am Ende
des ersten Dialogs nicht, sondern teilt sie den zwei
nachsten Partnern zu, die gerade einen Dialogaufbau
wiinschen (Fig. 7).

Anderseits kann ein Dialog langer sein als die Dauer ei-
ner Verbindung. In diesem Fall wird in gemeinsamem
Einvernehmen entschieden, die Aktivitaten zu unterbre-
chen (activity interrupt) und die Ubermittlungssoldaten
zu informieren, dass sie die Transportverbindung abbre-
chen konnen. Wenn es den Offizieren richtig scheint,
werden sie den unterbrochenen Dialog wiederaufneh-
men (activity resume, Fig. 8).

42 Dialogelemente

421 Die Spielmarken (Tokens)

Im Dialog spielen die zwei gegentiberliegenden Offiziere
ein Spiel mit mehreren Spielmarken. Der Offizier, der
eine bestimmte Spielmarke besitzt, hat das Recht, eine
entsprechende Faszilitat zu beniitzen. Die verfigbaren
Spielmarken sind:

— Release Token

Gibt das Recht, einen Dialog zu unterbrechen. Im

Falle einer Funkverbindung wird der Offizier, der die

Verbindung unterbrechen will, sich das «Release To-

ken» durch den Wortwechsel: «Fertig?», «Fertig!»

holen. Er hat also das Recht, die Kommunikations-
steuerung zu unterbrechen. Mit diesem Mechanismus
versichert er sich, dass alle Panzer der Kolonne, ein-
schliesslich der Zurickgebliebenen, den gegenuber-
liegenden KP erreicht haben.

— Data Token

Das Datentoken gibt das Recht, in einem wechselsei-

tigen Dialog zu sprechen. Wenn man wéahrend einer

Funkverbindung seinem Partner durch die Aufforde-

rung «an Siel!» mitteilt, dass man ihm das Wort tber-

geben will, so gibt man ihm das Datentoken. Man un-
terscheidet drei Betriebsarten:

— der Monolog (simplex, nur eine Autobahnpiste wird
benutzt)

— der wechselseitige Dialog (two way alternate / half
duplex)

— der beidseitige Dialog (two way simultaneous / du-
plex), der, mit den Panzern verglichen, dem Senden
zweier in der entgegengesetzten Richtung fahren-
der Kolonnen auf der gleichen Autobahnpiste ent-
sprechen wiirde.
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Das Datentoken wird nur als Einschrankung im wech-
selseitigen Dialog verwendet (Fig. 9).

— Major / Activity Token

Das «Major/Activity» Token gibt das ausschliessliche
Recht, in eine Panzerkolonne mit Daten einen Spezial-
panzer einzuschleusen, der das Ende einer grosseren
Einheit kennzeichnet (beispielsweise ein Bataillon).
Sobald ein solcher Panzer abgesendet wurde, wartet
der Offizier, bis dieser beim gegenuberliegenden KP
angekommen ist und seine sichere Ankunft Uber die
andere Piste bestatigt wurde, bevor er das nachste
Bataillon auf die Strecke schickt.

— Synchronize-minor Token

Das «Synchronize-minor» Token gibt das ausschliess-

liche Recht, in eine Panzerkolonne einen Spezialpan-

zer einzuschleusen, der das Ende einer kleineren Ein-

heit kennzeichnet (etwa eine Kompanie oder einen

Zug). Die Abgrenzung der Kompanien hélt den Lauf

der Panzer nicht auf. Der Offizier sendet weiter neue

Einheiten. Der gegenlberliegende Offizier kann dank

den Einheitenabgrenzungen verlangen, dass seine.
fehlenden Panzer nachgesendet werden (in der Infor-

matik entspricht dies entsprechenden Kopien).

422 Ubertragene Daten
Vier Arten Panzer werden geschickt:

— Panzer des normalen Betriebs, die Truppen bzw. In-
formationen transportieren (normal data)

— Meldelduferfahrzeuge (expedited data)

— Spezialpanzer (typed data, typisierte Daten), die un-
abhangig von den Einschrankungen durch die Tokens
gesendet werden. Damit kann in einem Halb-duplex-
Dialog ein Offizier auf seiner Autobahnpiste einen

Officier Officier

b o

(Data token)

“"<Phrase><Pause>’’
(Minor sync. point)

"’Ordre compris ?°'

““Ordre compris !’
(Major sync. point)

““Terminé !”’
(Release token)

Fig. 9

Die Token der Kommunikationssteuerung
Officier — Offizier

A vous — An Sie!

Ordre compris — Verstanden
Terminé — Fertig
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typisierten Panzer senden, auch wenn er das Daten-
token nicht besitzt und wenn der andere Offizier ge-
rade daran ist, seine Kolonne auf die andere Piste zu
schicken

— Eroffnungsfahrzeuge einer Verschiebung (etwa die
Vorfahrer von Skirennen), die vor dem Start einer Ta-
tigkeit ausgetauscht werden konnen (capability data,
Fig. 11). Die Teletex-Protokolle brauchen dies, um die
Eigenschaften der gegeniliberliegenden Ausriistung
festzustellen.

423 Synchronisationspunkte

— Major synchronization point. Dieser grenzt eine Dia-
logeinheit klar ab (zu verschiebendes Bataillon, zu
ubertragender Befehl, Fig. 10). Er wird nur ausdriick-
lich bestatigt im Falle einer Befehlstibermittlung. Der
Dialog wire etwa: «Befehl verstanden?» «Befehl ver-
standen!». Nach der ausdricklichen Bestatigung
durch den empfangenden Offizier kann der sendende
Offizier seine Befehlskopie vernichten. Die Verant-
wortung wurde dem empfangenden Offizier Uberge-
ben.

— Minor synchronization point. Der kleinere Synchroni-
sationspunkt strukturiert den Austausch innerhalb ei-
ner Dialogeinheit. Er steht am Ende eines Zuges in der
Kolonne oder am Ende eines Satzes in der Befehls-
ausgabe (Fig. 10). Diese Satzenden werden nicht aus-
dricklich bestatigt. Dagegen kann der empfangende
Offizier, wenn er die letzten Satze nicht verstanden
hat, eine Wiederholung verlangen (resynchronization /
restart option).

424 Dialogeinheit und Aktivitit

— Dialog Unit. Die Dialogeinheit wird an ihren zwei tem-
poraren Enden mit grossen Synchronisationspunkten
abgegrenzt und ist intern durch mehrere kleine Syn-
chronisationspunkte strukturiert. Eine Dialogeinheit
wird als Ganzes uber eine einzige Transportverbin-
dung lbertragen (Fig. 10).

— Activity. Eine Tatigkeit ist eine Folge von Dialogeinhei-
ten. Sie kann wahrend einer Kommunikationssteue-
rungs-Verbindung unterbrochen und neu gestartet
werden. Sie kann sich sogar Giber mehrere Transport-
verbindungen erstrecken (Fig. 8 und 11).
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Vor dem Starten einer Tatigkeit konnen die Offiziere ein-
ander eine Anzahl Parameter bestatigen (capability data
exchange, Fig. 11).

Im Teletex entspricht der Dokumentstart dem Anfang
der Tatigkeit, und die Synchronisationspunkte am Sei-
tenende entsprechen den kleinen Synchronisations-
punkten der Aktivitat.

425 Resynchronisation

Die Resynchronisation kann durch jeden der Offiziere
initialisiert werden. Sie verteilt die Dialogtokens neu und
setzt die Synchronisationspunkte auf einen festgesetz-
ten Wert. Drei Optionen sind moglich (Fig. 12):

— Restart: Der Dialog wird an einem kleinen Synchroni-
sationspunkt neu gestartet (zwischen dem letztquit-
tierten grossen Synchronisationspunkt und dem aktu-
ellen Punkt).

— Abandon: Dies ist die Flucht nach vorn. Man versucht,
den Dialog an einem noch nicht benutzten Synchroni-
sationspunkt fortzusetzen.

— Set: Man setzt irgendwo neu auf, je nach den Anfor-
derungen der hoheren Instanzen, das heisst den men-
talen Anwendungsprozessen beider Offiziere.

43 Funktionseinheiten

Die Funktionseinheiten der Kommunikationssteuerung
(functional unit) sind logische Neugruppierungen der
verschiedenen Dialogeinheiten (Tab. VI/). Bei der Kon-
taktaufnahme zwischen den zwei Offizieren (Kommuni-
kationssteuerungs-Verbindung) verhandeln sie Uber die
Dialogart, die sie verwenden wollen. Ein gemeinsamer
Kern (Kernel) ist unveranderlich, er muss in allen Fallen
unterstitzt werden. Die verschiedenen Funktionseinhei-
ten kénnen wie folgt beschrieben werden:

— Kernel
Sie erlaubt, eine Kommunikationssteuerungs-Verbin-
dung zu erstellen, Daten fur die hoheren Ebenen zu
Ubertragen und die Kommunikationssteuerung freizu-
geben.

—==>tims

major sync points

|

<

dialogue dialogue
unit unit

Nk TRy )

Activity

capability data exchange

Fig. 11

Aktivitaten

Time - Zeit

Dialogue unit — Dialogeinheit

Activity — Aktivitat

Capability data exchange — Datenaustauschmaoglichkeit

Technische Mitteilungen PTT 2/1989



SET
///__‘\\\
L — ABANDON
/ // \\\\ =
"/ ‘/RESTART\I = \\
t t t t t i/ t t e i
A A sync point
f ; serial number
i i
last ackncw. next serial

major sync point

Fig. 12

Resynchronisationsmaoglichkeiten

— Negotiated Release

Sie erlaubt, vom «release token» Gebrauch zu ma-

chen
— Half-duplex

number

Sie erlaubt, das «data token» zu gebrauchen

— Duplex

Dies ist die Standardbetriebsart des Dialogs

— Expedited Data

Sie erlaubt, einen Meldeldufer zu schicken

- Typed Data

Sie erlaubt, im Halb-duplex-Dialog eine Richtungsum-

kehr zu machen

— Capability Data Exchange
Sie ist aus historischen Griinden vorhanden (Teletex)
und erlaubt, Daten vor Beginn einer Aktivitdt auszu-

tauschen

Tabelle VI. Funktionseinheiten der Kommunikationssteuerung

Funktionseinheiten

Dienste

Kernel Session connection

(non-negotiable) Data transfer
Release

Negotiated release Give/Please

release token

Half-duplex

Give/Please
data token

Duplex

Expedited data

Expedited data

Typed data

Typed data

Capability data exchange

Capability data exchange

Minor synchronise

Inject minor sync point
Give/Please minor token

Major synchronise

Inject major sync point
Give/Please major token

Exceptions

Exceptions

Activity management

Activity start, resume, interrupt,
discard, and Give/Please tokens
Give control
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— Minor Synchronize
Sie erlaubt, den entsprechenden Token zu verwenden
und kleine Synchronisationspunkte zu setzen
— Major Synchronize
Sie entspricht der vorstehenden Einheit
— Resynchronize
Sie erlaubt, die eingesetzten kleinen Synchronisa-
tionspunkte zu benutzen, um sich zu synchronisieren
— Exceptions
Sie verwaltet die Ausnahmen
— Activity Management
Sie erlaubt, sowohl eine Aktivitat zu starten, zu unter-
brechen, wiederaufzunehmen, abzubrechen oder zu
beenden, als auch die Tokens zu verwalten.

44 Phasen der Kommunikationssteuerung

Im folgenden sind die Phasen des Dialogs zwischen den
beiden Offizieren beschrieben. Alle Informationen wer-
den in den unteren Schichten durch normale Betriebs-
panzer transportiert.

Aufbau der Kommunikationssteuerung. Bei der Kontakt-
aufnahme zwischen den zwei Offizieren wird tber die
Funktionseinheiten verhandelt. Die Synchronisations-
punkte werden initialisiert und die Tokens in ihre Aus-
gangsposition gesetzt. Schon bei der Kontaktaufnahme
kénnen die hoherstehenden, mentalen Prozesse Infor-
mationen austauschen (S-Connect user data).

Data Transfer. In dieser Phase werden die Daten der ho-
herstehenden, mentalen Prozesse ausgetauscht

Token Management. Diese Phase gestattet die Verwal-
tung der Tokens. Die ausgetauschten Befehle sind:

- Give tokens (geben Sie mir ein oder mehrere Tokens)
— Please tokens (hier sind ein oder mehrere Tokens)
- Give control (geben Sie mir alle lhre Tokens)

Synchronization. |st das Einsetzen von kleinen und gros-
sen Synchronisationspunkten

Resynchronization. st die Resynchronisation nach den
erklarten Prozeduren

Error Reporting. Ist die Verwaltung der Dialogfehler

Activity Management. Ist die Verwaltung der Aktivitaten.
Sie teilt sich auf in:

Activity Start (Start)

— Activity Interrupt (Unterbrechung)

— Activity resume (Wiederaufnahme)
— Activity Discard (abnormales Ende)
Activity End (normales Ende)

Session Connection Release. Sie ist das Ende des Dia-
logs und die normale Auslésung (orderly release) oder
abnormale Auslosung (abort) der laufenden Kommuni-
kationssteuerung. Wenn das «release token» im Spiel
ist, kann nur jener Offizier den Dialog bzw. die Kommu-
nikationssteuerung unterbrechen, der im Besitze des
Tokens ist.

In diesem ersten Beitrag wurden die Grundelemente so-
wie gewisse Details der Transport- und der Kommunika-
tionssteuerungsschicht dargestellt. Ein abschliessender
Artikel wird sich mit den verbleibenden Schichten und
dem Einsatz von OSI befassen.
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