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WIRTSCHAFT/RUSTUNG

Ein ambitioniertes Ziel:
An der Innovationsspitze stehen

Digitale Transformation und Sicherheit stehen zuoberst im Firmen-
zweck von Eviden. Weshalb modulare Komponenten, Spitzen-
innovationen oder agile Beschaffungsprozesse speziell im militari-
schen Bereich wichtig sind: CEO Bruno Schenk liefert Antworten
und bietet Einblicke, wie Technologiefiihrerschaft der nachsten

Generation aussehen konnte.

Peter Miiller im Gespréch
mit Bruno Schenk

Unsere Leserschaft diirfte mit Threm
noch jungen Firmennamen kaum ver-
traut sein. Deshalb eine simple Frage
zum Einstieg: Wer ist Eviden?

Bruno Schenk: Eviden wurde im April 2023
als eigenstdndige Handelsmarke innerhalb
der Atos-Gruppe ausgegliedert. Atos wurde
1997 durch die Fusion zweier franzosischer
IT-Unternehmen gegriindet und ist heute
als «Societas Europaea» an der Euronext
Paris notiert. Eviden ist ein Technologiefiih-
rer der ndchsten Generation im Bereich der
datengesteuerten, vertrauenswiirdigen und
nachhaltigen digitalen Transformation mit
einem starken Portfolio an patentierten
Technologien. Mit weltweit fiihrenden Posi-
tionen in den Bereichen Advanced Compu-
ting, Security, KI, Cloud und digitale Platt-
formen bringt Eviden ein fundiertes Fach-
wissen fiir alle Branchen in {iber 53 Landern
mit.

Pionierarbeit in und aus der Schweiz

Wenn Sie das heutige Angebot kurz zu-
sammenfassen: Wie ladsst sich die aktuel-
le Produktepalette von Eviden am prag-
nantesten charakterisieren?

Eviden ist ein weltweit fiihrendes Unter-
nehmen in den Bereichen Advanced Com-
puting, digitale Sicherheit, Net Zero Trans-
formation, Cloud, intelligente Plattformen
und Transformationsbeschleunigung. Wir
bieten militdrische Verteidigungssysteme
und Technologien fiir geschaftskritische
Kommunikation in den Bereichen Verteidi-
gung und 6ffentliche Sicherheit an. Im digi-
talen Bereich setzen wir auf Beratung zur
Unternehmenstransformation, intelligente
Plattformen und Lésungen — wie SAP oder
MS Dynamics - sowie Anwendungsmoder-
nisierung, Datenanalyse und kiinstliche In-
telligenz.

Bruno Schenk, CEO Eviden

Im Bereich Cloud unterstiitzen wir 6f-
fentliche und private Organisationen in
allen Aspekten der Transformation hin zur
Cloud, von der Beratung iiber die Migrati-
on und Modernisierung bis zu Managed
Services. Wir konzentrieren uns auf die Be-
reitstellung umweltfreundlicher und siche-
rer Losungen. Im Bereich Big Data und Si-
cherheit schiitzen wir Menschen, Organisa-
tionen und ihre Daten durch Cyber-Sicher-
heitsberatung, Integration und verwaltete
Sicherheitsdienste. So sind wir stolz darauf,
das Bundesamt fiir Bevolkerungsschutz mit
der Technologie fiir den Betrieb des Sirenen-
alarmsystems zur Ubertragung von Alarm-
meldungen an die Schweizer Bevolkerung
zu unterstiitzen. Das System fiir die 6ffent-
liche Sicherheit, auch bekannt als Polycom,
ermoglicht den Funkkontakt innerhalb und
zwischen Organisationen wie Grenzwache,
Polizei, Feuerwehr, Ambulanz, Zivilschutz-
organisation und unterstiitzenden militdri-
schen Einheiten.

Fiir die foderale Polizei implementieren
wir derzeit die ndchste Generation des Fall-
management-Ermittlungssystems. Dieses
wurde im Rahmen einer 6ffentlichen Aus-
schreibung vergeben und soll Ende 2023 in
Betrieb genommen werden. Die Qualitdt
und die umfangreichen Erfahrungen in der
Schweiz haben es uns ermdglicht, eine dhn-
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liche Ausschreibung in Luxemburg zu gewin-
nen. Im Bereich des Quantencomputings ist
Eviden seit 2016 ein weltweiter Pionier, und
unser Supercomputer BullSequana XH3000
ist derviertstarkste Supercomputer der Welt.

Mentalitat
eines Start-up-Unternehmens

Marketingmadssig wird gerne auf die
Unique Selling Proposition verwiesen:
Durch welche Einzigartigkeit soll Eviden
bei der Kundschaft wahrgenommen wer-
den?

Wir sind stolz, eines der grossten Unterneh-
men fiir digitale End-to-End-Lésungen in
Europa zu sein. Wir sind in europdischem
Besitz und verfiigen iiber in Europa entwi-
ckelte Hardware und Software. Eines unse-
rer wichtigsten Unterscheidungsmerkma-
le im Vergleich zu unseren Wettbewerbern
sind unsere Mitarbeiter. Wir verfiigen tiber
ein einzigartiges Team aus engagierten Fiih-
rungskraften und talentierten Mitarbeitern,
die in ihren jeweiligen Fachgebieten iiber
fundierte Kenntnisse verfiigen. Wir sagen
gerne, dass wir die Mentalitdt eines Start-
ups haben: Wir sind agil, menschlich und
kreativ und verfiigen gleichzeitig tiber die
Ressourcen, die Stabilitdt und die globale
Reichweite eines etablierten Unternehmens.

Die Corona-Pandemie, der Ukraine-Krieg
und Lieferengpasse hinterlassen iiberall
Spuren: Inwiefern ist Ihre Unternehmung
davon betroffen?

Wir haben festgestellt, dass die Lieferzeiten
fiir alles, was weltweit beschafft wird, wie
beispielsweise Hardware, viel langer sind, in
einigen Fillen bis zu einem Jahr. Ausserdem
hat sich die Art und Weise, wie die Kunden
ihre Investitionen planen, auf einen eher
kurzfristigen Horizont verlagert. Viele Un-
ternehmen stellen langerfristige Investitio-
nen zuriick, bis eine grossere wirtschaftli-
che Gewissheit und Transparenz besteht.
Diese dramatischen Ereignisse haben den
technologischen Wandel, ich denke an Re-
mote- und Hybrid-Arbeitsumgebungen, ra-
pide beschleunigt. Die Technologie hat es
den Unternehmen ermdéglicht, flexibel zu
bleiben und innovativ zu sein, um diese He-
rausforderungen zu meistern. Wir haben
auch einen starkeren Fokus auf Nachhaltig-
keit festgestellt. Dies ist wahrscheinlich auf
die geringere Reisetatigkeit und die ver-
besserten technologischen Losungen fiir die
Zusammenarbeit zuriickzufithren, die jetzt
verfiigbar sind.
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» Das Scorpion Combat Information System SICS
von Eviden ist hier in einem Kampffahrzeug der
Infanterie eingebaut. Bild: Eviden AG

Daten-Souveranitat
im eigenen Land behalten

Heute wird meist iibereinstimmend fest-
gestellt, das Militdr sei nicht mehr der
technologische Treiber. Wie nehmen Sie
diese Entwicklung in IThrem Tatigkeits-
bereich wahr?

Wir sind davon iiberzeugt, dass militarische
Investitionen in Spitzentechnologien nach
wie vor eine wichtige Triebkraft fiir die For-
derung technologischer Innovationen sind.
Das neue Cyber-Kommandosystem fiir die
Schweizer Armee zeigt beispielsweise, dass
die Technologie im Verteidigungsbereich
immer mehr Einzug halt. Kiirzlich hatte
ich die Gelegenheit, Thomas Siissli, Chef
der Schweizer Armee, zu horen, der einige
der wichtigsten Zukunftstrends hervorhob.
Dazu gehort, dass die Verteidigungskrafte
bis zu 15 Jahre in die Zukunft blicken miis-
sen, wenn es um neue Technologien wie
Drohnen, elektromagnetische Verteidigung
und Cyberkriminalitdt geht.

Welcher Stellenwert kommt bei Ihnen
dem Forschungs- und Entwicklungsbe-
reich zu?

Wir konzentrieren uns standig darauf, das
richtige Portfolio an Dienstleistungsange-
boten bereitzustellen, damit wir den Anfor-
derungen des Marktes gerecht werden kon-

«Die Souveranitat

der Daten in einem Land
ist nach wie vor von
entscheidender
Bedeutung.»

Bruno Schenk, CEO Eviden AG

nen. So investiert Eviden beispielsweise
stark in den digitalen Zwilling und die Da-
tenanalyse, da dies Bereiche im Verteidi-
gungs- und im Privatsektor sind, in denen
Innovation eine zentrale Rolle spielt. Gleich-
zeitig ist die Souverdnitdt der Daten in ei-
nem Land nach wie vor von entscheidender
Bedeutung. Wir arbeiten mit unserem Part-
ner-Okosystem zusammen, um Sovereign
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Clouds zu entwickeln und zu verbessern und
eine vertrauenswiirdige sowie sichere Infra-
struktur bereitzustellen. Unsere Experten-
Communitys befassen sich regelmassig mit
Zukunftstrends und tauschen Vordenkerar-
tikel aus, die sich mit dem ndchsten grossen
Ding befassen wie Metaverse, KI-Verbesse-
rungen, Hochleistungscomputer und Quan-
tentechnologie. Es ist uns wichtig, Daten,
Technologie und Wertschopfung fiir den
Kunden zu verbinden. Kurz gesagt, wir kon-
zentrieren uns darauf, die Moglichkeiten
von Daten und Technologie zu erweitern.

Der Mensch
als Sicherheits-Herausforderung

Die Armee beklagt immer wieder die feh-
lende Planungssicherheit. Wie nehmen
Sie die aktuelle Situation wahr?

Die zunehmende Komplexitdt in der heuti-
gen Welt macht es dusserst schwierig, Tech-
nologieprojekte von Anfang bis Ende voll-
stdndig zu planen. Ein agiler Ansatz, der die
Zusammenarbeit zwischen Regierung und
Industrie einschliesst, ware jedoch ein wirk-
sames Mittel zur Anpassung wahrend des
Lebenszyklus eines Projekts. Auf diese Wei-
se konnten die Anforderungen wéahrend der
Entwicklung eines Projekts beriicksichtigt
werden. Was die tagliche Sicherheitsplanung
anbelangt, so ist eine der gréssten Heraus-
forderungen, mit denen wir heute konfron-
tiert sind — unabhangig davon, ob es sich um
ein globales Unternehmen, eine Regierungs-
stelle oder ein kleines bis mittleres Schwei-
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zer Unternehmen handelt —, nicht die Tech-
nologie, sondern der Mensch. Ich bin der
festen Uberzeugung, dass menschliches
Versagen das schwachste Glied ist, das wir
iiberwinden miissen. Laut dem Data Breach

Investigation Report gehéren menschlicher
Irrtum und mangelndes Bewusstsein der
Mitarbeiter zu den Hauptursachen von Ver-
stossen gegen die Cybersicherheit. Das be-
deutet, dass wir Hochschulabsolventen mit
den richtigen Fdhigkeiten ausbilden und
die Benutzer in Bezug auf bewdhrte Verfah-
ren der Cybersicherheit auf dem Laufenden
halten miissen.

Welche Bedeutung kommt aktuell dem
eigentlichen Riistungsbereich bei Eviden
zu, verglichen mit Dual-Use- sowie rein
zivilen Giitern und Dienstleistungen?
Eviden ist ein wichtiger Akteur in der euro-
pdischen Verteidigungsindustrie, denn wir
sind weltweit fithrend bei Verteidigungs-
systemen wie dem Battle Management Sys-
tem, dem BMS. Das digitale BMS ermdglicht
den Austausch von Echtzeit-Einsatzinforma-
tionen, wodurch Reaktionszeiten und Ent-
scheidungsprozesse verbessert werden.

Hindernis fiir effiziente Geschafte

Das o6ffentliche Beschaffungsrecht wurde
vor tiber zwei Jahren totalrevidiert: Hatte
dies auch Auswirkungen auf Ihren Tatig-

- keitsbereich?

Leider wurden die Vergabevorschriften nicht
wesentlich vereinfacht. Das 6ffentliche Be-
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schaffungswesen ist nach wie vor ein Hin-
dernis fiir effiziente Geschéafte zwischen der
Regierung und der Industrie. Wir werden
uns jedoch weiterhin an Ausschreibungen
beteiligen, wenn wir glauben, dass wir die
besten Losungen anbieten und einen Mehr-
wert schaffen kénnen.

Beschaffungen von Riistungsgiitern wer-
den - nicht nur in der Schweiz - in der
Mehrzahl der Félle nicht 6ffentlich aus-
geschrieben. Wie beurteilen Sie dieses
Vorgehen?

Das ist weitgehend sinnvoll, da viele Projek-
te aufgrund der sensiblen Natur der Arbeit
klassifiziert werden. Der einzige Nachteil ist,
dass wir mdglicherweise Gelegenheiten ver-
passen, fiir die unsere Losungen am besten
geeignet waren.

Kontrovers diskutiert werden in der Of-
fentlichkeit die Offsetgeschifte. Werden
diese eher als Bremsklotz bei der Offert-
eingabe oder als Tiir6ffner und Techno-
logietransfer wahrgenommen?

Wir sehen Offset-Transaktionen eher als
Tiirdffner, da sie die Technologien des pri-
vaten und des 6ffentlichen Sektors zusam-
menbringen.

Zugang zu den besten Universitidten

Riistungsunternehmen benétigen meist
hochqualifiziertes Personal. Bietet Thnen
der Schweizer Arbeitsmarkt diesbeziig-
lich geniigend Entwicklungs- und Rekru-
tierungsmoglichkeiten?

Weltweit ist es eine Herausforderung, Spit-
zenkrdfte im Technologiebereich zu finden,
insbesondere im 6ffentlichen Sektor. Die
Unternehmen miissen flexibel sein und die
Moglichkeiten der regionalen Arbeitsmark-
te ausschopfen, um den Pool an méglichen
Talenten zu erweitern. In der Schweiz haben
wir das Gliick, dass wir Zugang zu einigen
der besten Universitdten der Welt haben. Die
Gewinnung von Spitzenkrdften kann auch
aus der Perspektive des Employer Branding
eine Herausforderung sein, da viele Teéchno-
logieunternehmen aufgrund der hochsen-
siblen Natur von Sicherheitsprojekten nicht
in der Lage sind, die neuesten Innovationen
und Projekte zu prdsentieren.

Ist ein Riistungsgut mal der Armee iiber-
geben, so stellt sich die Frage von Unter-
halt, Instandhaltung und Weiterentwick-
lung. Wie beurteilen Sie die aktuelle Po-
litik zu den Materialkompetenzzentren?

® EVIDEN AG
Facts and Figures

o Firmenname: Eviden AG
o Griindungsjahr: 2023

Hauptsitz Schweiz: Ziirich
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Geschaftsjahr 2022

Eine engere Zusammenarbeit mit der In-
dustrie wiirde dazu beitragen, die Effizienz
in diesem Bereich zu steigern. So kénnten
beispielsweise Partner aus der Industrie,
die iiber Zertifikate fiir die Sicherheit im
Binnenland verfligen, mit der Wartung, In-
standhaltung und Entwicklung beauftragt
werden.

Fokussieren
auf modulare Komponenten

Die Schweizer Armee leidet an unvoll-
standiger und teilweise veralteter Aus-
riistung. Nun zeichnen sich finanzielle
Lichtblicke ab. Wo miisste aus Ihrer Op-
tik prioritiar der Hebel angesetzt werden?
Die Ausriistung sollte so entwickelt werden,
dass die Verwendung geschlossener, kom-
plexer, eingebetteter Systeme reduziert und
die Verwendung modularer Komponenten
erhoht wird. Diese modularen Komponen-
ten kénnen dann in ein funktionierendes
System integriert werden, sodass die Kom-
ponenten im Inland leicht ausgetauscht
werden kénnen. Eviden verfiigt tiber um-
fangreiche Erfahrungen bei der Integration
von Verteidigungssystemen.

Der technologische Wandel nimmt ex-
ponentiell zu. Wo zeichnen sich in Ihrem
Kompetenzbereich die gréssten Veran-
derungen ab?

Wir sind stdndig an der Spitze der technolo-
gischen Entwicklungen und Innovationen.
So wiachst zum Beispiel unser Know-how
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o Wichtigste Produkte: Einsatzkritische Kommunikationssysteme, digitale
Sicherheit, Cloud, intelligente Plattformen, Net Zero Transformation,
Advanced Computing, Transformationsbeschleunigung

CEO (Schweiz): Bruno Schenk

Verwaltungsratsprasident (Schweiz): Bruno Schenk

Hauptsitz international: Paris (FRA) (Atos SE)

Standorte Schweiz (Anzahl): Funf (Zirich, Basel, Bern, Nyon, Vevey)
Angestellte Schweiz (FTE): 395

Angestellte international (FTE): 57000

Nettoumsatz Schweiz (Mio. CHF): Keine Angaben

Nettoumsatz international: 5 Mrd. €

Forschungs- und Entwicklungsaufwand: Keine Angaben

Weitere Informationen: www.eviden.com

beim Schutz der Schweizer Biirgerinnen und
Biirger vor Cybersicherheitsbedrohungen
stdndig. Fiir unsere Kunden ist es entschei-
dend, an der Spitze der Innovation zu blei-
ben, denn veraltete Technologien haben drei
entscheidende Nachteile: Sie sind teurer, sie
sind anfalliger fiir potenzielle Sicherheits-
bedrohungen und sie verbrauchen mehr
Energie. Wir sollten uns immer darauf kon-
zentrieren, welche Anderungen notwendig
sind, um mit den besten Lésungen fiir unse-
re Kunden auf dem Laufenden zu bleiben.

«Herausforderungen der Zukunft» sind
immer grosse Worte. Trotzdem: In wel-
chen Bereichen muss sich Eviden kurz-
und mittelfristig wohl am ehesten be-
wahren?

In Anbetracht des aktuellen Umfelds und
der gesellschaftlichen Herausforderungen
liegt unser Hauptaugenmerk weiterhin da-
rauf, unsere Kunden bei der Bewaltigung der
wichtigsten Probleme im Zusammenhang
mit Computerenergie, Sicherheit, Souvera-
nitdt und Dekarbonisierung zu unterstiit-
zen. Das bedeutet, dass wir uns auf die Be-
wiltigung hoherer Risiken und die Entwick-
lung von Spitzeninnovationen konzentrie-
ren, ohne dabei die Zuverldssigkeit und die
Qualitdt der Projekte zu beeintrachtigen. m

Major aD Peter Miiller
Dr. rer. pol.

Redaktor ASMZ
peter.mueller@asmz.ch
3672 Oberdiessbach
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