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Schliesslich kann auch die organisierte
Kriminalität, die oftmals eng mit
terroristischen Strukturen und Akteuren
verwoben ist, zur Verfolgung ihrer Ziele auf
eine Beeinflussung staatlichen Handelns
abzielen. In Anbetracht dieser Bandbreite

an Methoden und denkbaren
Kombinationen lässt sich vermuten, dass
zwischen hochentwickelten Staaten mit fester

Einbindung in die vernetzte, globalisierte

Welt eine militärische Konfliktaustragung

zukünftig weniger wahrscheinlich

wird. Das Potenzialder Verknüpfung
von Lähmungen und Störungen
gesellschaftlicher und wirtschaftlicher
Netzwerke und der Anwendung terroristischer

Gewalt oder der Nutzung
nichtstaatlicher Gewaltakteure als Stellvertreter,

ohne den Einsatz staatlicher
Streitkräfte, bietet ein breites Spektrum an
Kombinationsmöglichkeiten zur Schädigung

von Kontrahenten. Viele der denkbaren

Kombinationen sind dabei nur
schwer einem Akteur zuzuordnen und
können leicht abgestritten werden. Die
Frage der völkerrechtlichen Bewertung
solcher Attacken ist zudem bisher nicht
hinreichend untersucht worden.

Hybride Bedrohungen:
Gesamtstaatliche

Herausforderungen

Eine konzertierte Anwendung der
skizzierten Möglichkeiten unter staatlicher
Führung, die als Ablenkung oder auch
im Schwerpunkt durch Attacken
nichtstaatlicher Gewaltakteure oder staatlicher
Streitkräfte unterstützt würde, stellt
prinzipiell eine gesamtstaatliche Herausforde

rung dar, der ein Staat nur mit der
konzertierten Ausschöpfung seiner Mög-
lichkeiten entgegenwirken könnte. Zwar
erscheint die vollständige Unterwerfung

eines staatlichen Gegners unter den Willen

eines Angreifers mit diesen Mitteln
kaum plausibel, wenn keine Okkupation
erfolgt. Eine Beeinflussung seines
Handelns jedoch ist in einem solchen Sze-
nario sehr wahrscheinlich. Zusammen

genommen bildet ein hybrider Ansatz in
der Konfliktaustragung strategisch gesehen

jedoch vor allem eines ab: den Einsatz

aller zur Verfügung stehenden Mittel,

einschliesslich militärischer
Gewaltanwendung, um eigene Interessen und
Ziele gegenüber Kontrahenten durch-
zusetzen – eine auf dieser abstrakten
Ebene durchaus nicht neue Herausforderung.

Die Analyse
muss weitergehen

Eine Weiterführung und Vertiefung
der Debatte scheint daher unbedingt
geboten, zumal realistische Abschätzungen
von Voraussetzungen und Auswirkungen
einzelner Möglichkeiten und Kombinationen

bisher fehlen. Die Gefahr einer
hybriden Attacke erscheint durchaus plausibel

– das Verharren in einer Beschreibung

denkbarer Möglichkeiten jedoch
wäre für die Glaubwürdigkeit und Relevanz

der Analyse schädlich und würde

Sicherheitspolitik

frühzeitige gezielte Gegenmassnahmen
erschweren. Eine Heraufbeschwörung
aller theoretisch möglichen und erdenklichen

Szenarien ist daher für die
zielgerichtete Schadensabwehr wenig hilfreich
und schürt vor allem Unruhe und
Unsicherheit. Vielmehr muss mit einer starken

Praxisorientierung und Fokussierung
beurteilt werden, welche Bedrohungen
tatsächlich im Bereich des Möglichen
liegen. Da sich Bedrohungen aber erst aus

Fähigkeiten und Intentionen der Nutzung

ergeben, scheint zusätzlich die
Einbeziehung potenzieller Akteure notwendig.

Erst die Rasterung und Kategorisierung

der Fälle zur weiteren detaillierten
Analyse kann daher beim derzeitigen
Stand der Debatte weitere Erkenntnisse
erbringen. ¦
Der Artikelgibt die Auffassungen des Autors
wider und stellt keine offizielle Position der
Bundeswehr dar.
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«Eine Weiterführung
und Vertiefung der Debatte

um hybride Bedrohungen

auf gesamtstaatlicher
Ebene scheint

unbedingt geboten.»
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