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Mehr Planungssicherheit gefordert

Anldsslich der traditionellen Industrietagung von armasuisse und
der Schweizerischen Gesellschaft fiir Technik und Armee (STA)
gemeinsam mit Swissmem und GRPM wurde von hochkardtigen
Referenten mehr Sicherheit fiir die Planungsarbeiten gefordert.
Im zweiten Teil der Tagung erhielt das aktuelle Thema Cyberwar

breiten Raum.

Alfred Markwalder,
Stellvertretender Chefredaktor ASMZ

Eingangs der Tagung erliuterte Bri-
gadier Hans-Peter Walser, Chef Armee-
planung, vor einer zahlreich erschiene-
nen Hérerschaft die Lage nach den Parla-
mentsentscheiden von Ende September.
Das VBS erhielt vom Parlament zwei Pla-
nungsauftrige: Die Konzipierung einer

«Das Produkt «Sicherheit»
ist ein zu kostbares Gut,
als dass es
leichtfertig aufs Spiel gesetzt

werden darf!»
Dr. Fritz Gantert, Prasident STA

Armee mit 100000 Angehérigen einer-
seits, andererseits eine Armee zu planen,
welche auf einem Jahresbudget ab 2014
von fiinf Milliarden Franken basiert. Des
Weiteren hatr das Parlament verlangt,
dass der Teilersatz der Tigerflotte (Projeke
TTE) rasch etfolgen soll. An diesen Auf-
trigen wird intensiv gearbeitet, wobel es
gleichzeitig gilt, auf diesen Vorgaben ba-
sierend die rechdichen Grundlagen zu
erstellen. Erst nach deren Genehmigung
durch das Parlament wird die notwendi-
ge Sicherheit bestehen, um die neuzu kon-
zipierende Armee dann auch umzusetzen.
Riistungschef Ulrich Appenzeller sieht
drei wesentliche Bereiche, um die gefor-
derte Planungssicherheit zu unterstiitzen:
* Die Umsetzung der Sicherheitsrelevan-
ten Technologie- und Industriebasis
(STIB), welche die Partner vernerzt und
somit fiir alle Beteiligten einen hohen
Nutzen anstrebt.
¢ Das Offset-Geschift, welches durch das
Offset-Biiro bei armasuisse unterstiitze
wird und zum Ziel hat, mit allen inte-

ressierten Firmen bis drei Monate nach
dem TTE-Entscheid Konkretisierungs-
gespriche zu fiihren.

* Die angestrebte enge Zusammenarbeit
mit der Europiischen Verteidigungs-
agentur, um bei Beschaffungen nichrt
nut eine héhere Wirtschaftlichkeit, son-
dern auch das angestrebte Technologie-
niveau zu erreichen.

Schliesslich beronte auch der C VBS,
Bundesrat Ueli Maurer, in einem engagier-
ten Referat die Forderung nach mehr Si-
cherheit in der Planung von Beschaffun-
gen. Es gelte aber nun, dem Willen des
Parlaments fiir eine Armee von 100000
Angehérigen mit einem Jahresbudget von
fiinf Milliarden Franken nachzukommen,
auch wenn der Widerstand in gewissen
Gremien und Kreisen noch gross sei!
Bundesrat Maurer unterstrich dabet, dass
nach den Patlamentswahlen die biirger-
liche Mehrheit (mit Teilen (!!!) der CVDP)
eine gute Basis fiir die Zukunft sei. Wich-
tig sei der in den nichsten Wochen vor-
gesehene Typenentscheid im Projekt TTE
und dann die definitive Erarbeitung des

Riistungsprogramms 2012, welches den
TTE beinhalte. Mitte 2012 sollte klar

«Die Beschaffung
der Kampfflugzeuge
wird sich positiv auf

die Schweizer Wirtschaft
auswirken.»

Bundesrat Ueli Maurer

sein, ob ein Referendum ergriffen werde,
wobei es nicht nur um den TTE, sondern
um die Zukunft der Schweizer Armee ge-
hen werde.

Bundesrar Maurer hielt auch klar fest,
dass nach der Beschaffung der Flugzeuge

Bundesrat Ueli Maurer bei armasuisse

an der Industrietagung. Bild: armasuisse

eine Phase von Beschaffungen fiir die Bo-
dentruppen folgen werde, wo es gelte bei-
spielsweise neue Radschiitzenpanzer ein-
zufiihren, um dann die Erneuerung der
Boden-Luft-Verteidigung mit dem Projeke
BODLUV 2020 in Angriff zu nehmen.
Der zweite Teil der Tagung, unter der
Fiihrung der Schweizerischen Gesellschaft
Technik und Armee — sie versteht sich
als Bindeglied zwischen Armee, Beschaf-
fungsinstanzen, Wirtschaft und Wissen-
schaft — stand ganz im Zeichen von Cy-
berwar. Prisident Dr. Fritz Gantert wies
auf die zunehmende Verwundbarkeit und
auf die sehr realen Gefahren durch An-
griffe im Cyberraum hin. So har beispicls-
weise der Chef der Armee, KKdt André
Blattmann, die Cyber-Bedrohung als mo-
mentan grosste Gefahr bezeichnet. Ver-
schiedene Referenten beleuchteten das
Thema aus unterschiedlichen Gesichrs-
winkeln, wobei schlussendlich aber die
Konklusion gezogen werden musste, dass
die heute vorhandenen Fihigkeiten zur
Bekimpfung des Cyberwar unzureichend
koordiniert sind. Es fehlt der Wille von
oberster Stelle, das Problem konsequent
und effizient anzugehen. Es besteht von
politischer Seite grosser Handlungsbe-

darf! [ |
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