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La protection des donnees
personnelles et les rapports

de travail

Par Jean Meyer

INTRODUCTION

Les rapports de travail donnent lieu pour l'employeur ä un traitement
souvent tres complet et parfois long de donnees personnelles relatives
aux travailleurs. Etant donne leur dependance en fait et en droit vis-ä-vis
de celui-lä, il convient d'accorder une attention toute particuliere ä la
protection des donnees personnelles et de veiller ä ce que le traitement
patronal de donnees concernant les employes ne porte pas atteinte ä la
personnalite de ceux-ci.

Nous aborderons tout d'abord la reglementation suisse sur la protection

des donnees et ensuite la problematique en droit social.

A. La reglementation sur la protection des donnees

La loi feelerale sur la protection des donneesqui vise ä proteger la
personnalite et les droits fondamentaux des personnes faisant l'objet
d'un traitement de donnees (art. 1 Loi), a ete adoptee le 19 juin 1992 par
l'Assemblee federale de la Confederation suisse2 et est entree en vigueur
le Ier juillet 19933. Des ordonnances d'execution, qui s'y rapportent,
sont entrees en vigueur ä la meme date4. II y a lieu de reserver egale-
ment les reglementations cantonales et communales3.

La legislation suisse rattache la protection des donnees au droit
de la personnaliteet non au droit de la propriete. Malgre son titre,
elle ne tend pas proteger les donnees, mais la personnalite.

Parmi les droits fondamentaux qui sont touches par le traitement des
donnees personnelles figurent la liberte personnelle7, 1'autodetermina-
tion en matiere d'information. II y a aussi les aspects elementaires ä l'e-
panouissement de la personnalite: le libre arbitre, la liberte de prendre
une decision dans des domaines essentiels pour l'epanouissement de la
personnalite, la dignitc, l'honneur et la sphere privee8.
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La nouvelle loi definit un certain nombre de principes pour le traite-
ment des donnees qui doivent etre respectes par tous les maitres de fi-
chiers, soumis ä la loi. Elle a une fonction preventive: eile doit empe-
cher les manipulations potentielles et ne doit pas seulement faire le
constat des deviances.

a) Champ d'application

Les dispositions legales regissent le traitement des donnees concer-
nant les personnes physiques et morales9, effectue par des personnes pri-
vees ou des organes federaux10.

En revanche, elles ne sont pas applicables au traitement des donnees

par les autorites cantonales, ä moins que celles-ci ne remplissent des
täches de la Confederation par delegation, dans la mesure ou il n'existe
pas au niveau cantonal de prescriptions sur la protection des donnees.

L'article 2, alinea 2 LPD enumere les exceptions ä l'application de
la loi: les dispositions legales regissant le traitement des donnees ne
s'appliquent pas aux donnees personnelles qu'une personne physique
traite pour son usage exclusivement personnel et qu'elle ne communique
pas ä des tiers, aux deliberations des Chambres federates et des commissions

parlementaires, aux procedures pendantes civiles, penales, d'en-
traide judiciaire internationale ainsi que de droit public et de droit admi-
nistratif", aux registres publics relatifs aux rapports juridiques de droit
prive, öu enfin aux donnees personnelles traitees par le Comite international

de la Croix-Rouge.
Aux termes de l'article 3, la loi definit un certain nombre de termes,

pour assurer une application uniforme de la loi:
- donnees personnelles: toutes les informations qui se rapportent a

une personne identifiee ou identifiable;
- personne concernee: la personne physique ou morale au sujet de la-

quelle des donnees sont traitees;

- donnees sensibles: les donnees personnelles portant sur les opinions
ou activites religieuses, philosophiques, politiques ou syndicales, la
sante, la sphere intime ou l'appartenance a une race, des inesures
d'aide sociale, des poursuites ou sanctions penales et administratives

;

-profil de la personnalite: un assemblage de donnees qui permet
d'apprecier les caracteristiques essentielles de la personnalite d'une
personne physique;

- traitement: toute operation relative ä des donnees personnelles -
quels que soient les moyens et precedes utilises - notamment la col-
lecte, la conservation, Sexploitation, la modification, la communication,

l'archivage ou la destruction de donnees;
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- communication: le fait de rendre des donnees personnelles acces-
sibles, par exemple en autorisant leur consultation, en les transmet-
tant ou en les diffusant;

-fichier: tout ensemble de donnees personnelles dont la structure
permet de rechercher les donnees par personne concernee;

- maitre du fichier: la personne privee ou l'organe federal qui decide
du but et du contenu du fichier.

b) Dispositions generates de protection des donnees

A titre liminaire, on peut remarquer que la legislation met en exergue
six principes fondamentaux de la protection des donnees:

- la liceite de la collecte;

- la bonne foi dans le traitement;

- la proportionnalite du traitement;

- l'exactitude des donnees;

- les restrictions ä la communication des donnees ä l'etranger;
- le principe de la securite des donnees.

Toute collecte de donnees personnelles ne peut etre entreprise que
d'une maniere licite; cela implique que toute collecte de donnees
personnelles ne doit pas se faire avec des moyens trompeurs, sous la menace

ou de maniere dissimulee. Leur traitement doit etre effectue confor-
mement aux principes de la bonne foi'2 et de la proportionnalite13. Cela
a notamment pour consequence que la collecte des donnees doit avoir
lieu aupres de la personne concernee et les donnees ne doivent pas etre
traitees contre sa volonte. En outre, le traitement des donnees personnelles

ne doit pas etre institue comme une regie, mais doit demeurer
1'exception.

Les donnees personnelles ne doivent etre traitees que dans le but qui
est indique lors de leur collecte, est prevu par une loi ou ressort des cir-
constances (art. 4 Loi). En d'autres termes, les donnees ä caractere
personnel faisant l'objet d'un traitement automatise sont enregistrees pour
des finalites determinees et legitimes et ne doivent pas etre utilisees de
facon incompatible avec ces finalites.

II en decoule que quiconque traite des donnees personnelles doit
s'assurer qu'elles sont correctes14. Toute personne concernee peut re-
querir la rectification des donnees inexactes (art. 15, al 3 et 25, al 2

LPD, art. 15, al 2 OLPD).
Aucune donnee personnelle ne peut etre communiquee ä l'etranger si

la personnalite des personnes concernees devait s'en trouver gravement
menacee, notamment du fait de l'absence d'une protection des donnees
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equivalente ä celle qui est garantie en Suisse. On consacre ici le principe
de l'equivalence.

Les donnees personnelles doivent etre protegees contre tout traite-
ment non autorise par des mesures organisationnelles et techniques ap-
propriees15. Si la securite absolue n'existe pas, une absence de securite
ou des mesures insuffisantes constituent des violations de la loi.

Le droit d'acces est garanti et est considere ä juste titre comme la
clef de la protection des donnees16: ainsi, toute personne peut deman-
der au maitre d'un fichier si des donnees la concernant sont traitees et
les contröler; eile peut aussi voir si la legislation est respectee17; cette
maitrise existe en tant que droit subjectif, mais aussi en tant que droit
constitutionnel. De plus, il n'est pas possible de renoncer par avance au
droit d'acces18. En exerqant son droit, la personne concernee n'a d'ail-
leurs aucun interet particulier ä faire valoir. Le maitre du fichier doit lui
communiquer toutes les donnees la concernant qui sont contenues dans
le fichier, le but et eventuellement la base juridique du traitement, les
categories de donnees personnelles traitees, de participants au fichier et de
destinataires des donnees. Le Systeme est construit pour proteger le maitre

du fichier et la personne objet du traitement.
Le maitre du fichier qui fait traiter des donnees par un tiers demeure

tenu de fournir les renseignements demandes. Cette obligation incombe
toutefois au tiers, s'il ne revele pas l'identite du maitre du fichier ou si
ce dernier n'a pas de domicile en Suisse. Si plusieurs maitres de fichier
gerent en commun un ou plusieurs fichiers, le droit d'acces peut etre
exerce aupres de chacun d'eux, ä moins que l'un d'eux soit responsable
de 1'ensemble du traitement.

Les renseignements sont fournis dans les 30 jours suivant la reception
de la requete. Si les renseignements ne peuvent etre donnes dans ce de-
lai, le maitre du fichier en avertit le requerant en lui indiquant la periode
dans laquelle interviendra la reponse.

lis sont, en regle generale, fournis gratuitement et par ecrit, sous forme

d'imprimes ou de photocopies.
II y a, cependant, des restrictions au droit d'acces (art. 8-10 LPD19),

aucun droit ne pouvant etre exerce de maniere absolue: le maitre du
fichier peut refuser ou restreindre la communication des renseignements
demandes, voire en differer l'octroi, dans la mesure oü une loi au sens
formel20 le prevoit, ou lorsque les interets preponderants d'un tiers 1'exigent

(par exemple ceux d'un refugie politique ou d'un etranger). II peut
aussi empecher ou restreindre la communication des renseignements
demandes, voire en differer l'octroi, dans la mesure oü ses interets preponderants

l'exigent et ä condition qu'il ne communique pas les donnees
personnelles ä des tiers. De faqon generale, le maitre du fichier doit indi-
quer le motif pour lequel il refuse de fournir, limite ou ajourne les
renseignements.
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Les medias beneficient d'un regime particulier. En effet, le maitre
d'un fichier (en tant qu'editeur de medias), utilise exclusivement pour la
publication dans la partie redactionnelle d'un media ä caractere perio-
dique, peut refuser ou restreindre la communication des renseignements
demandes, voire en differer l'octroi, dans la mesure ou les donnees per-
sonnelles fournissent des indications sur les sources d'information, un
droit de regard sur des projets de publication en resulte (on veut eviter
une censure preventive) ou bien la libre formation de 1'opinion publique
est compromise21. II en ressort notamment que l'exception ne s'applique
ni ä la partie publicitaire d'un media, ni lorsque le fichier est utilise ä
des fins commerciales sous la forme de vente de donnees. Les journa-
listes peuvent, en outre, refuser ou restreindre la communication des
renseignements demandes, voire en differer l'octroi, lorsqu'un fichier leur
sert exclusivement d'instrument de travail personnel.

La loi instaure aussi la fontion de registre, qui est public22. II a pour
fonction d'assurer un certain controle des traitements et sa tenue consti-
tue une mesure necessaire pour assurer l'exercice du droit d'acces. La
competence d'une telle administration incombe au prepose federal ä la
protection des donnees. II procede ä l'enregistrement du fichier si la
declaration est complete23 et a ete faite en bonne et due forme; auparavant,
il procede ä un examen sommaire de la liceite du traitement24. Si le maitre

du fichier ne declare pas son fichier ou le fait de maniere incomplete,
il l'invite ä s'acquitter de son obligation dans un delai determine; ä l'ex-
piration du delai et sur la base des informations dont il dispose, il peut
proceder d'office ä l'enregistrement du fichier ou recommander la
cessation du traitement des donnees. Les organes federaux sont tenus de
declarer tous leurs fichiers au prepose pour enregistrement. Par contre, la
loi prevoit un regime bien plus souple pour les personnes privees. Une
declaration n'est requise que pour celles qui traitent regulierement des
donnees sensibles ou des profils de la personnalite ou communiquent
des donnees personnelles ä des tiers; elles doivent declarer leurs fichiers
si le traitement de ces donnees n'est sounds ä aucune obligation legale et
les personnes concernees n'en ont pas connaissance; il s'ensuit que peu
de dossiers devront etre declares.

II va de soi que les fichiers doivent etre declares avant d'etre opera-
tionnels.

c) Traitement des donnees personnelles par des personnes privees

La loi precise que quiconque traite des donnees personnelles ne
doit pas porter une atteinte illicite25 ä la personnalite des personnes
concernees. Le pronom indefini implique non seulement le maitre de fichier,
mais aussi ses collaborateurs ou un tiers mandate par celui-ci. Personne
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n'est en droit, sans motif justificatif, notamment de traiter des donnees
personnelles en violation des principes definis aux articles 4, 5, alinea 1,

6, alinea 1 et 7, alinea 1, ou encore de traiter des donnees contre la
volonte expresse de la personne concernee, ou bien de communiquer ä des
tiers des donnees sensibles ou des profils de la personnalite. II en decou-
le qu'il est possible de reperer dix hypotheses d'atteinte enoncees par la
loi sur ce plan:

- collecte illicite des donnees;

- traitement contraire ä la bonne foi;
- traitement contraire au principe de proportionnalite;

- traitement contraire au principe de finalite;

- traitement contraire au principe de la qualite des donnees;

- communication indue de donnees ä l'etranger;

- defaut de securite des donnees;

- traitement transgressant le droit d'opposition de la personne concernee;

- la communication ä des tiers de donnees sensibles;

- la communication ä des tiers de profils de la personnalite.
Pour ces cas, il y a de par la loi des fictions d'atteintes ä un droit de la

personnalite.
* En regle generale, il n'y a pas atteinte ä la personnalite lorsque la
personne concernee a rendu les donnees accessibles ä tout un chacun et ne
s'est pas opposee formellement au traitement. Par contre, les renseigne-
ments contenus dans les registres publics officiels ne sont pas soumis ä

la LPD (art 2, al 2, lit d LPD); ils sont regis par des regies speciales en
raison de leur importance pour la securite juridique.

L'article 13 LPD definit des motifs justificatifs, qui permettront au
juge dans des litiges de ponderer les interets en presence. Ainsi, une
atteinte ä la personnalite est illicite ä moins d'etre justifiee par le consen-
tement de la victime26, par un interet preponderant prive ou public27, ou
par la loi28. II y a un interet preponderant si:

- le traitement est en relation directe avec la conclusion ou 1'execution

d'un contrat et les donnees traitees concernent le cocontrac-
tant29;

- le traitement s'inscrit dans un rapport de concurrence economique
actuel ou futur avec une autre personne, ä condition toutefois qu'au-
cune donnee personnelle traitee ne soit communiquee ä des tiers;

- les donnees personnelles sont traitees dans le but d'evaluer le credit
d'une autre personne, ä condition toutefois qu'elles ne soient ni
sensibles ni constitutives de profils de la personnalite et qu'elles ne
soient communiquees ä des tiers que si ceux-ci en ont besoin pour
conclure ou executer un contrat avec la personne concernee;
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- les donnees personnelles sont traitees de maniere professionnelle
exclusivement en vue d'une publication dans la partie redactionnel-
le d'un media ä caractere periodique;

- les donnees personnelles sont traitees ä des fins ne se rapportant pas
ä des personnes, notamment dans le cadre de la recherche, de la pla-
nification ou de la statistique, ä condition toutefois que les resultats
soient publies sous une forme ne permettant pas d'identifier les
personnes concernees;

- les donnees recueillies concernent une personnalite publique, dans
la mesure ou ces donnees se referent ä son activite publique30.

Afin de consacrer la transparence necessaire, il est requis du maitre
d'un fichier automatise soumis ä enregistrement (art. 11, al 3 LPD) d'e-
laborer un reglement de traitement decrivant en particulier l'organisation
interne et les procedures de traitement et de contröle des donnees31 et
comprenant les documents relatifs ä la planification, ä l'elaboration et ä

la gestion du fichier et des moyens informatiques.
Le traitement de donnees personnelles peut etre confie ä un tiers aux

conditions suivantes:

- le mandant veille ä ce que ne soient pas effectues des traitements
autres que ceux qu'il est lui-meme en droit d'effectuer;

- aucune obligation legale ou contractuelle de garder le secret ne l'in-
terdit;

- le tiers peut faire valoir les meines motifs justificatifs que le mandant.

En edictant des sanctions civiles, le legislateur federal a choisi en
principe de renvoyer aux actions judiciaires du code civil suisse, tout en

y ajoutant des regies specifiques ä la protection des donnees en raison du
domaine32. Les articles 28 ä 281 CCS regissent les actions et les mesures
provisionnelles concernant la protection de la personnalite. Le deman-
deur33 peut en particulier requerir que les donnees soient rectifiees ou
detruites ou que leur communication ä des tiers soit interdite. Si ni
l'exactitude, ni l'inexactitude d'une donnee personnelle ne peut etre eta-
blie, il peut requerir que l'on ajoute ä la donnee la mention de son caractere

litigieux. II peut demander que la rectification ou la destruction des

donnees, l'interdiction de la communication, la mention du caractere
litigieux ou le jugement soient communiques ä des tiers ou publies. Les
actions en execution du droit d'acces peuvent etre ouvertes au domicile
du demandeur ou ä celui du defendeur. Le juge statue selon une procedure

simple et rapide. Mais pas gratuite!
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B. Le prepose federal ä la protection des donnees

L'individu seul n'est pas en mesure de faire face ä la complexite du
traitement des donnees. II fallait done instituer un organe de surveillance
specialise et independant. Le legislateur a adopte cette solution, ce qui
est innovateur dans le droit suisse.

Le prepose federal ä la protection des donnees est nomme par le Con-
seil federal. II s'acquitte de ses täches de maniere autonome34 et est rat-
tache administrativement au Departement federal de justice et police35.
II dispose d'un secretariat permanent.

Sa mission consiste dans les täches suivantes:

-il surveille 1'application par les organes federaux de la loi föderale
sur la protection des donnees et des autres dispositions föderales
relatives ä la protection des donnees. Aucune surveillance ne peut etre
exercee sur le Conseil federal;

- il assiste les organes federaux et cantonaux dans le domaine de la
protection des donnees;

-il se prononce sur les projets d'actes legislates federaux et de me-
sures föderales qui touchent de maniere importante ä la protection
des donnees36;

- il collabore avec les autorites chargees de la protection des donnees
en Suisse37 et ä l'etranger;

- il examine dans quelle mesure la protection des donnees assuree ä

l'etranger est equivalente ä celle que connait la Suisse;

- il etablit les faits d'office ou ä la demande de tiers; lorsqu'en
application des articles 27 et 29 LPD, le prepose federal est amene ä

eclaircir les faits, notamment pour appretier la liceite d'un traitement,

il peut demander au maitre du fichier des informations
relatives notamment:
a) aux mesures techniques et organisationnelles prises ou envisages

(art. 8 ä 10, 20 OLPD);
b) aux regies relatives ä la rectification, au blocage, ä l'anonymisa-

tion, ä la sauvegarde, ä la conservation et ä la destruction des
donnees;

c) ä la configuration des moyens informatiques;
d) aux connexions de fichiers;
e) au mode de communication des donnees;
f) ä la description des champs de donnees et des unites d'organisa-

tion qui y ont acces;
g) ä la nature et ä l'etendue de l'acces des utilisateurs au fichier.

- il conseille les personnes privees en matiere de protection des
donnees38;
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Exemple:
Un grand nombre d'entreprises offrent la possibilite ä leurs collabora-

teurs de garer leurs vehicules sur des places de parking appartenant ä

l'entreprise ou louees ä l'exterieur ä cet effet. Les collaborateurs regoi-
vent ä cette fin line vignette de parcage sous forme de carton ä placer sur
le tableau de bord ou d'etiquette ä coller ä l'interieur du pare-brise. Selon

le prepose, l'utilisation de vignettes autocollantes peut done etre
consideree comme proportionnelle. II n'est pas necessaire pour le
contröle des vehicules gares que les vignettes contiennent des indications en
langage clair sur 1'employeur. Une marque neutre ou une combinaison
de lettres et de chiffres intelligibles uniquement par la personne chargee
du contröle suffit done amplement ä assurer le but du contröle.

- il fait rapport au Conseil federal ä intervalles reguliere et selon les
besoins39.

Dans le secteur prive40, le prepose etablit les faits d'office ou a la de-
mande de tiers lorsque une methode de traitement est susceptible de porter

atteinte ä la personnalite d'un nombre important de personnes (erreur
de Systeme), des fichiers doivent etre enregistres, ou des communications

ä l'etranger doivent etre declarees. II peut exiger la production de
pieces, demander des renseignements et se faire presenter des traite-
ments. Le droit de refuser de temoigner au sens prevu par l'article 16 de
la loi federale sur la procedure administrative s'applique par analogie.
Apres avoir etabli les faits, le prepose ä la protection des donnees peut
recommander de modifier ou de cesser le traitement. Si une telle recom-
mandation du prepose est rejetee ou n'est pas suivie d'effet, il peut porter

1'affaire devant la Commission federale de la protection des donnees

pour decision, qui est une commission d'arbitrage et de recours au sens
des articles 71a ä 71c de la loi federale sur la procedure administrative.

On relevera que les decisions de la Commission peuvent etre contes-
tees, par la voie du recours de droit administratif, devant le Tribunal
federal.

C. La protection des donnees personnelles dans le monde du travail

La protection des donnees dans les rapports de travail revet un aspect
majeur de la problematique du traitement des donnees par des personnes
privees.

Un nouvel article 328b CO est entre en vigueur en meme temps que
la loi sur la protection des donnees41. II est ainsi libelle: «L'employeur
ne peut traiter des donnees concernant le travailleur que dans la mesure
ou ces donnees portent sur les aptitudes du travailleur ä remplir son em-
ploi ou sont necessaires ä Texecution du contrat de travail. En outre, les
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dispositions de la loi federate du 19 juin 1992 sur la protection des donnees

sont applicables».
Cette disposition est une norme speciale etablissant, dans le domaine

de la legislation sur le contrat de travail, une protection des donnees spe-
cifique ä propos du traitement, par 1'employeur, de donnees personnelles
concernant le travailleur. Elle concretise les principes generaux du traitement

des donnees, notamment le principe de la proportionnalite. En ef-
fet, elle prevoit que 1'employeur est autorise ä traiter des donnees
relatives aux travailleurs dans deux cas seulement et uniquement dans une
mesure precise: dans le cadre de la conclusion d'un contrat de travail, il
est autorise ä traiter des donnees concernant les candidats afin de
determiner s'ils sont aptes ä remplir l'emploi en question; par ailleurs, durant
les rapports de travail, il peut traiter les donnees necessaires ä 1'execution

du contrat de travail.

Dans la pratique, il se pose differents problemes:

a) Procedure d'engagement:
Les problemes relatifs ä la protection des donnees surgissent des la

publication d'une offre d'emploi. II arrive qu'une telle offre soit publiee
sous chiffre, sans indication de 1'employeur ou de 1'organisme recruteur.
Or, si les candidats ne connaissent pas l'identite de l'annonceur, ils ne

peuvent faire valoir leur droit d'acces. II peut en decouler des difficultes
lorsqu'on veut savoir si le dossier de candidature a ete conserve ou non.
En vertu de la loi, le maitre d'un fichier qui charge un tiers de traiter des
donnees demeure tenu de fournir les renseignements demandes. Cette
obligation incombe, toutefois, au tiers s'il ne revele pas l'identite du
maitre du fichier. II s'ensuit que l'editeur du journal ou l'entreprise de

recrutement de personnel doivent donner l'identite de l'annonceur au
candidat «malheureux» pour qu'il puisse exercer son droit d'acces.

Concernant les candidatures, 1'employeur ne peut demander que des
documents ou poser des questions qui se rapportent aux qualites requi-
ses par l'emploi en question et dont il a besoin objectivement pour faire
son choix. En principe, le travailleur possede un droit ä 1'autodetermina-
tion sur ses donnees personnelles. II en va de meme de la recherche de
renseignements aupres de tiers sur les candidats. Par exemple, on ne
peut demander de renseignements aupres de 1'employeur precedent
que si la personne a donne son accord. De plus, les informations
essentielles recueillies ne peuvent porter que sur les prestations et le com-
portement du travailleur42. II est notamment illicite de garantir l'acces au
dossier du travailleur, ou de communiquer les conditions du contrat de
travail, car la position du candidat pourrait s'en trouver considerable-
ment affaiblie.
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L'analyse graphologique de l'ecriture d'un candidat n'est egalement
autorisee qu'avec l'accord expres de celui-ci. Ce genre d'analyse repond
en general ä la definition du profil de la personnalite (assemblage de
donnees qui permet d'apprecier les caracteristiques essentielles de la
personnalite d'une personne physique) et contient souvent des indications

revelatrices sur la personne en question. L'usage qui consiste ä de-
mander ä tous les candidats une lettre de candidature manuscrite pour le
cas echeant faire etablir une analyse graphologique n'est pas conforme
aux exigences de la loi sur la protection des donnees.

Utiliser un seul questionnaire medical pour deux finalites differentes
(aptitude ä l'emploi et admission dans la caisse de pensions) est contrai-
re aux principes de proportionnalite et de finalite de la LPD.

Quant ä un service medical d'une entreprise lors du recrutement, il
n'est autorise ä communiquer par un rapport que ses conclusions quant ä

la capacite, respectivement le degre et la duree d'incapacite de travail de
la personne concernee.

II ressort en outre de 1'article 328b CO et du principe de la
proportionnalite que les dossiers des candidats qui n'ont pas ete retenus doi-
vent leur etre retournes et que les eventuelles copies doivent etre de-
truites immediatement apres conclusion de la procedure d'engagement.
Les expertises graphologiques et les tests suivent le meme sort.

b) Durant les rapports de travail:
Durant les rapports de travail, l'employeur tient un dossier personnel

concernant le travailleur. Conformement ä 1'article 328 CO, il ne doit
contenir que les donnees necessaires ä ('execution du contrat de travail.

Faut-il informer le prepose ä la protection de la tenue de ce type de
dossiers?

S'ils ne contiennent que des donnees dont le traitement par
l'employeur est soumis ä une obligation legale, si la personne concernee en a

connaissance ou s'il n'y a pas de traitement regulier de donnees
sensibles ou de profils de la personnalite, ni communication reguliere de
donnees ä des tiers, ces fichiers ne sont pas soumis au devoir d'annonce.
Inversement, il y a un devoir de declaration.

II ressort de 1'article 8 LPD que toute personne employee dispose
d'un droit d'acces complet au contenu de son dossier43. Le travailleur
doit par consequent pouvoir controler quels elements de sa vie privee et
de son itineraire dans 1'entreprise figurent dans son dossier. Ce droit
d'acces ne peut etre limite qu'exceptionnellement et dans des cas fon-
des. II n'est notamment pas admis de limiter systematiquement la
consultation des qualifications. Les dossiers du personnel doivent etre tenus
de maniere ä ce que Ton puisse renseigner les travailleurs sur tout et ä ce

que le droit d'acces ne soit qu'exceptionnellement limite. Par exemple,
il est permis de restreindre ce droit d'acces afin de proteger des interets
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preponderates de tiers (p. ex en cachant le nom de l'auteur d'une analyse

graphologique). L'expertise graphologique peut etre conservee com-
me piece du dossier personnel, mais ne devrait pas etre librement accessible

ä l'interieur du dossier.
Les donnees doivent en general etre communiquees par ecrit, sous

forme d'imprime ou de photocopie. En accord avec l'employeur ou sur
sa proposition, la personne concernee peut egalement consulter ses donnees

sur place. Mais dans ce cas egalement, eile doit avoir la possibilite
de demander des copies.

Si l'employeur n'autorise pas un travailleur a consulter son dossier ou
refuse de lui en communiquer le contenu, quels sont les moyens de
defense du travailleur?

II peut saisir le juge qui ordonne l'acces au dossier (art. 15, al 4 LPD).
Si lors de la consultation, il constate que des renseignements sont in-

exacts ou portent atteinte ä sa personnalite, il peut requerir du juge, en
cas de refus patronal, que ces donnees soient rectifiees, sinon detruites
ou pour le moins que leur communication a de futurs employeurs ou ä

des tiers soit interdite (art. 15 LPD). Pour le cas ou l'employeur mecon-
nait une telle injonction el cause de ce fait une atteinte particulierement
grave ä la personnalite du travailleur, celui-ci est en droit de demander
une indemnite pour tort moral (art. 49 CO).

Les actions judiciaires dans ce contexte relevent de la juridiction du
travail.

Des employeurs utilisent ou envisagent d'introduire, ä des fins
devaluation periodique, des tests44 informatises d'aptitude. En raison des

risques pour la protection de la personnalite que represente le recours ä

de tels produits, il est imperatif que leur utilisation soit la plus stride
possible. Les exigences suivantes doivent etre remplies:

- le respect des principes generaux tels ceux de la finalite et de la pro-
portionnalite des donnees, la fiabilite et l'objectivite des resultats;

- il faut examiner quelles conceptions de l'etre humain ou de la
personnalite sont ä la base de la methode de test adoptee; celle-ci ne
doit pas etre choisie sans regard critique; il convient d'examiner
quelle methode de test correspond le mieux ä la culture de l'entre-
prise et ä la fonction ä examiner;

- par principe, il convient de garder une attitude critique vis-ä-vis des
resultats des tests; ceux qui sont isoles doivent etre mis en rapport
avec 1'ensemble de la personnalite et des capacites de la personne
testee;

- le caractere facultatif de la participation aux tests doit etre assure et
ne doit pas entrainer des desavantages ouverts ou deguises;

- l'application des methodes de test doit etre precedee d'une analyse
precise des performances requises; les resultats du test doivent don-

20



ner des informations parlantes en rapport avec les performances des
collaborateurs examines;

- le professionnalisme de la conduite des tests et de leur analyse doit
etre assure;

-1'original des resultats du test doit etre remis ä la personne testee
apres achievement de la procedure, et les autres documents (copies
comprises) doivent etre detruits;

- la comprehensibilite des donnees par l'employe doit etre assuree;
- la personne testee doit dans tous les cas avoir la possibility de se

prononcer personnellement sur les resultats du test et leur interpretation

;

- les tests ne doivent pas etre utilises comme moyen unique ou principal
de gestion des ressources humaines; ils ne remplacent en aucun

cas l'entretien personnel devaluation, de selection ou de promotion;

- l'anonymisation des tests dont les resultats sont envoyes ä des
experts externes ou au concepteur du test pour evaluation, respective-
ment amelioration de la qualite du produit, doit etre garantie.

Dans le contexte de la qualification des travailleurs (mais aussi de l'e-
tablissement de certificats intermediaires et de certificats de depart), se

pose la question de savoir si les opinions sur le travailleur constituent
des donnees personnelles et s'il existe un droit ä la rectification (art. 5,
al 2 LPD) de ces opinions. Dans la mesure ou elles sont ou peuvent etre
mises en relation avec une personne identifiee ou identifiable, les
opinions constituent des donnees personnelles. Ces opinions doivent etre
contrölees quant ä leur exactitude et si necessaire rectifiees.

L'employeur ne peut tenir une liste des adresses privees des collaborateurs

et en permettre l'acces aux autres collaborateurs que si elle est
necessaire aux activites professionnelles. Par exemple, tel est le cas lors-
que des employes doivent etre regulierement contactes ä leur domicile.
Lorsqu'il suffit que le central telephonique puisse atteindre les employes
ä leur domicile, l'employeur ne doit la remettre qu'ä ce service.

Du point de vue des regies generales de la protection de la personnali-
te, nul n'est habilite ä consulter l'agenda45 d'une personne, et encore
moins ä en faire des photocopies, ni ä exiger la destruction de certaines

pages. Le detenteur dudit agenda est au demeurant libre d'y annoter ce

que bon lui semble, puisqu'il lui est propre 46.

La communication des motifs detailles d'absence en cas de maladie
(medecin, cure, maladie, convalescence, therapie) dans un programme
hebdomadaire qui n'est pas seulement accessible ä 1'entourage profes-
sionnel immediat de la personne concernee, mais ä un grand nombre de

personnes, n'est pas conforme aux prescriptions de la protection des

donnees; cela peut effectivement avoir pour consequence une atteinte ä

la personnalite de la personne concernee. Conformement au principe de
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la proportionnalite, les donnees sur la sante des employes ne peuvent
etre relevees par l'employeur que dans la mesure ou elles sont neces-
saires au bon deroulement des rapports de travail (notamment poursuite
du versement du salaire et etablissemenl du plan de travail pendant une
absence pour cause de maladie). De meme, ces donnees ne peuvent etre
communiquees par l'employeur ä l'interieur de l'entreprise qu'aux per-
sonnes qui en ont besoin du fait de leur activite (service du personnel,
superieurs et collaborateurs directs de la personne concernee). Pour les

autres, il suffit en general d'une communication precisant que la personne
interessee est absente durant une periode determinee. Pour cette

raison, il est conseille de n'indiquer que les absences dues ä un motif pro-
fessionnel, et d'inscrire les absences pour d'autres motifs (maladie, va-
cances, conges, etc.) sous une denomination unique.

Enfin, se pose la question de savoir dans quelle mesure l'employeur
peut communiquer des donnees concernant les employes ä des tiers:

-L'employeur peut ä coup sür communiquer des donnees pour rem-
plir une obligation prevue par la loi. Dans d'autres cas, la communication

de donnees personnelles ä des tiers peut se transformer aise-
ment en violation de la personnalite et doit etre pratiquee avec
prudence, vu le devoir d'assistance qu'a l'employeur envers le tra-
vailleur.

-La pratique largement repandue consistant ä octroyer ä des tiers
(par ex., bailleurs, organismes delivrant des cartes de credit) des

renseignements sur le revenu d'un travailleur sans obligation legale
est contestable. Ce genre de renseignements devraient etre recueillis
par les tiers directement aupres de la personne concernee. Dans tous
les cas, l'employeur ne doit les communiquer qu'avec l'accord du
travailleur.

c) Apres la fin des rapports de travail:
ä ce stade-la, une question se pose ä tout employeur: que va-t-il faire

des donnees dont il dispose sur son ex-employe?
Apres l'achevement du rapport de travail, l'employeur n'est en droit

de conserver que les donnees dont il a besoin pour la dissolution du
rapport de travail et pour l'accomplissement d'eventuelles obligations post-
contractuelles47 (par ex. etablissement du certificat ou comptabilite,
obligations relevant du droit des assurances sociales) (art. 328b CO).
Toutes les autres donnees traitees doivent etre detruites. C'est le cas des

expertises graphologiques et des tests d'aptitude.
La protection contre les atteintes aux droits de la personnalite au sens

des articles 28ss CCS est imprescriptible. En tant que regies speciales
d'application de cette norme, l'article 328b CO et la LPD suivent le meme

sort. La protection s'etend aussi bien pendant, qu'apres la fin des

rapports de travail, sans limitation dans le temps.
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d) Autres
Sur un autre plan, 1'utilisation de systemes de surveillance et de

contröle des travailleurs au poste de travail est aussi une question epi-
neuse. Que faut-il entendre sous ce terme?

Sont consideres comme systemes de surveillance et de contröle tous
les dispositifs techniques48 qui permettent d'observer, separement ou par
groupes, les activites ou le comportement des employes. En font notam-
ment partie les appareils pour le releve electronique des compteurs elec-
triques. Ne serait-ce que pour des raisons de protection de la sante, l'em-
ployeur n'a pas le droit d'utiliser de tels systemes s'ils sont destines ä

surveiller le comportement des travailleurs ä leur poste de travail (art. 26
de l'ordonnance 3 relative ä la loi sur le travail). L'utilisation de systemes

de surveillance et de contröle est par contre autorisee pour des
raisons de securite et pour calculer le rendement (p. ex. enregistrement du
nombre de frappes par jour dans un Systeme d'elaboration de textes).
Neanmoins, l'employeur ne peut utiliser de tels systemes qu'apres en
avoir prealablement informe les employes concernes.

L' enregistrement de donnees telephoniques ne saurait avoir pour but
de contröler le comportement des employes. Le releve des numeros d'a-
bonnes dont le raccordement a ete appele pour des raisons professionelles

est admissible dans la mesure oü il est effectue non pas pour
contröler le comportement des employes, mais bien pour des motifs d'ordre
professionnel (p. ex. en vue de facturer la communication au client), et
pour autant que les employes en soient informes. Un releve des numeros
d'abonnes ä des raccordements prives que les employes composent (ou
dont ils regoivent des appels) ne doit en aucun cas etre etabli lorsque les
conversations telephoniques privees ne sont pas interdites d'une maniere
generale. Les indicatifs locaux peuvent, le cas echeant, etre enregistres.
L'interdiction de tenir des conversations privees doit etre imposee par
des moyens autres que la surveillance des communications telephoniques,

par exemple en imposant l'etablissement des communications
externes via une centrale ou en ne permettant qu'ä certains raccordements

d'etablir des communications directes. Lorsque le numero d'appel
s'affiche automatiquement, il convient de veiller ä ce que l'afftchage
puisse, au besoin, etre deconnecte par les deux correspondants. La
transmission d'un appel ä un raccordement autre que celui qui a ete selection-
ne doit etre signalee a temps, de facon ä ce que l'auteur de 1'appel puisse
interrompre la liaison. Le contenu de conversations telephoniques ne
peut etre enregistre qu'ä des fins de contröle de performances (par ex.
vente par telephone ou objectifs didactiques) ou pour des motifs de
securite. Cette mesure de contröle eminemment incisive n'est admissible
que si la personne dont la conversation est enregistree ou ecoutee y
consent, et pour autant qu'elle en soit chaque fois informee ä temps et de
maniere claire (par ex. par le biais d'un signal optique ou acoustique).
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Le rappel pour contröle des abonnes appeles est inadmissible dans tous
les cas. De meme, Tecoute de conversations entre employes (par ex. par
le biais d'un interphone equipe a cet effet) n'est en aucun cas autorisee.
Lorsqu'une telle interdiction est en vigueur, les employes doivent avoir
la possibility, en cas d'urgence ou durant les pauses, de telephoner de-

puis un raccordement non surveille.
En cas de recours ä des systemes de surveillance pour des raisons

de securite, il convient de veiller ä ce que le dispositif choisi menage
autant que possible les employes. Si par exemple, dans un grand maga-
sin, une surveillance contre le vol est assuree par le biais de cameras
video, il convient d'eviter dans toute la mesure du possible que leur
champ n'englobe les employes. Cette regie vaut egalement pour les
installations de guidage de la production. Lorsqu'une surveillance des per-
sonnes elles-memes est necessaire pour des raisons de securite (par ex.

pour etre en mesure d'intervenir lors de situations dangereuses), il
convient d'examiner des solutions de rechange (par ex. reponse ä un message

transmis ä espaces reguliers, faute de quoi l'alarme se declenche).
Une affaire judiciaire concemant ce type de problemes a eu pour

cadre le Jura.
Ainsi, la FTMH a ouvert action contre une entreprise en demandant le

demontage ou la mise hors service d'une installation de surveillance par
.video des ateliers. La Cour civile du Tribunal cantonal a limite dans la
procedure les debats ä la question de la qualite pour agir de la demande-
resse. Elle a resolu cette question par la negative. L'atteinte ä la personnalite

des travailleurs que le syndicat alleguait, contre tout bon sens,
n'aurait pas ete suffisamment grave pour qu'il puisse se prevaloir d'un
interet collectif depassant les interets individuels de ses membres. La de-
manderesse a recouru en reforme sur ce point et a obtenu gain de cause,
avec raison, aupres du Tribunal federal.

Selon la Haute Cour, la qualite pour agir des associations profession-
nelles est subordonnee a la condition qu'elles soient habilitees par leurs
Statuts ä sauvegarder les interets economiques de leurs membres et que
ceux-ci aient eux-memes qualite pour intenter Taction (ATF 86 II 21, c.
2, JdT 1960 I 583s; ATF 73 II 65, JdT 1948 111). Elles peuvent ester en
justice pour defendre les interets communs d'une profession depassant
l'interet personnel de leurs membres (ATF 86 II 23, JdT 1960 I 584),
notamment lorsqu'il y va de la protection de la personnalite des
travailleurs.

En l'occurrence, la cour cantonale n'avait pas ä se demander, a ce Stade

de la procedure, si 1'installation litigieuse constituait une atteinte aux
droits de la personnalite des travailleurs, le cas echeant, si cette atteinte
etait grave. Elle ne devait se soucier que de la realisation, dans le cas
d'espece, des conditions jurisprudentielles sus-rappelees. Or, ces conditions

etaient ici remplies. En particulier, l'atteinte aux droits de la per-
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sonnalite des travailleurs invoquee par la demanderesse pour le dernon-
tage ou la mise hors service de l'installation litigieuse depassait l'interet
personnel de ses membres et touchait tout individu exerqant un sem-
blable metier (ATF 114 II 64, FTMH c. Saner, 8 novembre 1988).

Dans un arret du 19 septembre 1989 (RJJ 1991, p.60ss), la Cour civile
du canton du Jura a admis, au vu des faits, qu'une camera video ayant
pour champ les ateliers ou bien etant orientee sur une machine automa-
tique, qui permet de contröler le travailleur occupant 1'emplacement de
celle-ci, constituait une atteinte ä la personnalite des employes. II en va
de meme si la camera n'est pas enclenchee. II a ete ordonne sa mise hors
service.

A l'instar du secteur de la sante, le domaine des assurances requiert le
traitement de donnees sensibles et de profils de la personnalite. II est dote

de normes materielles specifiques de protection des donnees. D'autre
part, lorsque la LPD s'applique, elle pose un certain nombre de pro-
blemes aux caisses de pension et aux caisses professionnelles en particu-
lier, telle la question de l'annonce des fichiers au prepose.

Ainsi, si une caisse cantonale de compensation gere des fichiers de
donnees personnelles en application du droit cantonal, par exemple en
matiere d'allocations familiales, elle les annonce aux autorites canto-
nales de protection des donnees dans les cantons dotes d'une telle loi.

Lorsqu'une telle caisse execute du droit federal (AVS, par exemple),
elle les declare egalement. Les autorites cantonales de protection des
donnees sont competentes. Dans les cantons qui ne disposent pas encore
d'une telle legislation, l'annonce est faite aupres de l'organe de contröle
cantonal que ces cantons sont quand meme tenus de designer selon la
LPD.

Quant ä la caisse professionnelle qui agit en tant que personne privee
(par exemple, pour le traitement des prestations des conventions collectives

- fonds de vacances, etc.), elle est unicjuement soumise au devoir
d'annonce dans les cas prevus par la LPD. Pour les fichiers qu'elle gere
en tant qu'organe federal (prevoyance professionnelle obligatoire LPP),
elle est toujours soumise au devoir d'annonce, comme tous les organes
federaux et ce pour les motifs suivants:

- ces institutions accomplissent une täche federale;

- le deuxieme pilier releve du domaine des assurances sociales, ce

que le Conseil federal a confirme dans son avis du 17 avril 1991
intitule «Initiative parlementaire, droit des assurances sociales», con-
cemant en particulier le projet de loi federale sur la partie generale
du droit des assurances sociales;

- l'affiliation ä une institution est obligatoire;
-les contestations entre institutions de prevoyance, employeurs et

ayants-droit ne sont pas reglees selon la procedure civile, mais
selon la procedure administrative. En effet, au niveau federal, la voie
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du recours de droit administratif au Tribunal federal des assurances
est ouverte;

- si Ton se refere ä Tordonnance du Conseil federal sur la creation de
la fondation fonds de garantie LPP, les subsides verses aux institutions

de prevoyance sont assimilables ä des subventions.
Un article 50, alinea bis LAVS est entre en vigueur le Ier janvier

1995, simultanement ä la loi federale sur l'impot federal direct. II a trait
ä Tobligation des organes de l'AVS de renseigner les autorites fiscales.
II supprime Tobligation de garder le secret des organes de l'AVS ä l'en-
droit des autorites chargees de l'execution des lois fiscales. Sur la base
de cette disposition, la Conference des fonctionnaires fiscaux d'Etat
avait demande ä recevoir systematiquement certaines informations. Le
prepose federal ä la protection des donnees a ete consulte ä plusieurs
reprises sur Tetendue de Tobligation d'entraide incombant aux organes de
l'AVS. II est parvenu ä la conclusion selon laquelle le caractere obliga-
toire mis ä part, cette norme s'inscrit dans la ligne des principes gene-
raux de Tentraide administrative, que Ton peut resumer en ces termes:

- une base legale doit prevoir expressement la communication d'in-
formations;

- une demande motivee est deposee dans un cas d'espece;
- les renseignements sont necessaires ä la legislation fiscale;
- les informations n'ont pas pu etre collectees aupres du contribuable

ou de son employeur.
Une caisse de pension ne peut infliger une reserve ä un nouvel assure,

qui refuse de repondre ä un questionnaire ad hoc, mentionnant la question

suivante: «avez-vous effectue un test-SIDA au resultat positif?».
En effet, cette question est disproportionnee. Les connaissances scienti-
fiques en matiere d'incidences de la seropositivite sur T evolution de la
sante sont insuffisantes pour justifier la localisation sur le SIDA plutot
que sur d'autres maladies, telle la malaria. De ce fait, il n'est pas justifie
d'infliger systematiquement une reserve de cinq ans aux personnes
ayant repondu par T affirmative a cette question, ainsi qu'a celles ayant
refuse d'y repondre.

Dans un arret IP.478/1995 du 9 mai 1996, le Tribunal federal a precise

que les informations sur la prevoyance professionnelle d'un prevenu
sont secretes. Le secret auquel est tenu une caisse de pensions doit etre
oppose au juge penal. Les faits etaient les suivants: une procedure pena-
le avait ete ouverte en Argovie pour trafic de drogue contre un ressortis-
sant de Tex-Yougoslavie. Dans le but d'assurer le paiement des frais de
la procedure et d'une eventuelle amende, le ministere public avait tente
de faire bioquer l'avoir de libre passage dont l'interesse disposait aupres
de sa caisse de prevoyance professionnelle. La caisse et T assure avaient
recouru contre cette decision aupres du Tribunal cantonal en se prevalant
de 1' insaisis sab i 1 ite des fonds de prevoyance professionnelle. lis avaient
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obtenu gain de cause, mais en partie seulement: la saisie etait refusee,
mais la caisse s'etait vu imposer d'informer le juge si son affilie faisait
une demande de paiement en vue d'un depart de Suisse. Cette derniere
decision a ete cassee par la Haute Cour, toujours sur recours de la caisse
et de l'assure. Insaisissable aujourd'hui, l'avoir de libre passage de ce
dernier pourra etre confisque pour payer ses frais de justice au moment
oü lui-meme en disposera. Tel sera notamment le cas s'il quitte la Suisse
et fait ä ce moment-lä une demande de paiement. Le juge ne peut, toute-
fois, pas exiger de la caisse qu'elle le renseigne sur le moment oü ce
versement interviendra. Les caisses de prevoyance, en effet, sont tenues
au secret sur la situation personnelle et financiere de leurs affilies. Une
ordonnance du Conseil federal enumere exhaustivement les personnes et
les autorites ä l'egard desquelles ce secret peut etre leve. Le juge penal
n'en fait pas partie et le renseignement exige fait incontestablement par-
tie de ceux couverts par le secret.

CONCLUSIONS

La technique influence fortement l'organisation du travail. Poussee ä

l'exlreme, eile peut provoquer des dysfonctionnements et des problemes
humains.

Les conditions de travail sont aujourd'hui difficiles en raison de la
conjoncture et des mutations technologiques. II n'est pas toujours facile
de faire valoir ses droits lorsqu'on est sur le qui-vive ä son poste de
travail. Cependant, issue des droits de 1'homme, la protection des donnees
personnelles est un excellent moyen de defense pour faire respecter sa

personnalite et sa dignite de travailleur. C'est egalement un etat d'esprit.
Pour l'employeur, c'est un aspect important de la gestion des ressources
humaines. De maniere generale, les partenaires sociaux ont un role es-
sentiel äjouer pour sa concretisation reelle dans le monde du travail.

Transgresser episodiquement ou ä de nombreuses reprises cette
protection conduit assez rapidement ä la resurgence moderne de formes in-
sidieuses d'esclavage.

Jean Meyer (Nyon) est chefclu personnel et juriste.
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loi sui la pioteilion des donnees9», Ed CLUSIS, Lausanne 1994 GILLARD N (Ed) «La
noiivelle lot fedeude sm la piotection des donnees», Ed CEDIDAC, Lausanne 1994 MUELLER

P «Die Giuiulznge des Eni»urfs Jin ein sclisseizeiisthes Datenschutzgesetz, insbesonde

le im Veigleich mil den Regelungen einigei Nathhat Staaten», in ZB1 89/1988, Nr 10, S

425-437 NABHOLZ L «Entstehung und Giundanliegen des Datenschutzgesetzes», in
SCHWEIZER R J (Hrsg) Das neue Datenschutzgesetz des Bundes, Zurich 1993, S 1-7

PEDRAZZINI M M «Dei Aushau des Datenschutzes», in Fcstchiilt tui Bundesrat Kurt
Purgier, Zurich/Koln 1984, S 316-324 PEDRAZZINI MM «Die Giundlagen des Daten
Schutzes im Pmatheieich die Giundzuge und dei Geltungsbeieich des Bundesgesetzes», in
SCHWEIZER RJ (Hrsg) Das neue Datenschutzgesetz des Bundes, Ztuich 1993, S 81-90
PETER J TH «Das Datenschutzgesetz tili Pmatheieich Untei besondeiei Beiucksichtigung
seinei mativationalen Giundlage», Dissertation Zurich 1994 SAUTER R M «Die institutionalisierte

Konttolle im Bundesgesetz ubei den Datenschutz vom 19 Juni 1992, Eine lechtsvei-
gleichende Anahse», Schulthess Polygraphischer Verlag, Zurich 1995

2FF 1988 II 421 ss, RO 1993, I945ss, RS 235 1

3ACF du 14 itiin 1993 (RO 1993, 1959)
JOidonnnnce du 14 jum 1993 relative ä la loi fedeiale sur la protection des donnees

(OLPD) Ordonnance du 14juin 1993 concernant le traitement des donnees personnelles lors
de 1 application de mesures preventives clans le domainc de la protection de 1'Etat Ordonnance
du 14 juin 1993 concernant les automations de levci le seciet professionncl en matiere de

recherche medicalc (OALSP)
3BELSER U «Kontrolle des Datenschutzes in Kantonen und Gemeinden Konzepte

Erfahrungen und Empfehlungen», in SCHWEIZER RJ (Hrsg) Das neue Datenschutzgesetz
des Bundes, Zurich 1993, S 107 120 SCHWEIZERR J/B LEHMANN «Datenschutzrecht/
Diott de la protection des donnees», Ed Schulthess, Zurich 1993 SCHWEIZERR J «Die
Vei»iiUichung des Datenschutzes m dei öffentlichen Verwaltung», in HANGARTNER

'Y/SCHWEIZER R J (Hrsg) Aktuelle Fragen des Datenschutzes in Kantonen und Gemeinden,
St-Gallcn 1990 S 21 47

6Avec ses elements de droit public sauvegardant la liberte personnelle comme droit londa-
mental (ATF 113 la 257) et ses elements de droit puve (art 28 CCS) Voir aussi SALADIN
P «Peisonhche Fieiheit als soziales Gl uncliecht9», in Melanges A BERENSTEIN, Lausanne

1989, p 89 114 TERCIER P «Le nouveau droit de la peisonnahte», Ed Schulthess,
Zunch 1984

7DRUEY J N «Pei sonliclikeit als Postulat odei als Objekt des Rechtsschutzes», in RDS
95/1976 1 p 377ss HALLER W «La hbeite petsotuielle», in Commcntaire de la Constitution

tederale de la Confederation Suisse Bale/Zunch/Berne 1993 ROSSINELLI M «Les Ii
bertes non etntes», Ed Payot Lausanne 1987, p 127ss SALADIN P «Peisonhche Fieiheit
als soziales Gl undiecht9», m Melanges A BERENSTEIN, Ed Payot, Lausanne 1989,

p 89ss Von aussi ATF 90 I 29, 111 La 231

'MUELLER J P «Die Giundiechte dei Verfassung und dei Peisonlichkeitsschutz des Pn
sattedits », These Berne 1964

TERCIER P «Le nouveau dioit de la peisonnahte», Ed Schulthess, Zuiich 1984, p 17ss

'L'exlension aux personnes morales est conditionncc pai l'aiticle 53 CCS
l0On entend, pai organe lederal, l'autonte ou le service federal ainsi que la personne en tanl

qu'elle est chargee d'une täche de la Confederation (art 3, let h LPD) Ccla vise aussi les pei
sonnes physiques et moialcs qui executent des täches pubhques pour le compte de la Confederation

p ex SUVA, caisses de compensation privees, ou encore caisses maladies

"A l'exception des procedures administratives de premiere instance
l2Selon KNAPP B («Piecis de dioit administialif», Ed Helbtng & Lichtenhahn. Bäle

1991, p 105) le pnncipe de la bonne loi peut se defmir de la manieie suivante «11 nous parait
qu'en droit public le pnncipe de la bonne toi doit etre subdivise en plusieurs sous-pnncipes On

distinguera ainsi le principe de la bonne toi proprement dit selon lequel 1"Etat et l'admimstre
doivent s'en tenir a leurs declaiations et ne doivent pas chercher ü se ttompei par des manites-
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tations de volonte inexactes ou incompletes, le principe de la conluncc selon lequel l'Etal doit
respectei la secunte |undique et l'administre n'est tenu de fane qiielque chose ou n'en est
dispense que dans la mesure ou il pouvait ou devait le comprcndre, I'lnterdiction de l'abus de

droit, qui empeche l'administre d'utiliser son pouvoir ou son droit <\ des lins pour lesquelles il
n'est pas destine» Von ausst MOOR P «Droit administiatif», Vol 1, Ed Staempfli, Berne
1988, p 358ss PICOT F «La bonne fot en ehoit suisse», in RDS 1977 11 p llöss WEBER-
DUERLER B «Veitrauensschutz öffentlichen Recht», Bale 1983

"D'apres KNAPP B (op cit, p 113), «la jurisprudence (ATF 102 la 522 X, 97 I 508
Griessen) definit le principe de la proportionnahte de deux mameres selon la tormule sommai-
re, il signifie que la mesure prise doit permetlre d'atteindre le but qu'ellc recherche Selon la
formtile plus dlaboree, la mesure pnse doit etre propre a atteindre le but recherche tout en res-
pectant le plus possible la liberie de l'indmdu, d'une part, et un lappoit raisonnable doit existei
entie le resultat recherchd et les limites ä la libertc ncccssanes poui atteindre ce lesultat,
d'autie part» Voir aussi FIUBER H «Uehet den Giundsatz dei Vethaltiiismassigkeit im Vei-
waltungsieclit», in RDS 1977 I p Iss MOOR P «Droit administiatif», Voil Ed Staempfli,
Berne 1988, p 350ss MUELLER P «Le pnnctpe cle la piopoi tionnahte », m RDS 1978 II
p 197ss ZIMMERLI U «Del Grundsatz del Verhältnismässigkeit im öffentlichen Recht Vet-
such emei Standortbestimmung »,m RDS 1978 11p lss

14Le principe doit etre relativise FF 1988 II 458 WALTER J PH. «Le choit public materiel»,

in La nouvcllc loi federale sur la protection des donnees, Ed Cedidac, Lausanne 1994,

p 51s
l5Voir notamment les art 8 12et20OLPD
Voir stir le plan plus technique CERSSI «Secunte et qualtte injoimaticjues, Nouvel/es

orientations», Ed Presses polytechniques et universitäres romandes, Lausanne 1995 LAME
RE J M /ROSE P/TOURLY J «Protection des systemes d'infoimatioii, eptahte et secunte in-
formatiques», Ed Dunod, Pans 1992 LAMERE J M «Secunte des svstemes d'infonnation»,
Ed Dunod, Pans 1991

"PAGE G «Le dioit d'acces cua donnees personnelles fondements, etendue, hmites»,
in La nouvelle loi federale sur la protection des donnees, op cit, p 113ss PAGE G «Le
droit d'acces et cle contestation dans le tiaitement des donnees peisonnelles» Zunch 1982
MAURER U «Ausgewählte Datenschutz!echthche Ansprüche», m Dei Schwcizet Treuhände

4/1994, S 245-250
l7Afin de snuvegaider ses mterets personnels, la personne concernee pcut faire valoir son

droit sous la forme d'tine action dc dioit pnve (art 15 LPD), d'un recours administrate (art 25

LPD) ou d'un recours de droit administrate, ou encore dc plamte an prepose federal (art 27
LPD) Des sanctions penales sont prevues art 34 ct 35 LPD et art 179 novies et 32Ibis CPS

'"Voir aussi art 28 CCS

"Voir aussi les art 14 et 15 OLPD
20On entend, pai loi au sens formel les lois ledeiales et airetes federaux de portee generale

stqets au lcferendtim, les resolutions d'orgamsations internationales contraignantes pour la
Suisse et les traites de droit international apptouves par I'Assemblee ledcrale, compoitant des

regies de droit
2IPEDRAZZIN1 M M «Privcitrechthche Schianken dei Medienfieiheit», in Melanges A

KOLLER, Berne 1993, p 407ss
22II pcut etre consulte gratuitement Unc liste des fichiets emegistres est publiee periodique-

ment dans la Feuille federale
23Voir art 3, 16 et 17 OLPD Exceptions ü la publication ait 4, 18 OLPD
,JLorsqiie le tichier ä eniegistrei viole des prescriptions sur la protection des donnees, le

prepose federal recommande de modifiei, de cesser ou de ne pas cntrcprcndrc le traitement II

suspend l'enregistrement jusqu'l la regulation de la situation
25STE1NAUER PH «Le dioit pnve mateiiel», m La nouvelle loi lederale sui la protection

des donnees, op cit, p 86ss STEINAUER PH «Die Verletzung durch pi weite Daten
beaibeitung und die allfallige Reclitfeitigung emei Verletzung Einzelheiten dei gesetzlichen
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Regelung», in SCHWEIZER R I (Fhsg) Das neue Datenschutzgesetz des Bundes, Zurich
1993,p 43-53

26Le consentement de la personne concernee n'est soumis ä aucunc forme particuhere, la
LPD renvoie ä l'art 11 CO II peut etre expres ou tacite, mais de par la LPD il doit en tout cas

etre eclaire De plus, la personne peut revoquer son consentement en tout temps Un engagement

lndetermind a ce propos est conlraire au dioit de la personnalite et de la LPD par consequent

21Voir ATF 97 II 97 JdT 1972 I 242
28Voir notamment ait 52 CO
29FF 1988 II 466ss
30ATF 71 II 191 JdT 1945 I 566, ATF 52 I 263 JdT 1927 I 22, ATF 111 II 209 JdT

1927122
3lLe maitre du fichiei mdique au destinataire l'actuahfö et la fiabihte des donnees person-

nelles qu'il communique, dans la mesure oil ces informations ne ressortent pas des donnees
clles-memes ou des circonstances

32PIOTET D «Les actions civiles un piemiei bilan», in La nouvelle loi födeiale sui la

protection des donnees, op cit, p 143ss

33PEDRAZZINI M M «Der Rechtsclmtz dei betioffenen Peisonen gegenubei pnvaten
Bearbeitein (Klagen, voisorgliche Massnahmen, Geiichtsstancl)», in SCHWEIZER RJ
(Hrsg) Das neue Datenschutzgesetz des Bundes, Zurich 1993, p 81-90

^II agit, ä sa guise, intervenant soit a la demande de particuliers ou d'autorites föderales,
soit de sa propre initiative De plus, il demeure libre d'agir ou non (FF 1988 II 485)

33Voir l'art 31 OLPD
36Voir l'art 32 OLPD
37Lc prepose conseille la Commission d'expcrts du secret protessionnel eil matihre de

recherche medicale (art 321 bis CPS) Si cette commission a autouse la levee du secret profes-
sionnel, il surveille le respect des charges qui grevent l'autorisation A cet etfet, il peilt etablir
les fails au sens de Particle 27, alinea 2 de la loi föderale sui la protection des donnees II peut
porter les decisions de la commission d'experts devant la Commission föderale de la protection
des donnees II lait en sorte que les patients soient informds de leurs droits

3SLes avis (art 28 LPD) du picpose födöral sont soumis ä emolument, l'ordonnance du 30
oetobre 1985 instituant des emoluments pour les picstations de l'Oftice föderal de la justice est

applicable Cette solution est pour le moins peu adaptee En revanche, aueun emolument ne
peut etre prelevc aupres des autontes föderales ou cantonalcs (art 33, al 2 OLPD)

39Les rapports petiodiques sont publies Desormais, ces rapports sont payants, a commander
a 1'Office föderal du materiel et des imprimes, ce qui est pour le moins peu opportun au niveau
de la connaissance de cette institution

S'il en va de l'interet genöral, il pent informer le public de ses constatations et de ses re-
commandations II ne peut poiter ä la connaissance du public des donnees soumises au secret
de tonction qu'avec le consentement de l'autonte competente Si celle-ci ne donne pas son
consentement, le president de la Commission föderale de la protection des donnees tianche, sa
decision est definitive

•"SCHWEIZER R J «Die Aufsicht übet die pnvaten Datenaibeitungen und die Beschwei-
demoghchkeiten pnvatei Beaibeitei undbetioffenen Peisonen gegen Aufsiditsentsclieide», in
Das neue Datenschutzgesetz des Bundes, Zurich 1993, p 96ss

41 Message du Conseil föderal concernant la loi föderale sur la protection des donnöes (LPD)
du 23 mars 1988 (FF 1988 II 421ss)

42I1 va de soi que l'employeur potenticl n'est pas en droit de recueilhr sur le travailleur des

renseignements que, selon la loi, il ne pourrait pas obtenir de ce dernier pcrsonnellement
43ATF 120 II 118 JdT 1995 I 141 (arret rendu sous l'ancien droit)
"G AZZOPARD1 Mesurez votre Q I, Ed Guide Marabout, Alleur 1989 G AZZOPAR-

DI Reussir les tests d'entrepnse pour triompher dans la course ä l'emploi, Ed Marabout, Al-
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leur 1983 E RAUDSEPP'Etes-vous cieatif, Ed Albin Michel, Pans 1983 J.J LARANE La
pratique des tests psycho-techniques, Ed. L'ecrit, Pans 1992

45Un agenda ne constitue par un fichier au sens de la LPD, du moment qu'il n'est pas structure

dc mamere h retrouver les informations par pel sonne concernee.
46Pour qu'il y ait usage exclusivcment personnel, il faut que les informations ne soient pas

ulihsees hors du cercle restreint de la vie personnelle, ce qui imphque notammcnt qu'elles ne

soient pas communiquees ä des collegues de travail
47En rögle generale, on recommande une duree de conservation dc 5 ans, qui exceptionnel-

lement pcut etre prolongee a I ü ans, par exemplc, lorsque la loi le prevoit
48Font partie des systemes de surveillance et de contröle:

- les centraux telephomques. Meme de petits centraux telephomques, dont le coüt n'est pas
tres cleve, peimettent au|ourd'hui d'enregistrer et d'etabhr le rcleve des appels qui cntrent
et qui sortent, y compris les numeros des abonnes, ainsi que la duree el le pi ix de chaque
communication Souvent aussi, il est ties aisd d'ecouter les conversations telephomques ä

l'insu des personnes concernces,

- les systemes TED Les systemes de traitement electronique des donnees sont eux aussi
dotds de nombreuses possibility dc surveillance et de contröle Au moyen de momteurs
integres au materiel ou au logiciel, il est par exemple possible d'enregistrer le moment
auquel un ordinateur est utilise, si des configurations sont modifiees, les programmes qui
sont actionnes ou dcconnectes, les activites executes au sein d'un programme determine
Les messages transmis par courriei electronique peuvent generalement etre ouverts et lus

sans difhcultes.
-les autres systemes. II convient de relever que d'autres systemes, qui n'ont pas pour ob-

jeclif premici de surveillei le peisonnel, peuvent etre utilises ä cette fin (pat ex lorsqu'ils
sont equipes d'un code d'acccs electronique et d'un compteur automatique). Tel est par
exemple le cas des photocopieurs, des fax, des systemes d'enregistrement du temps, des

systfemes dc deroulement des travaux, des contröles d'acccs, des compteurs, etc.
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