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ARMEE-LOGISTIK

Special

Die Logistiker verfiigen iiber unterschiedliche Fahrzeuge (rechts) und gelindetaugliche Lkw (links).

Das Logistikregiment 46

Wiihrend die Bundeswehr rund 6000 Solda-
ten fiir Stabilisierungsoperationen im Aus-
land einsetzt und primér zu versorgen hat,
miissen auch die in Deutschland stationier-
ten schnell verfiigharen und weltweit ein-
setzbaren Eingreifkrifte logistisch betreut
werden.

Das Logistikregiment 46 zihlt zu den «mobilen
Unterstiitzungskriften» der Streitkriftebasis. Es
gewiihrleistet mit 4000 Soldaten die logistische
Unterstiitzung von Eingreifoperationen zur Kri-
senprivention. Fiir die Bereiche Nachschub, In-
standsetzung und Transport unterstehen dem in
Diez/Lahn beheimateten Regimentsstab folgende
Verbiinde:

* Logistik-Bataillon 467, Volkach

* Instandsetzungs-Bataillon 466, Volkach
* Transport-Bataillon 465, Ellwangen

* Nachschub-Bataillon 462, Diez

Im Logistik-Bataillon sind Nachschub, Transport
und Instandsetzung vereinigt, es unterstiitzt unmit-
telbar die NATO Response Force. Verstirkt kann
das Regiment auch die 1. Panzerdivision (Ein-
greifdivision) aus vorgeschobener logistischer Basis
versorgen.

Logistik der Bundeswehr

Als Ergiinzung unseres Artikels «Logistikschu-
le der Bundeswehr. <Durch Zuverléssigkeit zum
Erfolg» von Oberst Roland Haudenschild (Aus-
gabe 6/2009 ab Seite 7) besuchte Armee-Logis-
tik-Deutschland- und US-Korrespondent Hart-
mut Schauer das Logistikregiment 46.

B

Im Einsatz wird das deutsche Kontingent aus einer
aufzubauenden Basis im Einsatzgebiet logistisch
versorgt, die Verlegung erfolgt noch vor den
eigentlichen Eingreifverbinden. Die Logistiker
stellen die Versorgung der Einheiten mit Verpfle-
gung, Munition, Betriebsstoffen, Wasser und Be-
kleidungsicher. Beschiidigtes Material wird gebor-
gen und instandgesetzt. Ebenso erfolgt die Ver-
sorgung mit Feldpost und Marketenderware sowie
Transportleistungen. Das Regiment beteiligte sich
bereits an verschiedenen Ubungen im In-und Aus-
land, darunter 2006 auf den Kapverdischen Inseln.
Die Einsitze machen eine intensive Vorbereitung
und Ausbildung der Soldaten zwischen den jewei-
ligen Operationen erforderlich.

Hartmut Schauer

Osterreich: Boombranche Logistik

Traditionsgemiiss findet in unserem Nach-
barland ein durch die Bundesvereinigung
Logistik Osterreich (BVL) initiierter «Tag
der Logistik» statt. Ein ganz besonderer
Anlass — zur Nachahmung zu empfehlen!
WIEN/LINZ/WELS. — Vorweg: Ziel dieses Aktions-
tages war es, junge Menschen fiir diese Berufs-
branche zu interessieren und Einblicke in Unter-
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nehmen zu ermdglichen, deren Tiiren sonst ver-
schlossen bleiben. So lud das Kommando Einsatz-
unterstiitzung (KdoEU) als zentraler Logistik-
dienstleister des Bundesheeres Lehrlinge und Mitar-
beiter seines Osterreichischen Bundesbahn-Partners
(OBB) Rail Cargo Austria (RCA) ein, einen genaue-
ren Blick auf die Abliufe in einem Heereslogistik-
zentrum zu werfen. Im Gegenzug erhielten Angeho-
rige und Lehrlinge der verschiedensten Sparten

des Heereslogistikzentrum Wels die Moglichkeit,
das RCA Logistik-Center Wels zu besuchen. Wei-
tere Teilnehmer waren ausgewihlte Medienvertre-
ter der Logistikbranche sowie Speditionsfachleu-
te. Die Anreise erfolgte per Bahn aus Wien mit
dem neuen «OBB RailJet» — mit einem S-70-«Black
Hawk»-Helikopter gings dann zuriick. Héhepunkt
des Tages war die ermoglichte Einweisung in die
Arbeit am Lufttransportsystem Hercules C-130 am
Fliegerhorst Vogler in Horsching.

Boombranche Logistik

«Logistik ist weit mehr als der Transport von
Giitern per Lkw, Bahn, Schiff oder Flugzeug oder
das korrekte Lagern beziehungsweise Bereitstellen
von Waren zum richtigen Zeitpunkt am richtigen
Ort. Logistik ist eine Managementaufgabe und
bedeutet Planung und Steuerung aller Informa-
tions- und Materialfliisse zwischen Kunden und Lie-
feranten, aber auch innerhalb von Unternehmen»,
so der Leiter Strategie Transport + Logistik der
(OBB-Holding und BVL-Vorstandsmitglied Magis-
ter Hans Narrenhofer. Und weiter: «Osterreich-
weit sind an die 300 000 Personen in dieser Branche
beschiftigt. Die Wertschopfung betriigt etwa 13
Milliarden Euro.»

Versorgung im Ausland

Brigadegeneral Harald Gollinger, Chef des Stabes
im Kommando Einsatzunterstiitzung, informierte
iiber die KdoEU-Kernkompetenzen im Bereich des
Sports, der Sanitiit und der Logistik. Dabei hob
er besonders die Leistungen der Heereslogistik-
zentren Graz, Salzburg, Wels und Wien, der Hee-
resmunitionsanstalt Stadl-Paura und des Versor-
gungsregimentes | in Graz hervor. Diese Einrich-
tungen sichern u.a. die (Folge-)Versorgung der
osterreichischen Soldaten im Kosovo, in Bosnien-
Herzegowina, den Golanhohen und im Tschad.

Blick hinter die Kulissen des
Heereslogistikzentrum Wels (HLogZ WE)

Dazu Oberstleutnant Dieter Grassl vom KdoEU
im «Der Soldat»: «Das nach ISO 9001 zertifizier-
te HLogZ WE ist mit seinen 20 Werkstitten und
mehr als 30 Berufsgruppen einerseits ein techni-
scher Betrieb, der als Systemzentrum den Kampf-
panzer Leopard sowie den Bergungspanzer M-88
betreut und u.a. das Technologiezentrum fiir schwe-
re Motoren und Getriebe ist. Andererseits ist es
ein Logistikbetrieb, der die Versorgung der Trup-
pen mit Giitern im Grossraum Oberdsterreich und
in Vernetzung mit den anderen Heereslogistikzen-
tren dariiber hinaus sicherstellt.» Ubrigens: Mit
30 Lehrlingen in acht Lehrberufen ist Wels der
grosste Lehrlingsausbildner im Bundesheer, wobei
der 20%-ige Midchenanteil beweist, dass Technik
und Logistik lingst nicht mehr reine Ménnersache
sind. Meinrad Schuler

Quellen: Obstlt Dieter Grassl, KdoEU/ «Der Soldat»
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VBS verbietet iPhone

Nach einem Bericht im «Sonntag» ist das Apple-
Kultobjekt iPhone im VBS ganz verboten — aus
Sicherheitsgriinden. Als sicher gilt in der Bundes-
verwaltung, inklusive VBS, vor allem ein Smart-
phone: das HTC. Noch nicht getestet wurde der
neuste Schrei auf dem Markt: das Google Phone.

Tummelfeld fiir Trickbetriiger

Im Internet lauern etliche Gefahren: Bei Abo-Fal-
len wird schnelle Hilfe versprochen. Einzige Bedin-
gung, man miisse sich zuerst registrieren, um dann
auf die angeblichen kostenlosen Angebote zuzu-
greifen. Oder gefilschte Websites. Das Wort Phi-
shing beschreibt den Versuch, mit gefilschten Web-
sites fremde Benutzerdaten und Passworter zu
klauen. Ein weiteres Thema ist der Auktionsbe-
trug. Auch auf grossen Handelsplattformen wie
Ebay tummeln sich immer wieder Betriiger, die
Internetnutzer mit gefilschten Angeboten herein-
legen wollen. Hiinde weg auch von gefihrlichen
Banners. Der Besuch einer seriosen Website, auf
der ein manipuliertes Werbebanner zu sehen ist,
kann geniigen, um einen PC mit einem Schidling
zu infizieren. Nicht vergessen wollen wir die Joban-
gebote. Ein Job, den man bequem von zu Hause
aus erledigen kann, ist eine moderne Form der
Geldwische. Gehen Sie nicht auf halbseidene
Jobangebote ein, die Thnen per E-Mail zugesendet
werden.

Daten-Klau bei Ministerium

BERLIN. — Bei einem Cyber-Angriff gegen das Com-
puternetzwerk der Bundesregierung mit Spiona-
ge-Mails wurden 2008 erstmals interne Daten von
einem Dienst-Computer eines Ministeriums trans-
feriert. Es sind zielgerichtete Attacken, die auch
von Nachrichtendiensten gesteuert werden. Beson-
ders aktiv in diesem Bereich ist seit Jahren China.

Illegale Jagd nach Schweizer Bankdaten

Zur Beschaffung von Bankdaten setzten fremde
Staaten illegale Mittel ein. Der Schweizer Geheim-
dienst verhiingte allein letztes Jahr Einreiseverbo-
te gegen 21 verdichtige Diplomaten.

Hacker griffen US-Stromnetz an

Cyberspione drangen nach Angaben des «Wall
Street Journal» im US-Stromnetz ein. Sie hinter-
liessen «Spuren», um die Stromversorgung im gan-
zen Land zu storen. Die US-Geheimdienstler ver-
muten, dass die Hacker aus China, Russland und
anderen Liindern stammen und darauf abzielen,
das US-Stromnetz zu navigieren, um im Krisen-
oder Kriegsfall zugreifen zu konnen.

Meinrad Schuler
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Gerade auch Logistiker tummeln sich im
Umfeld heimtiickischer digitaler Spionage.
Denn die digitale Entwicklung hat die Spio-
nage erweitert. Sie richtet sich neuerdings
vermehr ebenfalls gegen den Finanzsektor,
hilt der Schweizer Nachrichtendienst, der
Dienst fiir Aufkldrung und Priivention
(DAP), im Jahresbericht zur inneren Sicher-
heit 2008 fest. Ein Grund mehr, sich mit
diesem Cyberkrieg eingehend zu befassen.

E-Banking vermehrt im
Visier von Cyberkriminellen

Die Verbreitung von Schadsoftware gegen E-Ban-
king-Anwendungen und Phishing-Angriffe gegen
Schweizer Internetdienstleister bleiben im zweiten
Halbjahr 2008 ein grosses Problem. Auch die Aus-
nutzung des USB-Sticks als Mittel moglicher Angrif-
fe und der Umgang mit dem stetig wachsenden
Datenmiill sind Themen des achten Halbjahresbe-
richtes der Melde- und Analysestelle Informations-
sicherung (MELANI). Der Bericht beurteilt die Lage
im zweiten Halbjahr 2008 und ist ab sofort abruf-
bar unter www.melani.admin.ch.

Die aktuellen Cyberangriffe richten sich meistens
direkt gegen die Benutzer und nutzen deren Unwis-
senheit im korrekten Umgang mit Informationen und
Daten gezielt aus. Dies zeigt der achte Halbjahres-
bericht von MELANI deutlich.

E-Banking-Trojaner —
Verbreitung auf verschiedenen Kanilen

Auch im zweiten Halbjahr 2008 nahmen die Ver-
suche zu, Schadsoftware gegen E - Banking einzuset-
zen, um sich Login-Informationen zu beschaffen und
sich schliesslich finanziell zu bereichern. Dies geschah
einerseits durch Spam-Wellen, welche die Sorglosig-
keit der Benutzerinnen und Benutzer ausnutzten und
dadurch gezielt E-Banking-Trojaner verbreiteten.
Andererseits wurden die Trojaner mittels Drive-by-
Infektionen in Umlauf gebracht. Hierzu reicht das
alleinige Ansurfen einer Webseite, ohne Benutzerin-
teraktion, und der Trojaner wird im Hintergrund auf
den PC geladen. Trojaner sind Programme, die als
niitzliche Anwendung getarnt im Verborgenen schiid-
liche Aktionen ausfiihren.

Phishing-Angriffe
gegen Schweizer Internetdienste

Ebenfalls beobachtet wurden im letzten Jahr ver-
schiedene Phishing-Versuche gegen Schweizer Inter-
netdienstleister. Durch Versenden einer E-Mail mit
gefilschtem Absender oder Link sollte das Opfer auf
cine gefilschte Webseite gelockt werden, um die
Login-Daten einzugeben. Diese Angriffe waren weni-
ger gegen Finanzdienstleister, jedoch gegen Auk-
tionsdienstleister und Inserateplattformen gerichtet.

- Hacker bedrohen unsere Sicherheit

Problematik der USB-Sticks

Die rasche Ausbreitung eines Virus, welches sich von
USB-Sticks aufangeschlossenen Systeme kopierte, war
in den USA der Ausloser dafiir, den Angehorigen der
Armee die Nutzung mobiler Speicher wie USB-Stick,
CD und DVD zu verbieten. Die US-Armee hat hier-
mit eine radikale Massnahme ergriffen, um Herr der
Lage zu werden. Nicht nur das Militéir, sondern auch
die Verwaltung und die Privatwirtschaft machen sich
vermehrt Gedanken iiber die Nutzung von mobilen
Speichermedien. Wichtig dabei ist, dass der Umgang
mit mobilen Speichern geregelt ist und dies notigen-
falls auch technisch umgesetzt wird. Nebst der tech-
nischen Umsetzung gehort immer auch die Sensibili-
sierung aller Mitarbeitenden dazu.

Umgang mit Datenmiill der Informationsgesellschaft
In der heutigen Zeit werden Speichermedien wie Hard-
disk, USB-Stick und Speicherkarten vermehrt einge-
setzt. Was frither noch teuer war, ist heute relativ
giinstig und mit einer enormen Kapazitit verfligbar.
Dies hat zur Folge, dass Daten zum Teil mehrfach
auf verschiedenen Medien gespeichert werden.
Regelmiissige Datenbackups zu erstellen ist zwar sinn-
voll, die Menge der gespeicherten Daten jedoch steigt
kontinuierlich an. Um dem entgegenzuwirken, soll-
ten nicht mehr benutzte Daten geloscht werden. Das
sichere Loschen ist eine wichtige Grundlage fiir den
Schutz der Privatsphire. Der Halbjahresbericht von
MELANI bietet dazu praktische Tipps und Hinwei-
se. Pascal Lamia

TERMDAT im Internet

Die Terminologie-Datenbank der Bundesverwaltung,
TERMDAT, ist nun auch im Internet zuginglich.
Darin sind rund 100 000 Fachausdriicke aus Recht
und Verwaltung in den Landessprachen und in
Englisch abfragbar unter www.termdat.ch!

BERN. — Die Bundeskanzlei hat einen Teil des Daten-
bestands von TERMDAT, der Terminologie-Daten-
bank der Bundesverwaltung, im Internet veréffent-
licht.

In der Internetversion von TERMDAT, die regelmis-
sig aktualisiert wird, sind derzeit rund 100 000 ter-
minologische Eintrige abfragbar. Neben den Fach-
wortern sind stets das betreffende Sachgebiet und
eine Quelle angegeben, hiiufig auch eine Definition,
eine Anmerkung oder ein Kontext.

TERMDAT/Internet enthiilt zudem die aktuellen
Bezeichnungen der wichtigsten Verwaltungseinheiten,
Institutionen und Organe auf Bundesebene sowie eine
Vielzahl von Abkiirzungen mitsamt deren Bedeutung.
Die Terminologie-Datenbank ist insbesondere be-
stimmt fiir Sprachfachleute, Juristinnen, Journalisten,
Lehrkrifte, Studierende und all jene, die Entspre-
chungen von Fachausdriicken der verschiedensten
Rechts- und Verwaltungsbereiche in den Landesspra-
chen suchen. Franco Fomasi/(-r.)
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